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Agenda

Introduction Brian Minihan, ORCID
Review of the White House Initiatives Carly Robinson, DOE Office of 
Scientific and Technical Information
Technical Discussion
● Introduction to Crossref Sara Bowman, Crossref
● Introduction to ORCID Brian Minihan, ORCID
● Introduction to ROR Amanda French, ROR

Questions, Answers & Interaction



Workshop outcomes

Articulate what a PID is
Familiarity of the new Federal Policies’
● Intention
● Guidelines for use of PIDs

Familiarity with how the different PIDs operate and how 
this relates to research policies

Articulate how PIDs might benefit librarians (repository 
managers), developers, funders + policy makers and 
publishers.



Q&A feedback and interaction

Review of the white house initiatives (Carly)
https://tinyurl.com/2z6un37x

Intro to Crossref (Sara)
https://tinyurl.com/38ypwkrh 

Intro to ORCID (Brian)
https://tinyurl.com/32whcu7u 

Intro to ROR (Amanda)
https://tinyurl.com/2xee3yx9 

https://tinyurl.com/2z6un37x
https://tinyurl.com/38ypwkrh
https://tinyurl.com/32whcu7u
https://tinyurl.com/2xee3yx9


What is a Persistent Identifier?

Basic definition

Persistent identifiers 
(PIDs) are long-lasting 
references to digital 
objects of various types

US Government Definition

A digital identifier that is globally 
unique, persistent, machine 
resolvable and processable, and has 
an associated metadata schema.
https://www.whitehouse.gov/wp-content/uploads/2022/08/08-2022-
OSTP-Public-Access-Memo.pdf 

https://www.whitehouse.gov/wp-content/uploads/2022/08/08-2022-OSTP-Public-Access-Memo.pdf
https://www.whitehouse.gov/wp-content/uploads/2022/08/08-2022-OSTP-Public-Access-Memo.pdf


What is a Persistent Identifier?

“..because a PID may be connected to a set of metadata 
describing an object rather than to the object itself. They 
allow different platforms to exchange information 
consistently and unambiguously..” 

https://library.cern/submit-and-publish/persistent-identifiers/what-are-
pids CERN Library (European Council for Nuclear Research)

https://library.cern/submit-and-publish/persistent-identifiers/what-are-pids
https://library.cern/submit-and-publish/persistent-identifiers/what-are-pids


Common Persistent Identifiers 

DOIs Digital objects (publications, datasets, etc)

ORCID IDs individuals

ROR IDs organizations



Persistent Identifiers you may not be aware of

RAID (Research Activity ID) projects

IGSN (Int’l Generic Sample Number) physical objects



What are the benefits of a Persistent 
Identifier?

Link rot or content drift is particularly damaging in the 
context of academic research. A 404 error is always 
annoying, but if the goal is findability, accessibility, 
interoperability and reusable, then a PID is good bet. 

RN Library (European Council for Nuclear Research)



What are the benefits of a Persistent 
Identifier?

The PIDs we will talk about today were specifically 
created to address the issues of sustainability while 
pointing to an object uniquely.

They are structures to prevent the loss of research 
through opacity



Why would you use a Persistent Identifier?

PIDs are “standards”

They should include
● Provenance
● Policies & guarantees
● Metadata
● Machine Readability 

hRN Library (European Council for Nuclear Research)Clark, Jonathan (2017): Overview of PID Systems for THOR Webinar. figshare. Journal 
contribution. https://doi.org/10.6084/m9.figshare.5016803.v1

https://library.cern/submit-and-publish/persistent-identifiers/what-are-pids


Why would you use a Persistent Identifier?

“Since the construction of a PID follows a predictable 
format, PIDs are machine readable, that is to say a PID 
can be used to connect information without human 
intervention”

Umeå Universitet
https://www.umu.se/en/library/research-data/specialised-topics/metad
ata/pid-research-data/



Why would you use a Persistent Identifier?

Incentives to invest in identifiers: A cost-benefit analysis of 
persistent identifiers in Australian research systems
Josh Brown, Phill Jones, Alice Meadows, Fiona Murphy
https://doi.org/10.5281/zenodo.7100578

How five PIDs (and their metadata!) could save your 
country millions!
Australia Data Research Commons, et al.
https://youtu.be/YVvjeWJyzcU

https://zenodo.org/record/7100578
https://zenodo.org/record/7100578
https://orcid.org/0000-0002-8689-4935
https://orcid.org/0000-0003-0525-6323
https://orcid.org/0000-0003-2161-3781
https://orcid.org/0000-0003-1693-1240
https://doi.org/10.5281/zenodo.7100578


Increasingly present in national research 
policies of numerous countries

The recognition that the trust infrastructure included in 
persistent identifiers assists in compliance and integrity

as well as reducing the associated cost of research 
administration

means that PIDs are increasingly present in national 
research policies and strategic planning of numerous 
countries



Further reading & resources

● NSPM-33 Memo
○ https://trumpwhitehouse.archives.gov/presidential-actions/presid

ential-memorandum-united-states-government-supported-resea
rch-development-national-security-policy/ 

● NSPM-33 Implementation Guidance
○ https://www.whitehouse.gov/wp-content/uploads/2022/01/01042

2-NSPM-33-Implementation-Guidance.pdf 
● OSTP Public Access Memo

○ https://www.whitehouse.gov/wp-content/uploads/2022/01/01042
2-NSPM-33-Implementation-Guidance.pdf 

https://trumpwhitehouse.archives.gov/presidential-actions/presidential-memorandum-united-states-government-supported-research-development-national-security-policy/
https://www.whitehouse.gov/wp-content/uploads/2022/01/010422-NSPM-33-Implementation-Guidance.pdf
https://www.whitehouse.gov/wp-content/uploads/2022/08/08-2022-OSTP-Public-Access-Memo.pdf


Further reading & resources

● RDA PID Interest Group - 
https://www.rd-alliance.org/groups/pid-interest-group.html 

● RDA National PIDs Strategy Group - 
https://www.rd-alliance.org/groups/national-pid-strategies-wg 

● Crossref: Guide on meeting policies using existing open infrastructure
○ https://www.crossref.org/blog/how-funding-agencies-can-meet-o

stp-and-open-science-guidance-using-existing-open-infrastructu
re/

● ORCID Guide to supporting research institutions navigating Public 
Access and Research Security Policies

○ https://www.crossref.org/blog/how-funding-agencies-can-meet-o
stp-and-open-science-guidance-using-existing-open-infrastructu
re/

● Lyrasis: NSPM-33 Guide
○ https://orcidus.lyrasis.org/nspm-33-guide/

https://www.rd-alliance.org/groups/pid-interest-group.html
https://www.rd-alliance.org/groups/national-pid-strategies-wg
https://www.crossref.org/blog/how-funding-agencies-can-meet-ostp-and-open-science-guidance-using-existing-open-infrastructure/
https://info.orcid.org/orcid-poised-to-support-research-institutions-in-new-era-of-public-access-and-research-security/
https://info.orcid.org/orcid-poised-to-support-research-institutions-in-new-era-of-public-access-and-research-security/
https://orcidus.lyrasis.org/nspm-33-guide/
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US Government PID-Related Policies

Supported Research and Development National Security 
Policy 
(NSPM-33)

Ensuring Free, Immediate, and Equitable Access to Federally Funded 
Research 
(OSTP Public Access Memo)



PID vs DPI

Digital Persistent Identifier (DPI) 
• Used in NSPM-33
• PID community/SMEs not involved in development of memo language
• NSPM-33 Implementation Guidance updated DPI definition to:

“Digital persistent identifier (DPI or digital PID)…”

Digital Persistent Identifier (PID)
• Has been used as the acronym for persistent identifiers (e.g. digital persistent identifiers) by 

the community/SMEs for over 20 years
• Used by all the PID service organizations
• Used for the NSTC SOS PID Subgroup



Memo directs action to strengthen protections of United 
States Government-supported Research and Development 
(R&D) against foreign government interference and 
exploitation. 

• (v)  Consistent with applicable Federal laws and statutory 
authorities, within 1 year of the date of this memorandum, 
funding agencies shall establish policies regarding 
requirements for individual researchers supported by or 
working on any Federal research grant to be registered with 
a service that provides a digital persistent identifier for that 
individual.

• (vi)  Agencies shall standardize disclosure processes, definitions, and forms across funding agencies to the 
extent practicable… Where appropriate and consistent with applicable Federal laws and regulation, agencies 
should standardize forms for initial disclosures as well as annual updates, integrating digital persistent 
identifiers wherever appropriate and practicable, and should provide clear instructions to accompany these 
forms and to minimize any associated administrative burden.

https://trumpwhitehouse.archives.gov/presidential-actions/presidential-memorandum-united-states-government-supported-research-development-national-security-policy/ 

NSPM-33 – January 14, 2021

https://trumpwhitehouse.archives.gov/presidential-actions/presidential-memorandum-united-states-government-supported-research-development-national-security-policy/


NSPM-33 Implementation – Disclosure Standardization

Government-wide effort to 
standardize disclosure forms:

• Biographical Sketch

• Current and Pending Support

https://www.nsf.gov/bfa/dias/policy/nstc_disclosure.jsp 

https://www.nsf.gov/bfa/dias/policy/nstc_disclosure.jsp


Objective: Describe how research agencies will incorporate digital 
persistent identifiers (DPIs) – also known as Persistent Identifiers 
(PIDs) – into disclosure processes to bolster research security and 
integrity while reducing administrative burden.

Guidance: Research agencies should work to implement DPIs into 
their electronic systems and processes as quickly as is feasible with 
appropriate protections for personally identifiable information. Until 
that time, completion of required disclosures using previous systems 
and processes may still be required. When available, the DPI option 
will facilitate population of this information into the requisite format.

Note: The DPI section pertains to individuals applying for grants or 
cooperative agreements. As indicated in point 3 of this section, 
agencies should consider providing a DPI option for other types of 
R&D award applicants.

https://www.whitehouse.gov/wp-content/uploads/2022/01/010422-NSPM-33-Implementation-Guidance.pdf 

NSPM-33 – Implementation Guidance – January 2022 

https://www.whitehouse.gov/wp-content/uploads/2022/01/010422-NSPM-33-Implementation-Guidance.pdf


“A digital identifier that is globally unique, persistent, machine resolvable and processable, and has an 
associated metadata schema. Consistent with NSPM-33, digital persistent identifiers for individuals 
are used to disambiguate and identify an individual person.”

• Globally unique: the identifier is universally/globally recognized and attached to a defined resource. It 
is not just internal or organizationally recognized.

• Persistent: the identifier needs to be maintained even if the object it is attached to goes away or 
becomes unavailable. 

• Machine resolvable: the identifier is a URL that resolves to a (landing) page that provides information 
about the object it is identifying.

• Machine processable: the identifier is such that a machine can read it and process information about 
it.

• Associated metadata schema: the identifier has a metadata schema that is defined and associated 
with the identifier. The schema would often be defined by the PID provider. The schema is used to 
provide information about the object the identifier to which it is defined.

NSPM-33 – Implementation Guidance: PID Definition



1. Incorporation of DPIs into grant and cooperative agreement application and disclosure processes 

Research agencies should allow submission of required disclosure information via a DPI service, consistent with the 
Paperwork Reduction Act and the Privacy Act of 1974, as applicable. Basic process steps should include the following:

• Researcher maintains information required under cross-agency disclosure requirements on an individual “profile” or “record” 
maintained by a DPI service and associated with a DPI.

• During the grant application process, the individual provides their DPI and, via the DPI service, authenticates their DPI and 
authorizes the research agency to access the required information. This replaces any need for the researcher to manually enter 
the required disclosure information.

• As part of the grant application process, the researcher certifies to the research agency that the information disclosed through 
the service is current, complete, and accurate.

• In cases where there remain variations between research agencies’ application processes (i.e., timing of certain disclosure, use 
of different collection forms), the impact of these differences on the applicant will be minimized. The DPI profile or record will 
contain the needed disclosure information and can be accessed by the research agency at the appropriate time, once the 
researcher has provided authorization.

• In cases where a research agency requires an additional disclosure that exceeds the standardized requirements, researchers 
may also be able to maintain the additional disclosure information on the DPI service, and similarly provide it to the research 
agency, as an alternative to providing such information separately to the requesting research agency. 

• When annual or other updates are required, the researcher may simply ensure that the profile/record information is current, 
provide an updated authentication if needed for the research agency to access the updated information, and provide an 
updated certification regarding the completeness and accuracy of the information. 

NSPM-33 – Implementation Guidance



2. Requiring DPIs versus providing as an option for disclosures 

All research agencies should provide the option of using a DPI service for disclosure, but also may retain the option 
for a grant or cooperative agreement application to be processed without the use of such a service. The DPI option 
should provide the lowest administrative burden for researchers, research organizations, and research agencies. 
Some research agencies currently require use of DPIs under some circumstances, and more may choose to do so. 

3. Categories of individuals provided a DPI option for disclosures 

Research agencies should provide the DPI option for all individuals seeking or receiving Federal R&D grant and 
cooperative agreement funding. Research agencies also should consider providing a DPI option for extramural 
researchers funded through non-grant mechanisms (e.g., contracts), and for intramural researchers. 

4. Use of available DPI services 

To the greatest extent possible, research agencies should leverage DPI services provided by private entities, 
including, where possible, services already widely used by researchers. Research agencies should coordinate to 
establish DPI service requirements and may allow research organizations and/or researchers to utilize any service 
that meets those requirements. Research agencies should increase consistency and further reduce administrative 
burden by ensuring that one or more common DPI service is available for use across agencies. If multiple DPI 
services are used, agencies should develop processes to integrate information from DPI services to assess 
completeness and consistency. Use of multiple DPI services may increase administrative complexity and cost, 
potentially impacting data quality.

NSPM-33 – Implementation Guidance



5. Common/core standards that a DPI service should meet to be included as an option for disclosure in Federal grant and cooperative agreement 
application processes 

• Provided by an open, non-proprietary, researcher-driven platform, interoperable with the ISO 27729 certified global standard number service for 
identifying contributors to creative works including researchers, inventors, and authors. 

• Disambiguates one researcher from another, distinguishing individual researchers from others with the same or similar name and allowing Federal 
research agencies to uniquely identify researchers included in government systems. The DPI service should ensure disambiguation by allowing the 
researcher to include all associated name variations and additional information that can ensure unique identification. 

• Enables a researcher to create a single record that represents their curriculum vitae with relevant information (employment, education, funding, research 
outputs, etc.) to share with funders, publishers, researchers, and other organizations. 

• Prevents unintentional creation of duplicate DPI records for the same researcher. In cases of unintentional duplicate DPIs, the service should allow for the 
identification and consolidation of records into a single DPI record for the researcher. 

• Allows collection of disclosure information in a DPI record, reduces administrative burden by entering information once, and allows researcher 
information to be transmitted to research agencies and grant recipient organizations, as appropriate and as authorized. 

• Provides an ability to exchange and make use of information from multiple systems. 

• Supports connection between DPI-associated information about the researcher over time and is inclusive of researcher name changes or different name 
formats. 

• Allows research agencies to read and write validated information associated with the DPI. 

• Supports secure integration with standard authentication services – Security Assertion Markup Language (SAML) and Open Authentication (OAuth).

• Provided at no cost to the researcher. 

• Allows the researcher to control access to the information, with the privacy level set by the individual researcher, specifically identifying the entities 
allowed to access the information.

NSPM-33 – Implementation Guidance



6. Ensuring interoperability across multiple options for DPI service 

DPIs that meet the common/core standards will allow for interoperability. To ensure that research agencies 
can support multiple interoperable DPI options, DPI services should be open, non-proprietary, and provide 
the ability to exchange information. If using multiple DPI services, agencies should develop processes to 
integrate information access services to ensure complete and accurate reporting of disclosure information 
provided via DPI services. 

7. Potential for public disclosure of information provided to research agencies via a DPI service 

Research agencies should not require that individuals provide any public disclosure through the DPI service. 
Researchers may choose to make information publicly available through their DPI profile or record. Agencies 
may choose to include DPIs in public records in support of open science activities and/or requirements.

NSPM-33 – Implementation Guidance



• Memo provides policy guidance to federal agencies with research and 
development expenditures on updating their public access policies.

• Builds off 2013 OSTP Memo – Increasing Access to the Results of Federally 
Funded Scientific Research (focused on making journal articles and data publicly 
accessible).

• Required agencies to develop new public access plan and provide to OSTP for 
review by February 23, 2023.

• Section 4: Ensuring Scientific and Research Integrity in Agency Public Access 
Policies (PIDs and metadata)

• The public should be able to identify which federal agencies support given 
investments in science, the scientists who conduct that research, and the 
extent to which peer-review was conducted. 

• Do this through use of PIDs and making metadata and research results 
publicly available. 

• Same PID definition as NSPM-33 Implementation Guidance – “A digital 
identifier that is globally unique, persistent, machine resolvable and 
processable, and has an associated metadata schema.”

https://www.whitehouse.gov/wp-content/uploads/2022/08/08-2022-OSTP-Public-Access-Memo.pdf 

OSTP Public Access Memo – August 25, 2022 

https://obamawhitehouse.archives.gov/sites/default/files/microsites/ostp/ostp_public_access_memo_2013.pdf
https://obamawhitehouse.archives.gov/sites/default/files/microsites/ostp/ostp_public_access_memo_2013.pdf
https://www.whitehouse.gov/wp-content/uploads/2022/08/08-2022-OSTP-Public-Access-Memo.pdf


Federal agencies should, consistent with applicable law:

4a) Collect and make publicly available appropriate metadata associated with scholarly publications and data 
resulting from federally funded research, to the extent possible at the time of deposit in a public access 
repository. Such metadata should include at minimum:

i) all author and co-author names, affiliations, and sources of funding, referencing digital persistent 
identifiers, as appropriate;

ii) the date of publication; and, 

iii) a unique digital persistent identifier for the research output;

4b) Instruct federally funded researchers to obtain a digital persistent identifier that meets the common/core 
standards of a digital persistent identifier service defined in the NSPM-33 Implementation Guidance, include it in 
published research outputs when available, and provide federal agencies with the metadata associated with all 
published research outputs they produce, consistent with the law, privacy, and security considerations.

4c) Assign unique digital persistent identifiers to all scientific research and development awards and intramural 
research protocols that have appropriate metadata linking the funding agency and their awardees through their 
digital persistent identifiers.

OSTP Public Access Memo PID Language



2022 OSTP Public Access Memo Section Descriptions
 

Section 3: Publications & Data        Section 4: PIDs – Research & Scientific Integrity         Section 5: Interagency 
Coordination

Section 5: Ongoing interagency coordination

Aug 25, 2022

OSTP Public 
Access Policy 
Guidance 
released

Feb 21, 2023

Section 3: DOE 
Public Access 
Plan due to 
OSTP/OMB

Dec 31, 2024

Section 3: Last 
date to publish 
related DOE 
policies
  

Section 4: Last 
date to provide 
optional DOE 
Public Access 
Plan update to 
OSTP/OMB

Dec 31, 2025

Section 3: Last 
date for related 
policies to be 
effective

Dec 31, 2026

  
 
    
  

Section 4: Last 
date to publish 
related DOE 
policies

Dec 31, 2027

  
  
  
  

Section 4: Last 
date for related 
policies to be 
effective

OSTP Public Access Implementation Timeline



USG PID implementation supports:
• Research integrity & proper disclosure 
• Disambiguation
• Giving proper credit
• Easing administration burden 
• Help with reporting
• Enabling broader discovery and making 

connections 
• Understanding impact

PID Implementation 



Using PIDs for Research Integrity & Proper Disclosure 
DOE Office of Science “requires the use of the format approved by the 
National Science Foundation (NSF), which may be generated by the 
Science Experts Network Curriculum Vitae (SciENcv), a cooperative 
venture maintained at https://www.ncbi.nlm.nih.gov/sciencv/...” 

https://www.ncbi.nlm.nih.gov/sciencv/


Using PIDs for Reporting and Easing Burden



https://www.osti.gov/biblio/1661912 

Reference Publication DOI

Reference Software DOI

Data DOI
Researchers/Authors 

ORCID iDs

Contract/Award/Grant DOI

Research 

Organization 

ROR IDs

Sponsoring/Funding 

Organization ROR ID

Cited By Data DOI

https://data.pnnl.gov/group/nodes/software/33341 

Data Record

Using PIDs to Broaden Discovery and Make Connections

https://www.osti.gov/biblio/1661912
https://data.pnnl.gov/group/nodes/software/33341


https://doi.org/10.1186/s40168-022-01391-z 

https://doi.org/10.46936/10.25585/60008401 

Award DOI

Investigator ORCID iD

Awarding Organization ROR ID

Publication DOI

Award Record

Using PIDs to Broaden Discovery and Make Connections

https://doi.org/10.1186/s40168-022-01391-z
https://doi.org/10.46936/10.25585/60008401


https://www.osti.gov/pids/using-pids/impact 

Using PIDs to Understand Impact

https://www.osti.gov/pids/using-pids/impact


Thank you!



Intermission

10 mins

Next up: Technical Discussion



@CrossrefOrg

Crossref
Open infrastructure 
and identifiers to 
support policy



Agenda

• About us
• How open infrastructure supports federal policies
• Retrieving metadata from open APIs
• Summary



Crossref makes research outputs easy 
to find, cite, link, assess, and reuse.

We’re a not-for-profit membership 
organization that exists to make scholarly 
communications better. 

Our mission



About Crossref
• A small team of 45, with staff based in Europe, the US, Indonesia, Nigeria and Kenya
• 17,000+ member and affiliated organisations across 146 countries
• Not just a DOI registration agency - we offer a wide range of services to ensure that 

scholarly research metadata is registered, linked and distributed
• We provide metadata and services to make research outputs easy to find, cite, link, assess 

and reuse
• We have a metadata store of >142 million scholarly content items
• We preserve the metadata we receive and make it available via our open APIs and 

Search with ~600 million queries each month



• Peer review systems
• Reference manager systems
• Lab & diagnostics suppliers
• Info management systems
• Educational tools
• Literature discovery services
• Registration Agencies

• Archives & repositories
• Research councils 
• Data centres
• Professional networks 
• Patent offices
• Indexing services
• Publishing vendors

Universities, research institutes and publishers are our largest group 
of members

Funders can join and register grants
Everyone benefits from quality metadata and good quality research



Members —> Crossref
Basic metadata: titles; author names; 
ISSNs/ISBNs, abstracts, references
Funding information: Funder identifiers, award 
numbers
License information: License URLs 
Full-text URLs: e.g. for text-mining and 
Similarity Check
Crossmark: updates, retractions, corrections
ORCID iDs
Recently: Peer Review reports, relations, links 
to related data, Grant identifiers, ROR identifiers



Re
se

ar
ch

 N
ex

us
 v

is
io

n



POSI and why it matters to us and our 
community

Principles of Open Scholarly Infrastructure

A set of concrete commitments that an organization can make to build 
trust about its accountability, funding, and protection of community 
interests



Open infrastructure already exists to support 
funder goals; it just needs more adoption

Ensuring free, immediate, and equitable access to metadata that 
captures the scholarly record is an essential part of meeting the aims 
of the memo but also supporting Open Science globally.



Open infrastructure already exists, but it’s unevenly 
implemented

Some US federal agencies registering grant DOIs

Increased collaboration and effort are key to making this all work



How do funders + publishers work w/this 
infrastructure

icons:
funding by Aneeque Ahmed from Noun Project

Microscope by Luis Prado from Noun Project
scrutinizing data by WiStudio from Noun Project

https://thenounproject.com/browse/icons/term/funding/%22%20target=%22_blank%22%20title=%22funding%20Icons
https://thenounproject.com/browse/icons/term/microscope/
https://thenounproject.com/browse/icons/term/scrutinizing-data/


Using the metadata from 
Crossref/DataCite/ORCID/ROR

● Funding agencies can monitor compliance with 
their policies

● Publishers can identify the funder and meet 
their requirements

● Funding agencies can assess and report on 
the reach and return of their funding programs

● The provenance and integrity of the scholarly 
record is preserved and discoverable, 
benefitting all stakeholders.



Interfaces for people
• https://search.crossref.org/

APIs for machines
• REST API https://api.crossref.org
• XML API
• OpenURL

Using the metadata from Crossref

https://api.crossref.org


• https://api.crossref.org
• Public, open, free!
• Public (anonymous), Polite 

(self-identification), Plus (paid) 
options

Crossref REST API and data file

https://crossref.org/blog/2023-public-data-file-now-available-with-new-and-improved-retrieval-options/

https://api.crossref.org
http://crossref.org/blog/2023-public-data-file-now-available-with-new-and-improved-retrieval-options/


In Summary

• Metadata and services make research outputs easy to find, cite, link, 
assess, and reuse. 

• Crossref DOIs are citation identifiers: grants, preprints, articles, 
chapters, proceedings, standards, reports, protocols, dissertations, 
reviews, comments.

• Open data and APIs to retrieve metadata from >145 million records.
• “We envision a rich and reusable open network of relationships 

connecting research organizations, people, things, and actions; a 
scholarly record that the global community can build on forever, for the 
benefit of society.”



In Summary

• Open infrastructure to support funder goals already exists, it just needs 
more adoption

• Collaboration is key to making this work

• Open APIs and Open Metadata are foundational to making more 
connections between research objects



Thank-you

@CrossrefOrg

Email sbowman@crossref.org/ rlammey@crossref.org 

mailto:support@crossref.org
mailto:rlammey@crossref.org


Introduction to ORCID: 
PIDs & US Gov’t Policies Workshop

ACM/IEEE Joint Conference on Digital Libraries
Santa Fe, New Mexico

26 June 2023

Brian Minihan, ORCID Engagement                               https://orcid.org/0000-0001-8412-717X



Technical Discussion 

● ORCID: the organization that supports Persistent Identifiers for people

● The ORCID Record, the ORCID Registry of researchers

● Only ORCID record holders, and explicitly trusted individuals and organizations 

can add, edit or delete information. period.

● Technical walkthrough of the Member API

● Ways in which technical aspects relate to policies



ORCID provides three main services

1. The ORCID iD: a unique, persistent identifier free of charge to 
researchers

2. An ORCID record/profile connected to the ORCID iD, that can include 
employment, education, funding, peer review, research output and 
other metadata

3. A set of Application Programming Interfaces (APIs), as well as the 
services and support of communities of practice that enable 
interoperability between an ORCID record and member organizations 



ORCID is a non-profit organization

● ORCID is a 501 c 3 non-profit registered in the United States

● It has a governance structure, with an elected Board 

● an associated metadata schema that was developed by CASRAI

● ORCID works closely with other PID organizations (Datacite, Crossref, 
ROR)

● In 2022 ORCID, in agreement with initial lenders, started a global 
participation progam to extend membership growth beyond 
middle-high income countries, using ORCID’s start-up loans from 2012 

https://info.orcid.org/gpp-launch-partners/



ORCID works best when used at pain points in 
the research cycle
a manuscript is submitted using an authenticated ORCID iD by the author.

publishers send manuscript metadata (including funding info) to Crossref

Crossref and Datacite create DOIs

DOIs are added to ORCID records

Universities read author’s works data and add affiliations using RORs



Information on ORCID records

Researchers can add:

● Affiliations

● Professional activities

● Funding information

● Publications

● Other outputs

● Website URLs



When an ORCID member updates an ORCID 
record, the source of that update is captured 
for re-use:

● Research organisations add affiliations

● Publishers add outputs and reviews

● Funders add funding items

ORCID member organisations add validated information

These provide ‘trust markers’ 
that can be used to help in 
decision making.



Oauth 2.0, RESTful

● all access to ORCID requires an access token

● and subsequently use that access token to obtain a token 

for API permissions

○ GET /read-limited

○ POST /activities/update

○ PUT /activities/update

● Using json or xml templates to add, update info in ORCID

The ORCID Member API



3-legged OAuth authorization URL

https://info.orcid.org/hands-on-with-the-orcid-api/2-collect-authenticated-orcid-ids-and-permissions/

https://sandbox.orcid.org/oauth/authorize?client_id=APP-674M
CQQR985VZZQ2&response_type=code&scope=/read-limited%2
0/activities/update%20/person/update&redirect_uri=https://de
velopers.google.com/oauthplayground

● host → https://sandbox.orcid.org/oauth/authorize = 
endpoint

● client_id → APP-674MCQQR985VZZQ2
● response_type → code
● scope → /read-limited & /activities/update & 

/person/update
● redirect_uri → 

https://developers.google.com/oauthplayground (the 
client application’s landing page)

https://sandbox.orcid.org/oauth/authorize?client_id=APP-674MCQQR985VZZQ2&response_type=code&scope=/read-limited%20/activities/update%20/person/update&redirect_uri=https://developers.google.com/oauthplayground
https://sandbox.orcid.org/oauth/authorize?client_id=APP-674MCQQR985VZZQ2&response_type=code&scope=/read-limited%20/activities/update%20/person/update&redirect_uri=https://developers.google.com/oauthplayground
https://sandbox.orcid.org/oauth/authorize?client_id=APP-674MCQQR985VZZQ2&response_type=code&scope=/read-limited%20/activities/update%20/person/update&redirect_uri=https://developers.google.com/oauthplayground
https://sandbox.orcid.org/oauth/authorize?client_id=APP-674MCQQR985VZZQ2&response_type=code&scope=/read-limited%20/activities/update%20/person/update&redirect_uri=https://developers.google.com/oauthplayground


3-legged Oauth authorization URL produces this



POST: Adding items

https://info.orcid.org/hands-on-with-the-orcid-api/3-write-to-an-orcid-record-post/

Items (works, employment, funding, 
peer review etc) can be added to an 
ORCID record using the ORCID 
member API.

● First obtain permission from 
the researcher using OAuth and 
format the item metadata using 
the ORCID message schema.

● Make an API request using 
HTTP POST, specifying the 
relevant endpoint.

● The API will return a 201 
message to indicate that the 
item posted correctly, along 
with the item’s put code.

https://info.orcid.org/faq/how-does-3-legged-oauth-work/
https://info.orcid.org/faq/how-does-3-legged-oauth-work/
https://info.orcid.org/faq/how-should-data-be-formatted-for-the-api/
https://info.orcid.org/faq/what-sections-can-i-update-on-an-orcid-record/


Posted content looks like this

https://orcid.org/0000-0002-7574-7665



PUT: updating items

https://info.orcid.org/4-update-an-orcid-record-put/

ORCID members can update information they’ve 
previously added to an ORCID record. Only one 
item can be updated at a time, and it can only be 
updated using the client credentials that created it 
in the first place.

● Make sure you store the put code and 
access token when creating items.

● Format the updated item in ORCID 
message schema with the changed 
information and include the stored put 
code.

● The API will return a 200 OK message to 
indicate that the item updated correctly.

https://info.orcid.org/faq/what-should-my-integration-store/
https://info.orcid.org/faq/what-should-my-integration-store/
https://info.orcid.org/faq/how-should-data-be-formatted-for-the-api/


Use of identifiers (organizations) and PUT codes ensure that data 
added to ORCID is from a tracible source

https://github.com/ORCID/orcid-model/tree/master/src/main/resources/record_3.0



Traceability of sources of information: organizations, works, grants, 

supporting data

Balance between access and security, machines (API) and human 

researchers (permission)

And interoperability between systems

Is also how ORCID works to reduce administrative burden for 

individual researchers

National Strategies are asking for help in ensuring 
Compliance and Integrity



?
b.minihan@orcid.org

Many thanks!
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What is ROR?

The Research Organization Registry 
(ROR) is a global, community-led 

registry of open persistent identifiers 
for research organizations.

(ROR is pronounced "roar" like a lion's roar. 🦁)



 https://ror.org/01e41cf67 - ROR record for Los Alamos National Laboratory

https://ror.org/01e41cf67


What is a "registry"?

ROR is a registry, meaning 
that it is fundamentally a 
list. There are currently over 
100,000 research 
organizations listed in the 
registry. 

https://ror.org/search 

https://ror.org/search


What is a "persistent identifier"?

ROR is not just a list of names, 
however: it is a list of 
alphanumeric identifiers that 
can help systems disambiguate 
research organizations. These 
identifiers will persist over 
time, unlike an ordinary URL, 
which may cease to resolve to a 
working web page.



ORCID for researchers

DOI for research outputs

ROR for research organizations



What does "open" mean?

Every identifier in the ROR 
registry is part of an open record 
released into the public domain 
under a CC-0 Public Domain 
dedication. The ROR API and the 
ROR dataset of 100,000+ 
organizations with IDs and 
metadata are entirely free to use 
with no cost or restrictions. 



What is a "research organization"? 
● ROR defines “research organization” as any high-level organization 

that conducts, produces, manages, or touches research.

● ROR identifies organizations that have a formal relationship – an 
"affiliation" – with researchers, including but not limited to 
employers, educators, funders, publishers, and scholarly 
societies.

● ROR currently lists well over 100,000 research organizations from 
around the world.

Scope and criteria for inclusion in ROR: https://ror.org/registry/#scope-and-criteria-for-inclusion 

https://ror.org/registry/#scope-and-criteria-for-inclusion


What is a "research organization"? 
Common organization types that 

are in scope for ROR 

○ Universities and colleges
○ Companies that are involved in 

research
○ Private foundations 
○ Government agencies 
○ Hospitals and healthcare centers
○ Laboratories
○ Nonprofits
○ Research institutes and facilities
○ Scholarly societies

Common research entities that 
are out of scope for ROR 

○ Departments and wholly dependent 
subdivisions within organizations

○ Companies that are not involved in 
research

○ Single-person consultancies
○ Pre-collegiate schools
○ Journals
○ Projects (see RAiD!) 

Is my organization in scope for ROR? https://ror.org/about/faqs/#is-my-organization-in-scope-for-ror 

https://ror.org/about/faqs/#is-my-organization-in-scope-for-ror


What does "global" mean? 
● ROR contains records for 229 countries
● All ROR records are multilingual and 

support non-Latin character sets



What does "community-led" mean? 
● ROR was developed over three years of workshops from 2016-2019 

and working groups in which 17 organizations outlined requirements 
for an open organization identifier.

● ROR is operated as a collaborative initiative by California Digital 
Library, Crossref, and DataCite as part of each organization's 
ongoing operational budget. ROR does not depend on grants or 
on fees for its sustainability, and it cannot be transferred to a 
commercial entity.

● All major changes to ROR's schema, technology, and governance are 
submitted for community comment and review. 

See https://ror.org/about for more information.

https://ror.readme.io/docs/community-feedback-documents
https://ror.org/about


What does "community-led" mean? 
● ROR is a curated registry, meaning that anyone can request a 

change to a ROR record or the addition of a new ROR record and all 
such requests then go through a review process.

● ROR is not a membership organization and charges no fees, so it is 
not necessary to “join” ROR in order to add a record or request 
changes to a record.

● Simple change requests are approved or denied by the ROR 
Metadata Curation Lead. More difficult requests are sent to the 
international volunteer ROR Curation Advisory Board.

See https://ror.org/registry for more information.

https://curation-request.ror.org
https://curation-request.ror.org
https://ror.org/registry/#curation-model
https://ror.org/registry/#curation-advisory-board
https://ror.org/registry


What does "community-led" mean? 

● ROR is a collaborative, open infrastructure initiative and service. 
● ROR itself is not an independent organization or legal entity. 
● ROR is committed to following the Principles of Open Scholarly 

Infrastructure (POSI).
● ROR cannot be governed by, purchased by, controlled by or sold 

to a commercial entity.
● The ROR governing organizations agree to not transfer control of 

any aspect of ROR or the ROR system to a commercial entity.

https://openscholarlyinfrastructure.org
https://openscholarlyinfrastructure.org


What tools does ROR offer? 

● The ROR REST API - https://api.ror.org/organizations 
● The ROR browser search interface - https://ror.org/search 
● The ROR dataset - https://doi.org/10.5281/zenodo.6347574 
● The ROR OpenRefine Reconciler - 

https://ror.readme.io/docs/openrefine-reconciler 
● ROR scripts for searching and matching - 

https://github.com/ror-community/ror-utilities 

See all ROR technical documentation at https://ror.readme.io 

https://api.ror.org/organizations
https://ror.org/search
https://doi.org/10.5281/zenodo.6347574
https://ror.readme.io/docs/openrefine-reconciler
https://github.com/ror-community/ror-utilities
https://ror.readme.io


Why ROR?



ROR makes information about 
research organizations cleaner and 

easier to exchange among 
information systems so that 

research outputs can be reliably 
associated with organizations.



What problems does ROR solve? 

● Many different variants of organization names in user-entered, free 
text data make internal reporting difficult and produce inconsistent 
search results

● Research institutions have a hard time tracking the output of their 
researchers

● Funders have a hard time tracking research outputs they have 
funded





Visit https://ror-community.github.io/ror-typeahead-demos to try this demo yourself

https://ror-community.github.io/ror-typeahead-demos


DataCite Commons at https://commons.datacite.org 

https://commons.datacite.org


ROR Core Team, "Parents, Children, and Other 
Relationships in ROR Records," ROR Blog, 
February 27, 2023: 
https://ror.org/blog/2023-02-27-parents-children
-and-other-relationships-in-ror/ 

Amanda French LinkedIn post | David C. Pace LinkedIn post

https://ror.org/blog/2023-02-27-parents-children-and-other-relationships-in-ror/
https://ror.org/blog/2023-02-27-parents-children-and-other-relationships-in-ror/
https://www.linkedin.com/posts/amandafrench_parents-children-and-other-relationships-activity-7036402848007413761-ljIh?utm_source=share&utm_medium=member_desktop
https://www.linkedin.com/posts/david-c-pace-phd-mba-0a3721195_parents-children-and-other-relationships-activity-7037079940915236864--rX2?utm_source=share&utm_medium=member_desktop


Visual representation of ROR relationships for the 
US Department of Energy - https://ror.org/01bj3aw27 

https://ror.org/01bj3aw27


Amanda French, Case Study: ROR in Caltech Repositories, ROR blog, February 23, 2023

https://ror.org/blog/2023-02-23-caltech-case-study/


ROR and other organizational identifiers

ROR is different from other organizational identifiers such as GRID, 
ISNI, Wikidata, Funder IDs, and Ringgold in a few key ways:

● ROR is completely open (CC0 data, open API) and noncommercial
● ROR is focused on identifying scholarly affiliations
● ROR is designed to be supported in core scholarly infrastructure 

(e.g., Crossref, DataCite, ORCID)
● ROR is developed as a community initiative 
● ROR has a transparent curation process
● ROR's modern REST API and JSON data makes it easy to 

implement



ROR and 
Public Access 

Monitoring



"Federal agencies should report to OSTP, 
when requested, on the status of their public 
access plans and policy implementation, 
including the number of all scholarly 
publications funded by the federal agencies 
and any other relevant statistics collected by 
the agency." 



COKI Open Access Dashboard - https://open.coki.ac 

https://open.coki.ac


German Open Access Monitor - https://open-access-monitor.de/ 

https://open-access-monitor.de/


ROR and 
Research 
Integrity



"Federal agencies should take steps to ensure 
that public access policies support scientific and 
research integrity by transparently 
communicating to the public critical information, 
including that which is related to the authorship, 
funding, affiliations, and development status of 
federally funded research. The public should be 
able to identify which federal agencies support 
given investments in science, the scientists who 
conduct that research, and the extent to which 
peer-review was conducted."



Finding works whose authors are 
affiliated with the University or 
Oxford in the Crossref API

 https://api.crossref.org/works?filter=ror-id:https://ror.org/052gg0110 

https://api.crossref.org/works?filter=ror-id:https://ror.org/052gg0110


ROR and 
International 
Collaboration





Thank you!

Amanda French

amanda@ror.org



Intermission

15 mins

Next up: Q&A Discussion


