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Who are we?

Dr. Anja Perry

• GESIS – Leibniz Institute for the Social Sciences

• Active in research data management since 2016

• Consulting and workshops on RDM, RDM 
competence development in KonsortSWD, 
development of domain data protocols

• Focus on quantitative data
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Who are we?

Dr. Jan-Ocko Heuer

• Research Data Center Qualiservice

• Sociologist; PhD (Dr. rer. pol.) in 2014

• Active in research data management since 2018

• Advice, workshops, development of workflows; 
coordinating development of RDM portfolio for 
qualitative social research within KonsortSWD

• Focus on qualitative data
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And who are you?

Round of short introductions:

- What’s your name?

- What types of data do you use?

- What do you expect from this workshop?
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Workshop rules

• Feel free to ask questions at any time

• We want to make this workshop as interactive as possible

• Feel free to share your own examples and experiences

• Slides and other materials will be available after the workshop
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Agenda

1. Welcome and introduction

2. Introduction to RDM

Coffee Break

3. Data protection

4. Informed consent

Lunch Break

5. Anonymization

6. Documentation

7. Secure Storage

Coffee Break

8. Data Sharing
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Introduction to research data 
management
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What is Research Data Management?

RDM is like “health care” for your data
• keeps them safe from harm 
• makes them usable and discoverable 

All strategies, processes and 
measures to maintain
• data quality
• interpretability of research results
• (re-)usability of research data

Specifically addresses legal and ethical issues 
(e.g., informed consent, ownership, licensing)

Image: pixabay (CC-0)
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Benefits for teams, researchers, & scientific 
community
• Saves resources

• Correct results 

• Better workflow

• Better access to data

• Best use of public funds

• …
Images: Pixabay (CC0) 9

• Proof of transparent & valid conduct

• Facilitates re-use of own data



Replication of published research findings
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Open Science Collaboration
(2015);
Chang & Li (2015);
Begley, C. G., & Ellis, L. M. 
(2012);
Prinz, F., Schlange, T., & 
Asadullah, K. (2011)



RDM may be required by…

• Your institute, e.g. by your work contract or project
agreements

• Funding agencies, 
e.g. to ensure reusability 

• Journals, claiming your data before publishing your 
article

• Your supervisor…

 check for such conditions!

11

Image: A. Herrema & H. Bouwteam (CC-BY)



Goals of research data management
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1. Quality assurance

readable, authentic data; 
avoidance of data loss

2. Replicability

comprehensibility; enable 
reproducibility of research 

results; proof of validity

3. Reusability

using the data in new 
contexts; answering new 

research questions



Research Data Management Plan (DMP)

• Central to RDM

• Thought through from the 
beginning

• Defines responsibilities

• Roadmap for the project
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Quantitative data – Examples

© GESIS
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Quantitative data – Examples (II)
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Qualitative data – Examples

Audio or video recordings and transcripts (of 
interviews, focus groups, group discussions etc.) 
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Qualitative data – Examples (II)

Observation protocols

Field notes

Research diaries

‘Naturally occurring’ data 
(e.g. legal acts, court files, 
public records, letters etc.)

Photos/images/pictures

Audiovisual data
17



Social science data – Characteristics

Social science data usually contain information about human beings, 
making them subject to specific ethical and legal considerations

• Personal data (name, date of 
birth, address, tax ID etc.), 
including ‘special categories’ 
with particular protection

• Confidential information 
(trade/business secrets, 
military information etc.) 

18
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Social science data – Characteristics (II)

The (formal) differences between quantitative and qualitative data 
partly result in specific characteristics of these two kinds of data 

• Quantitative data are usually (from the outset) more standardized and 
structured than qualitative data

• Qualitative data may contain information that are not subject/focus of 
the research – put differently: they are very information-rich

• Quantitative data can be more easily transferred from an empirical into 
a numerical relative (i.e., with less loss of information)
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Quantitative vs. qualitative social research

Highly stylized
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Quantitative vs. qualitative social research (II)

Highly stylized
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Quantitative vs. qualitative research process

Theory Hypotheses
Opera-
tionali-
zation

Sample
Data collec-
tion

Data 
analysis

Interpre-
tation

Assump-
tion

Data              Data
collection analysis

Data              Data
collection analysis

Data              Data
collection analysis

Theory

Compa-
rison

Compa-
rison

Comparison

CASE

CASECASE

Linear model
of research
process

Circular model
of research
process

Source: Flick 2009 
(own translation)
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RDM challenges – same but different?!

• Social science data – both quantitative and 
qualitative – have many RDM challenges in 
common (e.g. ethical and legal aspects)

• Yet, there are differences from a practical 
perspective (i.e., in developing solutions), 
partly, but not exclusively, resulting from 
differences between quantitative versus 
qualitative research and data (e.g. due to 
the degree of standardization)
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Questions?
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Data protection
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What do you associate with the term 
data protection?
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Research ethics in empirical research

• Research ethics: norms and guidelines for 
responsible conduct of research (e.g. honesty, 
objectivity, integrity, social responsibility etc.)

• Empirical research on/with human beings →
specific issues regarding research practices 
and the researcher-researched relationship

• Principles e.g.: minimize harms and risks; 
maximize benefits; respect human dignity, 
privacy, and autonomy

27
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Empirical research ethics in practice

In recent years, increasing awareness of research ethical issues in 
the social, behavioral, educational & economic sciences

• Many ressources/collections (e.g.
VerbundFDB [German], RatSWD,)

• Principles and recommendations 
by research infrastructures →→

• Statement by ethics committee 
(list of ethics committees) as part 
of project application
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https://www.forschungsdaten-bildung.de/ethische-aspekte
https://www.konsortswd.de/ratswd/best-practice-forschungsethik/
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Research ethics and data protection

• Research ethics involves various norms and guidelines, 
and is thus not limited to legal norms and regulations

• Data protection usually refers statutory requirements

• Yet, data protection law can be seen as reflecting both 
ethical principles and legal rights (privacy & autonomy)

• Many data protection concepts (e.g. Informed Consent)
also arise from both ethical and legal considerations

29
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Personal data 
= any information relating to an identified or identifiable natural person

• Natural (NOT judicial) persons
• Living (NOT deceased) human beings
• Not only identified: ‘identifiable’

Processing Art. 4(2) GDPR

= any operation or set of operations which is performed on personal data 
→ catch-all phrase for all operations on personal data (collection, storing, transfer etc.)

Data protection: important concepts

• Not only direct: ‘indirect’ identifiers 
(e.g. ‘one or more factors specific to the 
physical, physiological, genetic, mental, 
economic, cultural or social identity’)

Art. 4(1) GDPR
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Special categories of personal data → special protection
• ‘racial’ or ethnic origin
• political opinions
• religious or philosophical beliefs
• trade union membership
• genetic data
• biometric data for the purpose of uniquely identifying a natural person
• health
• sex life or sexual orientation

Data protection: important concepts (II)

Art. 9 GDPR
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(Data) Controller
= the natural or legal person, public authority, agency or other body which, 

alone or jointly with others, determines the purposes and means of the 
processing of personal data
→ entity responsible for data processing; part of information obligations

(Data) Processor Art. 4(8) GDPR

= a natural or legal person, public authority, agency or other body which 
processes personal data on behalf of the controller
→ any other entity involved in data processing (e.g. translation service)

Data protection: important concepts (III)

Art. 4(7) GDPR
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Legislative framework of data protection

• EU law: General Data Protection Regulation (GDPR) (German: 
Datenschutz-Grundverordnung, DSGVO) → in force since 25 May 2018

• National law: ‘Federal Data Protection Act’ (Bundesdatenschutzgesetz, 
BDSG) → supplements and specifies the GDPR in some respects

• Subnational law: e.g. Datenschutzgesetz Nordrhein-Westfalen (DSG 
NRW) → (additionally) applies to all public bodies in NRW

• Domain-specific regulations → apply depending on research topic/area
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Main legislative source: GDPR

• Directly binding and applicable in EU countries [& EEA: EU + ISL, LIE, NOR]

• Provides flexibility for certain aspects of the regulation to be adjusted by 
individual Member States (and subnational authorities) 

• Applies if data controller OR data processor OR data subject (= individual) 
is based in the EU/EEA [research outside EU/EEA: other laws apply too!]

• Also addresses export of personal data to third countries and 
international organizations
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GDPR: objectives

Protection of natural persons in relation to processing of personal data
• Data protection as a fundamental right (provided by Article 8(1) of EU Charter)

• Not an absolute right; must be considered in relation to its function in society 
and be balanced against other fundamental rights

Harmonisation of law for free movement of personal data within the EU
• Exchanges of personal data have increased and are often necessary

• Harmonization ensures a high level of data protection

→ Natural persons should have control of their own personal data

→ Legal & practical certainty for natural persons, businesses, public authorities 

Art. 1 GDPR + Recitals 1-7

35



GDPR: principles for data processing

• Lawfulness, fairness and transparency

• Purpose limitation – BUT: ‘research exemption’ (cf. Art. 89 GDPR)

• Data minimization

• Accuracy

• Storage limitation – BUT: ‘research exemption’ (cf. Art. 89 GDPR)

• Integrity and confidentiality

Art. 5 GDPR
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GDPR: lawfulness of data processing

Data processing is only lawful if and to the extent that at least one of the following applies:

a) If the data subject has given consent to the processing of his or her personal data

b) To fulfill contractual obligations with a data subject, or for tasks at the request of a data 
subject who is in the process of entering into a contract

c) To comply with a data controller’s legal obligations

d) To protect the vital interests of a data subject or another individual

e) To perform a task in the public interest or in official authority

f) For the legitimate interests of a data controller or a third party, unless these interests are 
overridden by interests of the data subject or her or his rights according to the Charter of 
Fundamental Rights (especially in the case of children)

Art. 6 GDPR
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GDPR: lawfulness of data processing

Data processing is only lawful if and to the extent that at least one of the following applies:

a) If the data subject has given consent to the processing of his or her personal data

b) To fulfill contractual obligations with a data subject, or for tasks at the request of a data 
subject who is in the process of entering into a contract

c) To comply with a data controller’s legal obligations

d) To protect the vital interests of a data subject or another individual

e) To perform a task in the public interest or in official authority

f) For the legitimate interests of a data controller or a third party, unless these interests are 
overridden by interests of the data subject or her or his rights according to the Charter of 
Fundamental Rights (especially in the case of children)

Art. 6 GDPR

The main basis for data processing in social 
research is Informed Consent 
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GDPR: information obligations

• Identity and contact details of controller (and of data protection officer)

• Purpose of processing and legal bases for processing

• Recipients or categories of recipients

• Period of data storage (or criteria used to determine that period)

• Rights of data subject: access, rectification, erasure, restriction of 
processing, object to processing

• Right to lodge a complaint with a supervisory authority

Art. 13ff. GDPR

39

Image: Pixabay (CC0)



Questions?
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Informed Consent
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Dear Sir or Madam,

We invite you to participate in our survey.

Your participation in the survey is voluntary. Refusing to participate or revoking consent will not result in any 
disadvantages for you. We operate in accordance with the provisions of the General Data Protection Regulation 
(GDPR).

You can assert the following rights at any time:

• You can have access to the information about your personal data stored by us at any time.

• You can request a correction of this data as well as its deletion at any time.

• You can request a restriction of your data’s processing or object to its further processing at any time.

Your data will remain in the project and will not be passed on.

For clarification of queries or if you wish to assert your rights, please contact: shk.gesis@gesis.org.

If you believe that we have not complied with the data protection regulations when processing your data, you can 
contact the GESIS data protection officers at: dataprotection@gesis.de.

By participating in the survey, you agree to these terms.
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Pitfalls in Informed Consent

• Information about the project is missing

• “Your data will remain in the project and will not be passed on.” or 
“Your data will only be used within the research project”

• “By participating in the survey, you agree to these terms.”

• Provide stable contact details!
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Further pitfalls

• No separation between address and survey data: "Your data will be 
anonymized.“

• Contradictory statements: "Your address data will be deleted." but 
"We will contact you again.“

• Ensure appropriate language and scope

• Data sharing and subsequent use of data should already be 
mentioned in the consent form 

44



What is Informed Consent

• Obtaining consent to participate and protecting participants from harm

• Consent must be given voluntarily

• Weak consent leads to bad data
• Creates mistrust

• Respondents try to protect themselves and their personal data

• Leads to non-response to questions (sensitive data) or even abandonment of the 
survey

Researchers must be able to "demonstrate that the data subject has consented to 
processing of his or her personal data" (Art. 7.1 GDPR)
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Information about participants´ rights

• Participants have the right at any time
• To withdraw their consent, i.e., to cancel the survey (Art. 7.3 

GDPR)

• To have your data deleted (Art. 17 GDPR)

• To obtain access to the data and have incorrect data corrected 
(Art. 16 GDPR)
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Information about the survey and data 
processing

• Data processor (name and contact information)

• Purpose of data collection

• Recipients or categories of recipients of the data 

• Period for which the personal data will be stored 

→ Therefore consent knowing the circumstances is required!

47
(Art. 13 GDPR)



Two parts
Information sheet

• Project and goal

• Involved researchers and contact

• Consequences of participation

• Use of data in the project and beyond

• Protection of data

• Rights of the participants

→ Remains with participants

Consent

• Participating

• Have understood information sheet

• Feel informed

• Consent voluntarily

• Clarification of specifics

• Audio or video recording

• Verbatim quotes are used

• Signature

→ Secure storage, separate from survey data!
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Special cases

• Telephone and online surveys

• Illiterates

• Children
• Too young to understand legal situation
• Parents/guardians and child must always consent
• Age limit is 16
• Opening clause between 13 and 16 years (Art. 8 GDPR)

• Sense of duty towards the one who asks (e.g., employers, Federal 
Office for Migration and Refugees)
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What do you do here?
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How to seek Informed Consent

• How to obtain consent can depend on the nature of the research, the 
kind of data gathered, the data format, and how the data will be used

• There is no obligation to obtain consent in written form

• But: researchers have to prove that they have obtained consent

• freely given, specific, informed and unambiguous, clear affirmative action

• Many information duties; e.g. name/contact details of controller, rights etc. 

Thus, written consent is the ‘gold standard’ and should be obtained 
whenever possible
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How to seek Informed Consent (II)

Advantages and disadvantages of written vs. verbal consent

Source: UK Data Service
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When to seek Informed Consent

Obtaining informed consent is not necessarily an on-off occurrence:

One-off consent = participant is asked to consent to taking part in the research 
project only once, typically at the beginning of the project
• Advantages: simple; least hassle to participants

• Disadvantages: research process and outputs are not always known in advance; 
participants will not know all the information they will contribute

Process consent = the participant’s consent takes place throughout the research 
cycle, e.g. before data collection, before data analysis, and before data archiving
• Advantages: ensures active informed consent

• Disadvantages: may not get all consent needed before losing contact with participants; 
repetitive, can annoy participants

53Source: UK Data Service



Granular consent

Even if participants are asked to give consent only once, one might offer 
them the option to consent on a granular level (from CESSDA, modified):

→ What could be advantages and disadvantages of this?

The interviews will be archived at …………. and disseminated so 
other researchers can reuse this information for research and 
teaching purposes:

I agree to the non-anonymized audio recording of my interview 
being archived and disseminated for reuse

yes/no

I agree to the anonymized transcript of my interview being archived 
and disseminated for reuse

yes/no
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Informed consent – resources 

CESSDA Data Management Expert Guide: 
Informed Consent: information, recommend-
dations, examples & exercises etc.

VerbundFDB: Informierte Einwilligung [German]: 
information, checklists, templates, webinars

Qualiservice: information, templates (German & 
English), working papers, webinars

UK Data Service: information, templates, 
examples
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https://dmeg.cessda.eu/Data-Management-Expert-Guide/5.-Protect/Informed-consent
https://www.forschungsdaten-bildung.de/einwilligung
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Questions?
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Anonymization: quantitative data
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Direct and indirect identifiers

Direct Indirect

Name,
(IP-)address,

picture, ...

University

Institute

Position



Anonymization 

strategies

Delete direct identifiers or keep them separated from 
survey data

Delete sensitive data when not needed anymore. Or 
don’t ask them in the first place (Data Minimalism)

Check combinations of characteristics

Top and bottom coding (e.g., number of children, 
income)

Aggregate data (e.g., federal states, municipal size, 
occupation)

Document all changes!
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The population matters!
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Excursus: k-anonymity and l-diversity

Definition

• No fewer than a certain number (k) of individuals, with same indirect identifiers (k-anonymity)

• This group cannot have the same characteristics (l-diversity)

Advantage

• Clear and transparent rule, Criteria to determine whether data is anonymized

Disadvantage

• Information loss

Used for full censuses and for very visible individuals (e.g., politicians, researchers, figures in the 
public eye)
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Exercise: Which information is problematic?

62



Anonymising surveyed data

63

Critical variable Risk Implementation

Date of birth
Can make identification easier Group “year” or “month” and “year”

Marital status “registered partnership" identifies 
homosexuality

Aggregate to “married”

Children in household High number of children can make a 
person unique

Top coding, e.g., "6 children or 
more"

Country of origin Rare country of origin can make a 
person unique

Group countries



Questions?
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Anonymization: qualitative data
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Exercise: anonymization of qualitative data

Source for exercise:

https://dmeg.cessda.eu/Data-Management-Expert-Guide/5.-
Protect/Anonymisation (“A practice in anonymising qualitative data”)

Task: 

• Read through the interview transcript (including study background)

• Mark the passages that need anonymization/pseudonymization

• Think about how you would anonymize/pseudonymize the data 
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Good practices for anonymizing text data

• Do not collect (disclosive) data you don’t need

• Plan anonymization/pseudonymization early

• Use pseudonyms/replacements that are consistent

• Use ‘search and replace’ techniques carefully

• Show where/how you have changed the original text

• Document your steps; create a log of all replacements

• Store unedited/sensitive data separate from anonymized data  

UK Data Service, modified67



Flexible anonymization of text data

Qualiservice has developed the concept of ‘flexible anonymization’

Aim: enabling (better) data re-use while ensuring data protection

• Sensitive personal data are replaced by information (in varying 
degrees of abstraction) relevant for social science research

• Partial standardization possible through use of hierarchical lists

• Replacements can be ‘opened up’ on different abstraction levels

• Thus, for certain research questions, more specific information 
can be provided in ‘less’ anonymous data sets (onsite)
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Flexible anonymization – examples
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QualiAnon – tool for anonymizing text data

• Mark and replace sensitive information

• Semi-automatic; user in control

• Documentation of replacements

• Replacements on case- or study-level

• Integration of (hierarchical) classifications

• At export: select degrees of abstraction

• Separate storage of different file types

• Create, share & re-use lists/classifications
70



Tom Nicolai, Kati 
Mozygemba, Susanne 
Kretzer, Betina Hollstein 
(2021): QualiAnon –
Qualiservice tool for 
anonymizing text data. 
Qualiservice, University of 
Bremen. Available at: 
https://github.com/pangaea
-data-publisher/qualianon

Register via e-mail:
qualianon@uni-bremen.de

QualiAnon – tool for anonymizing text data (II)
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Questions?
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Documentation: quantitative data
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What’s this data about?

74

Who was 
asked?

What do the 
codes mean?

When was 
asked?

Who asked?

How was the 
survey 

conducted?

???



Are you for or against 
nuclear power in Germany?
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Findability

76https://search.gesis.org/research_data/ZA7697

https://search.gesis.org/research_data/ZA7697


What do we expect for data publication?

1. Questionnaire

2. Codebook

3. Method report

4. Study description

And everything else that helps to understand the data.
77



Metadata

• Metadata = Data about data

• Functions:

78

Visibility and 
findability

Understand and 
interprete

Administrate and 
save

Cite

Share and re-use
Metadata

Replicate



FAIR data
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Sangya Pundir, FAIR Guiding Principles. CC BY-SA 4.0

https://commons.wikimedia.org/wiki/File:FAIR_data_principles.jpg
https://creativecommons.org/licenses/by-sa/4.0/deed.en
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Metadata can be…

• Codebooks
• Method report
• Protocols

• ISCO, ISCED, ISEI (classifications)

• DDI (metadata)

unstructured structured



Metadata standards

• Different standards

• Dublin Core

• Data Documentation Initiative (DDI)

• Statistical Data and Metadate eXchange (SDMX)

• Standardized guidelines on documentation

• Enables exchange and reuse of metadata

• Only indirectly relevant for research projects

• Directly relevant for large survey programs, repositories and data archives

81
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Questions?

82



Documentation: qualitative data
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Qualitative data: metadata standards

• Qualitative data also need metadata

• The same international metadata 
standards are used as for quantitative 
data (e.g. Dublin Core, DDI, DataCite)

• But: metadata standards & controlled 
vocabularies sometimes do not ‘fit’ to 
qualitative data (because they usually 
were created for quantitative data)
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Documentation: the importance of context(s)

• Qualitative research aims at understanding (= making sense of) 
actions and statements – which requires context knowledge

• There is not just one context of research data, but various (e.g.
institutional, conceptual, methodological, situative etc.)

• These contexts are accessible to the researchers who produce 
(“collect”) the data – but not so to other researchers

• Documentation thus aims at transferring context know-
ledge to those not directly involved in data production
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Different 
levels of 
context & 
contextu-
alization
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Recommendations for documenting contexts

• Keep (context) materials that help to understand your research & data

• Document your research process as detailed and systematic as possible

• One possibility: writing a ‘Study Report’ about the research & data

• While writing, try to put yourself into the shoes of others and consider 
which information they would need to (re-)use your research data

• When you archive/share your data, this Study Report can be published

• Most important advice: Document each step while you are doing it!
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In sum: documenting qualitative research

• Metadata (standards; for 
search-/findability etc.)

• Context materials 
(everything that helps to 
understand your data) 

• Study report (the core of 
your documentation, 
possibly for publication)
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Secure storage
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Your backup?
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A good backup strategy

91

At short intervals,
in the same place

In (less) short intervals,
in another place

At longer intervals, 
in a very safe place



Organizational and technical measures

Organizational measures
• Separate personal data from research data

• Anonymize/pseudonymize the data
• Store personal data only in countries with similar protection

Technical measures

• Control access to data

• Protect data with a secure password
• Encrypt data

• Destroy data that is no longer needed

92



How does your backup work?
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Online collaboration using clouds

• Critical look at conditions

• Personal data must be stored in the EU or in 
countries with a similar level of protection

• Email is not a secure way to send sensitive 
information

• Consider early on how to share data within the 
project

94

Picture: Pixabay (CC0)



Online collaboration using clouds

• Critical look at conditions

• Personal data must be stored in the EU or in 
countries with a similar level of protection

• Email is not a secure way to send sensitive 
information

• Consider early on how to share data within the 
project
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Questions?
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Data sharing
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Case study

A group of researchers conducted a survey. A member of the project team 
leaves the project due to a dispute. However, she still wants to publish a 
paper with the results of her research.

Is she allowed to copy the data from the university's server to a private hard 
drive and take it with her? Is she allowed to publish the data?

Can the project lead deny her access to the data after she leaves the project?

What do you think?
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What is copyright*?

• Protects scientific work, if

• Personal, intellectual creation

• Individuality expressed

• Does not protect

• (research) ideas

• Facts, e.g., single entries in a database

99

Bild: Herrema (2014) (CC-BY)

* The following slides reflect the German copyright law



What about research data?
• Data

• If applicable, protection of works (Werksschutz)

• But: Not all research data are protected by copyright!

• If necessary, observe data protection!

• Database

• Rights to the database work (Datenbankwerk, original conception)

• Database right (Datenbankherstellerrecht, crucial investment)

• Medium

• Property

• Software

• Protection of works (Werksschutz)

100Source: Brettschneider et al. (2021)

Database

Data

Software

Data medium



Protection of research data
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Likely protected

Qualitative research data

Data in social science and 
humanities research

Likely not protected

Quantitative research data

Data in STEM

▪ No definite answer

▪ Think of other rules for creative work! E.g., photographs

Source: Brettschneider et al. (2021)



Protection of research data

102Source: Brettschneider et al. (2021)

Protection possible

▪ Articles, papers, monographs – if not in the public
domain yet

▪ Graphs, maps

▪ Tables with individual graphic design

▪ Photographs, videos, infrared and x-rays

▪ Databases

▪ Research software

Protection usually NOT possible

▪ Facts

▪ Results of software simulation

▪ Metadata

Check each individual case!
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Who owns the work?

Researchers

Protected data they created

Databases

Developed software

Private data medium

Third parties

Rights to re-used data

If applicable, co-authorship through participation (e.g., interviews)

Rights to third-party database works

Rights to re-used software

Data protection does not grant property rights

Source: Brettschneider et al. (2021)

University / research institution

Database right

Computers and servers

Funders

Database right



Back to the case study

A group of researchers conducted a survey. A member of the project team 
leaves the project due to a dispute. However, she still wants to publish a 
paper with the results of her research.

Is she allowed to copy the data from the university's server to a private hard 
drive and take it with her? Is she allowed to publish the data?

Can the project lead deny her access to the data after she leaves the project?

What do you think?
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Back to the case study

Research results Protection Owner of rights

Raw data: Replies from respondents Not protected by copyright(?)

Database in which these data are entered 

▪ Database work? Only when
creatively/originally conceptualized

▪ Database right

▪ Project lead / researcher (creator)

▪ University (investor)

Data medium: Server on which the data is 
stored.

Ownership of property University

105

Taking away / publication of the data: Researcher may violate (co-)copyrights of 
other project participants.

Denial of access: Project lead may deny the researcher's right to access data / 
databases assigned to her by copyright.

▪ Seek legal advice at an early 
stage!

▪ Make contractual agreements at 
an early stage!



International copyright

• Not universal!

• Territorial rights:

• Where they are applied

• Not where work comes from

• EU directive: 2001/29/EG 
(copyright directive) and further
directives

106Image: Suzy Hazelwood, Pexels

https://www.pexels.com/de-de/lizenz/


Questions?
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Licenses
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What licenses do you know?
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What is a license?
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What is a license?

• Permission to use a right

• E.g., permission to save, adapt, and share
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Commercial licenses

- Allow usage for a fee
- Commercial interests, e.g., publishers
- Examples: Data from a publisher for a 

fee

Free licenses

- Allow free usage
- Maximize reuse and visibility
- Examples: CC licenses, ODC licenses



“If I find it on the internet, I can use it”

• Wrong!

• Material that is not licensed is not freely available!

• Ask the author about reuse

• Search for licensed material:

112Source: https://www.google.com/search?q=copyright

https://www.google.com/search?q=copyright
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Exclusive vs. non-exclusive rights

• Permits usage in a certain way

• Does not rule out usage by others

• Example: many picture databases, CC 
licenses

• Usage by excluding everyone else

• One-off fee

• Example: Exclusive rights for a 

publisher

Non-exclusive rights Exclusive rights



“Good” licenses

• Standardized deed

• Do not grant exclusive rights

• Internationally used and compatible with many national laws 

• Machine readable
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Recommendation

https://creativecommons.org/

https://creativecommons.org/


CC-Licenses
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Attribution (BY): distribute, remix, adapt, and build upon the material in any medium 
or format, so long as attribution is given to the creator

Non-commercial (NC): distribute, remix, adapt, and build upon the material in any 
medium or format for noncommercial purposes only

No Derivative Works (ND): copy and distribute the material in any medium or 
format in unadapted form only

Share-alike (SA): distribute, remix, adapt, and build upon the material in any medium 
or format, so long as the modified material is licensed under identical terms



Choosing the appropriate license
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Can adaptations be shared?

Source: Brettschneider et al. (2021)
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Reuse of CC licensed material
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“Furggelen afterglow” by Lukas Schlagenhauf is licensed under CC BY-ND 2.0.

Titel: “Furggelen afterglow”

Author: “Lukas Schlagenhauf“ with link 
to profile page

Source: “Furggelen afterglow“ with 
link to original

Licence: “CC BY-ND 2.0” with link to 
deed

https://flickr.com/photos/lschlagenhauf/38494602082/
https://flickr.com/photos/lschlagenhauf/
https://creativecommons.org/licenses/by-nd/2.0/
https://flickr.com/photos/lschlagenhauf/
https://flickr.com/photos/lschlagenhauf/38494602082/
https://creativecommons.org/licenses/by/2.0/


Public Domain

• Waiver of all copyrights is not possible in Germany

• What´s possible:

• Unconditional licensing or waiver of rights enforcement (“no rights reserved”)

• CC0

• Recommended for data that is not copyrighted

• Indication that data is in the public domain

• There are no rights of use to be granted (compared to CC-BY)

• Public domain mark (no license)

• Good scientific practice requires data to be cited (attribution)
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Open Data Commons
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Public Domain Dedication and 
License (PDDL)

Attribution License 
(ODC-BY)

Open Database License 
(ODC-ODbL)

Waives the enforcement 
of the copyright

(unconditional licensing)

Analog to CC0 / Public Domain

Allows sharing and editing 
databases for any purpose

Attribution is a condition

Analog to CC-BY

Allows sharing and editing 
databases for any purpose

Attribution is required as 
well as provision under the 

same license

Analog to CC-BY-SA



Licenses and how open they are

CC licenses

Open Data Commons

PDDL

ODC-BY

ODC-ODbL

Datenlizenz Deutschland
DL-DE->Zero-2.0

DL-DE->BY-2.0
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Questions?
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Archiving & sharing data
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Why sharing? – Benefits for …
Research Teaching & young researchers

• Transparency and comprehensibility

• For quantitative data: replication

• Secondary analyses (e.g. using other 
methods, asking other research questions)

• Longitudinal analyses; time comparisons

• Inspiration for new research

• Cross-disciplinary research

• Research about research

• Extended use of data (saving costs/efforts)

• Connecting data to publications

• Research methods/methodology in practice

• Learning about research data management

• Learning about legal/ethical aspects of data reuse

• Learning about specifics of secondary analyses

• Using existing data for BA/MA/PhD theses

Scientific community

• Contribution to discourses on standards 
and best practices of data management, 
data protection and research ethics
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Why sharing? – Benefits for your own project

• Increased awareness of RDM practices and standards

• Documentation → knowledge transfer within research team; reflection

• ‘Data/Study Report’: publication; allows detailed methods description 

• Long-term data availability (via persistent identifier, e.g. DOI) → increased 
transparency/comprehensibility and better publishing options in journals

• Continuing use of your data →more citations and academic reputation

• Last not least: funding organizations might require data archiving/sharing
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How to find a(ny) repository

https://www.re3data.org/
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https://www.re3data.org/


Selecting a good repository/archive/RDC

Recommendations for selecting a data repository: [based on openaire.eu]

1. Use a disciplinary repository if there is one

2. Alternatively, use the institutional repository [long-term availability?]

3. Use a catch-all repository, e.g. Zenodo [data protection, metadata?]

→ In contrast to simple repositories, archives or Research Data Centers 
offer advice/support (e.g. with metadata, sensitive data, usage options), 
high security & protection, and (possibly) data curation for better quality
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Research Data Centers (accredited by RatSWD)
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Creating good conditions for data sharing

To create good conditions for archiving & sharing your research data:

• If you haven’t done so: think deliberately about research data & RDM ✓

• Contact archives/RDCs as early as possible (before project application) 
→ support with RDM planning and RDM cost calculations

• Apply for financial means to cover expenses for data sharing (e.g. fees 
of RDCs; additional resources within the project)
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Building a National Research Data Infrastructure

“The National Research Data Infrastructure (NFDI) has the 
objective to systematically index, edit, interconnect and make 
available the valuable stock of data from science and research.”

“KonsortSWD provides services 
around research data in the 
social, educational, behavioural, 
and economic sciences.”
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KonsortSWD: services
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Questions?
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Kontakt

Dr. Anja Perry
GESIS – Leibniz Institute for the Social Sciences
anja.perry@gesis.org

+49 221 47694-464

Dr. Jan-Ocko Heuer
Research Data Center Qualiservice, University 
of Bremen
jheuer@uni-bremen.de
+49 421 218-57053

Thank you!
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Data upload at GESIS

https://data.gesis.org/sharing
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Only 4 mandatory fields
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But it makes sense…
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… to add more metadata…
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… to understand the data better.
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Further data services
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https://www.gesis.org/datenservices/daten-teilen

https://www.gesis.org/datenservices/daten-teilen

