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Looking Ahead

• In	process	of	activating	the	DSA	General	Assembly	to	bring	on	more	
peer	reviewers	and	ensure	sustainability	of	the	effort

• Working	with	World	Data	System	on	harmonizing	guidelines	and	
procedures	between	the	two	organizations



“Perhaps	the	biggest	challenge	in	sharing	data	is	
trust:	how	do	you	create	a	system	robust	enough	for	
scientists	to	trust	that,	if	they	share,	their	data	
won’t	be	lost,	garbled,	stolen	or	misused?”



Trust in data archives: an example



Certification of Digital Repositories

Standards can play an 
important role in 
establishing trust



Tiered European Framework

Core Certification is granted to repositories which obtain DSA 
certification

Extended Certification is granted to repositories which 
perform a structured, externally reviewed and publicly available 
self-audit based on DIN 31644

Formal Certification is granted to repositories which obtain full 
external audit and certification based on ISO16363



Global Certification Framework



DSA key characteristics

• Basic light-weight certification standard
• 16 Guidelines for Trustworthy Digital Repositories
• Guidelines that relate to Data Producers (3), Data Repository 

(10) and Data Consumer (3)
• Self-assessment, no external auditors or site visit
• Peer review process supervised by international DSA Board
• Online tool for self-assessment and review
• DSA granted for a period of 2 years
• Open, transparent and inclusive (public self assessment)
• Focus on social sciences and humanities
• Strong in Europe (CESSDA, CLARIN, DARIAH, EUDAT)
• Some 60 seals acquired, some 50 in progress



WDS key characteristics

• World Data System part of ICSU
• Light-weight certification procedure for regular and 

network members
• Based on self assessment
• Peer review by WDS Scientific Committee
• Focus on earth and spatial sciences
• Many members in US and Asia
• Renewal between 3 and 5 years
• Some 70 accredited members



Core level certification: DSA and WDS

• Data Seal of Approval and World Data System both basic, 
lightweight mechanisms for repository assessment with many 
commonalities

• DSA and WDS came together in a WG under the auspices of 
the RDA Interest Group on Repository Audit and Certification

• Goal was to harmonize basic certification requirements and 
procedures, ultimately setting the stage for a global shared 
framework including other standards



Working Group Outcomes

• Common Requirements – Basic certification criteria
• Common Procedures – Implementation plan for introducing 

requirements in partnership
• Testbed – “Real-world” valuation of Common Requirements 

and Procedures



Common Requirements

• Background information:
• Context

• Organizational infrastructure:
• Mission/scope
• Licenses 
• Continuity of access
• Confidentiality and ethics
• Organizational infrastructure
• Expert guidance



Common Requirements

• Digital object management:

• Data integrity and authenticity
• Appraisal
• Documented storage procedures
• Preservation plan
• Data quality
• Workflows
• Data discovery and identification
• Data reuse



Common Requirements

• Technology:
• Technical infrastructure
• Security

• Additional information and applicant feedback





Common procedures

Parallel Assessment Processes:

• URLs to evidence strongly encouraged
• Maturity ratings strongly encouraged
• Assessments to be publicly available
• Successful completion means certification in both DSA and 
WDS
• Renewals every three years



Common procedures

Sustainable Review Process
• Pool of reviewers (training provided) drawn from DSA and 
WDS
• Two reviewers (from DSA and WDS) for each application, 
approved by the new DSA–WDS Certification Board 

Mutual Governance Process
• DSA and WDS agree to work together to implement and 
steward the partnership



The future of core certification

• Both DSA and WDS will introduce the new common 
requirements over the course of this year (launch at IDW)

• Continue work on the Common Procedures

• Conduct outreach to other standards like nestorSEAL and ISO 
proposal



Benefits and Value of Core Certification
(as noted by repositories)

• Builds stakeholder confidence in the repository
• Improves communication within the repository
• Improves repository processes
• Ensures transparency 
• Differentiates the repository from others 
• Saves time and labor over other certification methods 



Thank you very much for listening!

ingrid.dillo@dans.knaw.nl

www.dans.knaw.nl
http://datasealofapproval.org/en/
https://www.icsu-wds.org/services/certification
https://rd-alliance.org/group/repository-audit-and-certification-dsa–
wds-partnership-wg/outcomes/dsa-wds-partership


