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 Data security pressing issue, particularly in terms of ensuring secure and 
reliable data transfer over a network. Encryption and seganography play a 
fundamental role in the task of securing data exchanging. In this article, both 
steganography and cryptography were combined to produce a powerful 
hybrid securing stego-system. Firstly, a text message is encrypted with a 
new method using a bits cycling operation to give a cipher text. In the 
second stage, an enhanced LSB method is used to hide the text bits 
randomly in an audio file of a wav format. This hybrid method can provide 
effectually secure data. Peak signal-to-noise ratio (PSNR), mean squared 
error (MSE) and structural similarity (SSIM) were employed to evaluate the 
performance of the proposed system. A PSNR was in range (60-65) dB with 
the enhanced least significant bit (LSB) and the SSIM had been invested to 
calculate the signal quality, which scored 0.999. The experimental results 
demonstrated that our algorithm is highly effective in securing data and the 
capacity size of the secured text. Furthermore, the time consumption was 
considerably low, at less than 0.3 seconds. 
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1. INTRODUCTION 

The process of exchanging data constantly increases through various means of transportation and for 
various types of data, meaning that the need to secure it also increases. This is especially the case for highly 
sensitive data such as military data, bank and personal accounts [1]. Digital security emerged to secure the 
protection of digital data exchanged over the network and transport media [1]. There are innumerable ways to 
secure data of all kinds, many of them successful. However, there remains considerable security gaps, as well 
as issues with application, such as memory or time consumption. Steganography and cryptography are the 
most essential aspects of digital security [2]. Steganography is the covered writing science and invisible 
communication. The key objective of steganography is to hide data inside an innocent file (which could be an 
image, a text, audio, and a video) in such a way that its existence is undetectable within the carrier file, 
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visible only to the authorized user and after the application of the retrieving algorithm [3]. Steganography 
offers methods for providing secrecy and access restriction. The hidden information is inextricable without 
sufficient knowledge of the steganography parameters, such as positions, the length of the secret message, 
and the secret key [2]. The encryption, on the other hand, is a way of transforming the overall view of 
understood data into a disfigured one, so the encrypted message appears to contain important data that 
requires deciphering. The encryption would fail if the intruder were to be able to decrypt the cipher message, 
while Steganography fails to secure data when the attacker detects the presence of a secret data inside the 
cover file [4], [5]. Thus, for more ensuring data security, steganography and encryption are used together so 
that any observer would struggle to detect messages and, even upon retrieval, it would remain indecipherable 
and meaningless [6]. In encryption, there are two kinds of cryptography: symmetric and asymmetric. 
Symmetric cryptography uses a unique key for encryption and decryption, so its main problem is how to 
share keys securely. Asymmetric cryptography has two keys, the first is a public key used for encryption and 
the second is private and used for decryption (i.e. keys are complementary) [7]. 

Audio steganography is defined as the art of securing data through hiding it in an audio file; the 
secret data may be an image, a text, a video or even an audio, which is mostly applied to ensure copyright for 
audio files to protect the rights of the file’s owners. The most significant obstacle to all methods of 
steganography is the extreme sensitivity of the human auditory system (HAS) [8], [9]. To implement audio 
steganography, many methods can be used, such as least significant bit (LSB), phase coding, echo hiding and 
spread spectrum coding. The most famous and easily implemented method is LSB, where the bits of secret 
data are replaced with the LSB of the cover value [10]. The LSB steganography technique is capable of 
hiding a large amount of data. Unfortunately, these data could be perceived due to the channel noise it causes 
[11], while the transform domain techniques used the auditory system capabilities in hiding, by putting the 
low frequencies beside the inaudible high frequencies [12].  

In this paper, we propose a hybrid system of cryptography and steganography to strengthen security. 
A new Algorithm has been produced to implement the cryptography; based upon bits cycling around a 
concealed point. That concealed point is determined by the user as a key point. The bits before and after the 
key point are replaced with each other; it is considered as a symmetric method which is low in cost and easy 
to implement and secure. For additional security, a steganography is added. The LSB is employed for 
steganography with modifications as a random spreading of bits and a number for the division as a secret key. 

The most influential contribution of encryption proposed method is to protect important text 
messages from being eavesdropped on by attackers, the method is characterized with low costs and 
increasing the security level using steganography in audio due to its ability to hold a lot of data, as well 
reducing network resources consumption due to less usage of calculations and memory consuming; time 
elapsed here was very low, so we recommend it should be used with smart devices. 

The paper structure is organized as shown in; section 1 is the introduction, containing principles, 
definitions and an overview of the study subject; in section 2, a review of previous works is discussed, 
including encryption and steganography; section 3 includes the proposed system (structure and algorithms). 
The experimental results and analysis are presented in section 4; finally, the conclusions and future works are 
outlined in section 5. 

 
 

2. RELATED WORK 
In recent years, there have been several researches about developing algorithms to hide data in an 

audio signal. A few related works are given here, with the aim to achieve robustness and increased efficiency. 
Produced a scheme that utilized the concept of Frequency Masking with the coefficients of wavelet of the 
payload by carrying out a replacement process for indirect LSB to hide sound signals into cover sound 
signals of speech [13]. It consisted of four steps: decomposition and pre-scaling operations that were done by 
implementing the discrete wavelet transform (DWT) and the coefficients of the DWT were transformed from 
decimal to a binary representation. Following this, the wavelet coefficients of the payload were sorted and 
hidden with an indirect LSB substitution operation. Finally, the output signals were reconstructed by 
applying the inverse wavelet transform. Although it was effective for securing data, it required the 
implementation of too many calculations, resulting in high consumption time. Yan et al. [14] proposed a 
novel steganographic algorithm for securing MP3 audio files. Their algorithm was based on the window 
switching technique, which is a part of the MP3 compression standard for controlling the pre-echo distortion. 
It works by establishing a relationship between the parity of a secret bit, the type of window, and the secret 
message is hidden in MP3 audio. The proposed algorithm was compliant with the MP3 compression 
standard, which made the process of decoding the stego audio correctly done with ordinary MP3 players, 
while the hidden message could only retrieved by parsing the information of the hiding process without fully 
decoding it. Tayel et al. [15] hid data bits in an LSB audio file and indicated that the size of the cover file and 
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the message length affected the sound quality of the cover file, and whenever the message size got bigger, the 
audio became distorted. 

Rajput et al. [16] proposed two algorithms. In algorithm-I, two data bits of the secret message were 
hidden each time on the LSB positions of the cover audio file based on the 3 MSBs of the cover audio file, in 
proposed algorithm-II, those two data bits are hidden on LSB positions of the cover file, and they are based 
on the compliment of 3 MSBs of the cover file. Its first algorithm-I improved the hiding capacity by covering 
up two data bits each time, while algorithm-II was robust against attacks because, in conventional algorithms, 
the hiding process is done linearly, which enables attackers to extract the secret data easily. Its system was 
immunized but complex, leading to a high computational cost. According to [17] proposed a hybrid system 
consisting of encryption and hiding. In the encryption phase, the text was encrypted firstly by converting it 
into a binary code using a dynamic table in a substitution manner, then encrypted it with an AES algorithm 
based on a dynamic key. The encryption key was generated using corner points. The hiding phase used LSB 
in the cover image pixels except for the Harris corner points. Hashim et al. [18] presented two techniques; 
one was an enhanced LSB method for allocating bits at random positions, and the other was an advanced 
encryption standard (AES) which was used to increase the security level of the message. The two systems in 
[17] and [18] suffered from the complexity and high cost of the AES algorithm employed in them and the 
generated long keys. Irsan et al. [19] purposed an algorithm to encrypt a text message utilizing the chaotic 
map; the algorithm used the MS map to generate a keystream. Wu et al. [20] produced a new steganography 
method to hide and secure audio files. This method was based on information from iterative adversarial 
attacks against convolutional neural networks CNNs. The method begins with a flat or a random embedding 
cost, and then the data is updated based on the attack information until satisfactory security results are 
satisfied with long time consumption. According [21] proposed a modified eLSB embedding technique to 
hide a text message in an image file. The modified method encrypts secret messages in two stages. In the first 
stage, the metadata is generated and the header information is included in the first few bytes of the cover 
image. In the second stage, the secret message after processing by hashing the frequent words is stored in the 
cover image using an improved method. While it gives a smaller size of secret data in the cover file, it 
requires further calculation to implement it. 

The above methods have a relative immunity to most attacks. Among the problems found in the 
literature are the issue of encryption key security or accuracy in data retrieval, as well as the time-consuming 
and complexity of computational operations. In this paper, a simplified, low complexity, and effective 
method for encrypting the text file is presented to protect it from snoopers and this hybrid system produced 
much security for the message and ensuring its reliability and integrity. The method selects a point from the 
symbol bits to rotate the bits before and after it to produce a new symbol and then hides it inside another 
audio file in a randomly modified LSB method. It is difficult to determine the spread of bits or the rotation 
point unless the snooper has comprehensive information about it. They would also require knowledge about 
how to convert the audio file to the American standard code for information interchange (ASCII) code used 
in the system. 

 
 

3. PROPOSED SYSTEM 
In this article, a hybrid system is proposed to protect text message transmission between two entities 

using two security techniques: encryption and audio steganography. The text message is encrypted using a 
new algorithm based on exchanging bits position around key-point which is then hidden inside a cover sound 
file in the time domain using a modified LSB method with random distribution. The proposed system 
involves two stages illustrated in Figure 1. 

 
 

 
 

Figure 1. The general diagram of the system 
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3.1.  Key exchange stage 
Elliptic curve cryptography (ECC) is used once to encrypt the keys for being exchanged between the 

sender and receiver, the sender encrypts the keys with the public key and sends them to the receiver, who in 
turn decrypts them using the secret key. ECC is an encryption algorithm that produces encryption keys by 
using curve points, explained in the following steps [22], [23]: 
a. Point generation: the irreducible polynomial equation is used to get the n-number of points for obtaining 

elliptic curve. 
b. Key generation: both public key and private keys are generated. 
c. Encryption: the three keys (of the suggested algorithm) are encrypted with the public key by the sender to 

protect it from unauthorized parties. 
d. Decryption: is decrypted the cipher text (three encrypted keys) with a private key by the receiver. 

Although the ECC algorithm is an asymmetric algorithm and it uses two keys, it is a 
computationally inexpensive, less time-consuming algorithm than other asymmetric algorithms, and it is used 
only once to exchange keys and thus does not affect the system’s lightness, speed, and security. 

 
3.2.    Secure message delivery stage 
3.2.1. Cryptography technique 

The first security technique was the encryption of a plain text message using a proposed algorithm 
that works on the plain character itself to get a cipher character. As known, each readable character in the 
computer needs 7 bits to be represented like (a6 a5 a4 a3 a2 a1 a0) in the proposed method. The arrangement 
of these bits changed to get a new character. The encryption algorithm is illustrated as shown in: 
 Sender side algorithm (1-a): 

a. Selecting a point as encryption key which is a number between 1 and 6 as a point of cycling, let be 
M=3.  

b. Cutting the bits before point M and placing it at the end of the new character. 
A= ( a6 a5 a4 a3 / a2 a1 a0 ) 
B= (- - - a6 a5 a4 a3 ) 

c. The rest of A`s bits are placed at the start of the new character: 
B= (a2 a1 a0 a6 a5 a4 a3 ) 
Ex: ASCII code of the character (‘b’) is 98 and its binary code is ('1100/010'), supposing that the key is 
3 so, the new binary will be ('010/1100') which is 44 of the character ','. The operation is repeated to all 
characters of the message to get the cipher message.  

d. The cipher message is hidden in a sound file (as explained in the next subsection) and sent to the 
receiver. 

e. end 
 Receiver side algorithm (1-b): 

After receiving the audio message by the recipient, the cipher text message is extracted (unhidden) 
from the cover file and decrypted by the decryption key which is: 
Decryption key=Encryption key+1: 
B= (b2 b1 b0 / b6 b5 b4 b3 ) cipher character 
A=( b6 b5 b4 b3 / b2 b1 b0) plain character  
Then, the binary code is transformed to an ASCII code, which will be transformed to characters of the plain 
text message. 

 
3.2.2. Steganography technique 

Audio steganography is the second part in securing step of the system, the cipher message is hidden 
in a sound file of a stereo channels in *.wav file format. A modified LSB method is used to hide bits in 
random positions in the cover file in the second channel. The LSB is chosen by dividing each sample value 
with a number which represents a Key for LSB detection. The stego algorithm steps are carried out, as 
demonstrated in: 
 Sender side algorithm(2-a):  

a. Converting the ASCII of the encoder message into binary representation: 
[30 35 20 …] = [0011110 0111000 1110011…]  

b. Generating a set of random locations for the distribution of message bits based on the number of its bits 
as the generation number key. 

c. For each value in the cover file y(i), i is a random position, bits of cipher message characters bit(h) , 
steps are done as: 
 y`(i)=y(i) *100000 
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 Taking the integer part (z) of y`(i) , transforming it to binary and putting the rest fraction (if there is a 
remainder) in x : 

 z=binary(int(y`(i))) 
 Hiding the bit(h) in the LSB of z. 
 y`(i)=decimal (z) + x 
 y(i)=y`(i)/100000 

d. Forming the cover file from the samples and send it to the recipient. 
e. end 

Remark: The wav file capacity for hiding messages varies according to the sampling rate of the wav 
file and the length of the plain message. The text character takes 7-bits in binary representation, so if we have 
a wav file of the sampling rate at about 44100 samples per second, one second is capable of hiding more than 
6200 characters. In this system, because of the random distribution of the message bits, they became difficult 
to collect, unnoticeable, and hard to arrange with less noise in the cover file. Figure 2 shows the sound file 
with the different lengths of the hidden messages. 

 
 

 

 
 

Figure 2. A cipher messages with lengths 1843 and 1347 character inside the cover file 
 
 

 Receiver side algorithm(2-b):  
At the receiver side, a seed number (which is the length of message bits) is used to generate random 

numbers representing the locations of message bits, the bits are collected and re-arranged to form the cipher 
characters as an ASCII coding as shown in: 

a. Using the seed number to generate a set of locations of the message bits. 
b. For each value in the random position of the cover file y(i): 
 y`(i)= y(i)*100000 
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 z`= int( y`(i)) , taking integer part of the division operation. 
 Transform z` to binary. 
 messege_bit(i)= LSB of z. 

c. Arrange the message bits to build the ASCII representation of the ciphered characters. 
d. Send the cipher text to decryption algorithm 3.a to get plain message. 
e. end 

 
 

4. DATA STEGANOGRAPHY STANDERS  
4.1.  Peak signal to noise ratio 

Peak signal to noise ratio (PSNR) metric calculates the ratio of the noise between the same signal 
before and after making changes on it to expose any distortion after change [22], [24]. It is computed with the 
formula: 

 

𝑃𝑆𝑁𝑅(𝑥, 𝑦) = 10𝑙𝑜𝑔ଵ ቀ
ெమ

ெௌா
ቁ  

 
Where M takes the highest value of the x samples while MSE represents the mean square error between x,y 
and it is computed by: 

 

𝑀𝑆𝐸 =
∑ ‖௫()ି௬()‖మಾ

సభ

ெ
  

 
Where 𝑥 is the original wav file before hiding while y is after hiding. 

 
4.2.  Structural similarity index metric 

Structural similarity index metric (SSIM) is an image quality metric and it is considered the 
preferred option of all the traditional measures, such as PSNR and MSE. This metric takes the image 
distortion as a change in the structural data of that image. The SSIM idea is dependent on the principle that 
the spatially closed image pixels have strong interdependencies. That way, this metric is able to measure any 
minor change [25]. The SSIM formula calculates the changes between the secret image before and after 
processed as shown in: 

 

𝑆𝑆𝐼𝑀 =
(ଶ௫ ௬ାభ)(ଶఙೣାమ)

(ఙೣ
మାఙ

మାమ)(௫ మା௬మାభ)
  

 
Where 𝑐1 = (𝑘1𝐿)ଶ, and 𝑐2 = (𝑘2𝐿)ଶ are constants to evade null dominator. L is 255 which is the high 
value of the pixels and 1 for the audio file. k1 and k2 have default values (0.01 and 0.03) respectively. The 
identical score of this metric is 1, which decreases to −1 as a whole difference. 
Remark: x and y could be the secret image before sending and after retrieving or the cover file before and 
after hiding, according to the desired measurable. 

 
 

5. EXPERIMENTAL RESULTS AND ANALYSIS 
5.1.  Cryptography analysis 

The algorithm 3.2.2 was written for retreiving the cipher text from the cover and decrypted with 3.2.1 
to get the plain text. The Table 1 shows that the text message was retrieved seccesfully and completly, the SSIM 
was used to measure the similarity for the text messeges between sender and receiver. The SSIM values for all 
different sized messeges were (1) which means the system was reliable and accurate in retreiving. 

 
 

Table 1. The SSIM values of the secret messeges from sender to receiver 
Message size (number of the characters) SSIM 

450 1 
1001 1 
2056 1 
2503 1 
3050 1 
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5.2.  Steganography results 
In this paper, the secret message is a text message that is firstly encrypted by a new method 

depending on a bit cycling to get the cipher text that is embedded in a cover file. The cover file must be audio 
(*.wav) file format. The system was experimented with different lengths of messages and sizes of cover files; 
in each experiment the files are chosen so the number of samples of the audio file (size) must be at least 7 
doubles of the amount of character in the text message to ensure the reliability and efficiency of the proposed 
algorithms. The system simulation was executed using MATLAB R2018a on an Intel® Core™ i7-3520M 
and CPU @2.90GHz with 8.00 GB Ram. For the characteristic analysis of the proposed system, some 
metrics, such as peak signal to noise ratio (PSNR), mean squared error (MSE), and structural similarity 
(SSIM), were used.  

The PSNR ratios for different length messages before and after encryption and exchanged from 
sender to receiver and decryption were infinity which means the messages were transmitted completely with 
no loss [5], [26]. Also, The PSNR, MSE, and SSIM were calculated for the audio file before and after 
embedding the message for a different length of them. PSNR scored 60-65 dBs for hiding different lengths of 
messages within the same audio file while MSE gave values less than 9e-7, this is considered very high 
compared to the minimum acceptable ratio of 20 dB, recommended by the International Federation of the 
Phonographic Industry (IFPI) [27], [28]. On the other hand, the SSIM gets very close to 1 for all cover files. 
From above, we conclude that the ratios scored excellent results and that ensures the system imperceptibility 
and noiseless requirement, Table 2. 

 
 

Table 2. The PSNR, MSE and SSIM calculated for different size of message embedded in an audio cover file 
of length (3 seconds) with (48000) Fs before and after hiding 

Message size (number of the characters) PSNR MSE SSIM 
450 65.0516 3.1249e-07 0.9997 
1001 60.6343 8.6411e-07 0.9996 
2056 60.63 8.6420e-07 0.9995 
2503 60.6335 8.6427e-07 0.9994 
3050 60.6332 8.6433e-07 0.9994 

 
 
The bit-interpolation process changes the value of the sample by 0.00001 only when the LSB is 

different and this small value may cause a little noise in the cover file. Using a smaller message and a larger 
cover file leads to a reduction in the file distortion. In addition, the statistical analysis and experiments 
proved the effectiveness of the system in securing data and the little noise caused by the hidden message. The 
noise can also be reduced by using a larger multiplication in the step in 3.2.2 :( y`(i)=y(i) *100000) to get the 
least possible effect of the replaced bits. 

 
5.3.  Computational costs 

The experiments also showed that the time consumption for the system both in cryptography and 
steganography varies proportionally with messages length, as showed in Table 3, Figure 3. We can see that 
the average time of whole system in encryption and hiding last for less than 0.3 seconds, which is less than 
what was obtained by [20] (approximately 0.42 hours on average). Although the processor we used is much 
less efficient than the processor was used by them in the specifications (Nvidia GPU Titan X, an Intel(R) 
Core(TM) i7-6900K CPU of 16 cores, memory of 64 GB) and this makes our method better and more 
efficient in terms of speed and the possibility of using it in tablets, lightweight, and smart devices. 

 
 

Table 3. The time consumption (seconds) of the proposed system for different message lengths 
No. of message 

characters 
Elapsed time 

Encryption  Decryption Hiding Unhide 
450 0.0091 0.0028 0.022 0.039 
1001 0.0088 0.0066 0.0942 0.0722 
2056 0.0173 0.0115 0.161 0.109 
2503 0.015 0.0142 0.181 0.11 
3050 0.0182 0.0161 0.1942 0.14 

 
 
The significant keys used in the proposed system were three, the encryption key which is used for 

text message distortion, multiplication number, and a seed number for producing a set of random numbers 
were used as locations to spread message bits inside the cover file. To expose the message on the receiver’s 
end, the keys would be necessary, or else mission is too difficult. 
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Figure 3. Elapsed time for securing messages vs message size and fixed audio file size 3 seconds with 
frequency sampling 48000 

 
 

6. CONCLUSION 
This system is suitable for securing different types of data, such as text or images. The secret 

messages were hidden with less distortion in the cover file that may result from the changes in values of 
samples. The statistical analysis experiments for the values of PSNR were proved system ability which 
recorded a value greater than 60; as well as MSE which indicates that there is a lack of distortion. The SSIM 
scale, whose values were about 0.999, confirms the system success in hiding, and any attempt to reduce the 
resulted noise could affect the ability of message recovery. The fully secured messages were retrieved 
completely, as confirmed with the PSNR ratio, which records infinity between sent and received messages of 
different lengths. Furthermore, the execution time was very low, making it suitable for use with lightweight 
devices. 
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