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Abstract—The Industrial Internet of Things (IIoT) is a key
element of industry 4.0, bringing together modern sensor
technology, fog and cloud computing platforms, and artifi-
cial intelligence to create smart, self-optimizing industrial
equipment and facilities. Though, the scale and sensitivity
degree of information continuously increases, giving rise to
serious privacy concerns. The scope of this article is to pro-
vide efficient privacy preservation techniques, by tracking
the correlation of multivariate streams recorded in a net-
work of IIoT devices. The time-varying data covariance ma-
trix is used to add noise that cannot be easily removed by
filtering, generating obfuscated measurements and, thus,
preventing unauthorized access to the original data. To
improve communication efficiency between connected IoT
devices, we exploit inherent properties of the correlation
matrices, and track the essential correlations from a small
subset of correlation values. Extensive simulation studies
using constrained IIoT devices validate the robustness, ef-
ficiency, and effectiveness of our approach.

Index Terms—Adaptive estimation, data processing, data
privacy, distributed information systems.

I. INTRODUCTION

INDUSTRIAL Internet of Things (IIoT) is a term used to
describe the application of Internet of Things (IoT) in in-

dustrial environments, and more specifically the utilization of
disruptive elements, such as sensors, actuators, control systems,
machine-to-machine communication interfaces, and enhanced
security mechanisms creating smart, self-optimizing industrial
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equipment and facilities [1]. The proliferation of IoT in industrial
environments and value chains will allow companies, manufac-
tures, and workers to operate in a more efficient manner and
will have a great impact in several fields, including automation,
industrial manufacturing, logistics, business processes, process
management, and transportation [2], [3].

With the integration of a large number of computation com-
ponents into industrial control systems, production systems,
and factories, emerging mega trends, such as edge and cloud
computing, big data analytics, and embedded artificial intelli-
gence, are becoming important drivers of innovation in indus-
try. Yet, industry has already realized that the true value of
IoT is not on the physical interconnected devices per se, but
on the massive datasets and crude, unrefined information they
contain, and consequently how this hidden commodity can be
efficiently processed in a fast and meaningful manner. Through
IoT, industrial organizations will produce an unprecedented
amount of raw information to evaluate accurately situational
awareness, improving the intelligence, efficiency, and sustain-
ability of several industrial systems [4]. This clearly violates user
privacy, especially when considering that the user has willingly
purchased the device that now may handle his personal data over
to third-party data silos to be further processed. Consequently,
it is essential for users to demand and legislative authorities to
enforce a certain move toward data-centric privacy preserving
schemes that will penalize paradox and improper data usage.

Conventional approaches to data protection are based on
encryption and secure networks, encrypting at a gateway before
transferring data to the Internet. This model is not the ideal one
for cloud-based architectures since the data have to be decrypted
on the cloud server for further processing, increasing the risk
of experiencing a data breach. Alternatively, the data have to
be brought back into the secure network for decryption. This
approach has additional risks associated with the trust to users
that have access to the network infrastructure (i.e., administra-
tors). To the best of our knowledge, very few works focus on
approaches that preserve privacy directly on streams of sensitive
data, including defense, retail, performance, or even health care
data. For example, consider two IoT networks deployed by two
individual firms for monitoring several critical parameters, e.g.,
environmental, performance, health care, etc. Although, both
networks could receive an advantage by a potential collaboration
(e.g., to identify clusters over their real-time measurements),
none of them is prepared for sharing the original monitored
parameters. Therefore, there is an urgent need to design methods

1551-3203 © 2019 IEEE. Personal use is permitted, but republication/redistribution requires IEEE permission.
See https://www.ieee.org/publications/rights/index.html for more information.

Authorized licensed use limited to: Athena - Research and Innovation Center in Information Communication and Knowledge Technologies. Downloaded on March 24,2022 at 07:46:01 UTC from IEEE Xplore.  Restrictions apply. 

https://orcid.org/0000-0003-0511-9302
https://orcid.org/0000-0003-1501-0722
https://orcid.org/0000-0003-2175-9043
https://orcid.org/0000-0002-4758-2349
https://orcid.org/0000-0001-7172-0628
mailto:lalos@isi.gr
mailto:evlachos@isi.gr
mailto:fournaris@isi.gr
mailto:koulamas@isi.gr
mailto:berberid@ceid.upatras.gr
http://ieeexplore.ieee.org


7766 IEEE TRANSACTIONS ON INDUSTRIAL INFORMATICS, VOL. 16, NO. 12, DECEMBER 2020

that are able to utilize data, in an real-time fashion, without
sacrificing privacy. One potential solution encompasses the so-
called partially homomorphic encryption schemes [5]–[8] that,
however, suffer from limitations attributed to their requirement
of a trusted third party. Moreover, several secure multiparty
computation techniques, presented in [9], become intractable
either as the number of parties increases or in the presence of
transmission errors, whereas the utility of the published data in
different mining applications decreases with increasing level of
privacy [10].

At this point, it should be also mentioned that several privacy
preserving approaches suggest adding random perturbation, by
projecting the noise to the principal components (PCs) of the
data covariance increasing significantly different privacy preser-
vation metrics, allowing at the same time the utilization of the
data by different mining methods [11]–[14]. These approaches
either work offline using stationary data streams [11] or they
are capable of tracking correlations between time-evolving data
streams, addressing challenges related to storage constraints or
time evolving correlations. Despite the benefits offered by the
online algorithms in evolving data streams, the communication
overhead required for evaluating the PC analysis (PCA) sub-
space locally, increases significantly with the number of nodes,
which are not resilient over intrinsic (e.g., power depletion of
a node, link failures/packet loss) as well as to extrinsic failures
(e.g., malicious nodes).

To address the aforementioned limitations, we provide a
method for reconstructing the obfuscated data covariance matrix
that have been captured by the nodes in an IIoT platform, when
several entries of the matrix are missing, either due to intrinsic
or extrinsic failures. To that end, we provide a fast correlation
completion and tracking method, by solving at each step, a
rank-one completion problem. The privacy of the exchanged
data is properly preserved throughout the whole process.

Specifically, the contributions of this article can be summa-
rized as follows.

1) We introduce a data obfuscation method that guarantees
privacy and preserves the utilization of the data
in a real-time fashion while time minimizes the
communication and processing requirements. This
method is capable of estimating the original data
correlation subspace from a subset of obfuscated (i.e.,
privacy preserved) values, generated by a small number
of IoT nodes. The data, before being exchanged, are
properly obfuscated by adding noise, which is correlated
with the recorded measurements.

2) To further minimize processing cost, we propose a low-
complexity adaptive algorithm for tracking the evolving
network-wide correlation subspace at each node. For
the case of large-scale networks, the proposed algorithm
requires only linear complexity over the number of nodes.

3) We provide both theoretical arguments and extensive
evaluation studies in the Contiki Cooja wireless sensor
network (WSN) simulator. More importantly, we validate
the robustness and efficiency of our approach in terms of
both computational complexity and privacy preservation
on constrained IIoT devices.

TABLE I
SUMMARY OF NOTATIONS

A summary of the notation used in this article is presented
in Table I. The rest of this article is organized as follows.
In Section II, we describe the privacy preservation scenarios
that we focus and the architecture of the proposed solution.
In Section III, we provide preliminaries, introducing the termi-
nology and concepts of matrix completion (MC) and subspace
tracking, and presents the proposed low-cost solution for recon-
structing the network-wide correlation matrix from a subset of
values. In Section IV, we present the simulation results on con-
strained IIoT devices. Finally, Section V concludes this article.

II. DATA MODEL AND COMMUNICATION SCHEME

Data obfuscation techniques perturb data values or attributes
directly by additive and/or multiplicative noise. These tech-
niques are based on the fact that the properly randomized
samples could potentially preserve the underlying probabilistic
properties. This property is very significant in our case, since
we aim to compute the sample-based correlation matrix for all
nodes, given that the true values of the data are unknown and
cannot be revealed.

Let us consider two networks, shown in Fig. 1(a), deployed by
two different firms/organizations for collaboratively monitoring
environmental, performance, or even health care parameters over
their real-time measurements. Though, none of them is prepared
to share the original recordings. Our goal in this article is to
provide a mechanism that could be adopted by any of the two
networks that guarantee data privacy of data, preserving also
utilization in an online fashion.

Without loss of generality, let us assume that Network 1
consist of K sensor nodes and each node k records the value
m∗k(t) ∈ R at time instant t. The conceptual architecture of
the functional block designed to hide original data from IoT
Network 2 is presented in Fig. 1(b). The original recorded data
are forwarded to the distortion unit, which is responsible for
generating obfuscated data using additive noise that is correlated
with the recorded data from the other network IoT nodes. A
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Fig. 1. (a) Two IoT networks deployed by two individual firms for collaboratively monitoring environmental, performance parameters, or even health
care parameters, though, they are not willing to provide the original measurements. (b) Schematic diagram of the functional blocks used by the
proposed privacy preservation approach.

subset of network measurements [i.e., {k1, k2, k3} according
to Fig. 1(b)] are used for forming the network autocorrelation
matrix with various missing values, which is then completed in
the correlation completion and data PC estimation module. The
estimated network correlation matrix is then used to update the
stored autocorrelation estimate using an exponentially decaying
time window, whereas the estimated PC is used by the distortion
unit to project independent and identically distributed (i.i.d.)
noise to the PC of the instantaneous data autocorrelation matrix.
A more detailed description of the process that is executed in
each block is provided in the rest part of this section.

Consider that m∗k(t) is the measurement recorded by the
sensing modules of the kth node, at time instant t, which can
be modeled as a discrete-time wide sense stationary stochastic
process. A common method for data obfuscation is to simply
use additive noise [15], however, it has been proved that this is
not optimal for preserving privacy [11], [16]. This conclusion is
justified by the fact that the original data can be reconstructed
by using spectral or PCA based filtering approaches. To increase
robustness to such an unauthorized reconstruction, the data
owners should project random noise to the PCs of the data
correlation matrix to prevent linear reconstruction methods from
canceling additive noise.

To ensure privacy, each measurement is modified at the
distortion unit by adding noise. All noisy sensor measure-
ments form a vector m(t) = [m1(t) . . .mK(t)]T ∈ RK×1

and mk(t) = m∗k(t) + nk(t), where k = 1, . . . ,K and
n(t) = [n1(t) . . . nK(t) ]T is the vector with the added noise
for each node, with n(t) ∼ N (0,Cn), where Cn ∈ RK×K is
the noise covariance matrix. In this article, we assume that the
physical process that we monitor generates highly correlated
samples. Thus, the original data covariance matrix C ∈ RK×K

is low rank.
Our goal is to add in an online fashion, random perturbations

with statistical properties similar to those of the data streams.
Let us assume that C = E{M(t)} ∈ RK×K , where M(t) =
m(t)mT (t), is the correlation matrix of the process m(t).
Following the mean ergodic theorem, an exponentially decaying
window can be used to estimate the correlation matrix C

R(t) =
t− 1
t

R(t− 1) +
1
t
M(t) =

1
t

t∑
τ=1

M(τ) (1)

with limt→∞R(t) = C, where rank(C)� K, meaning that
matrix C is a low-rank matrix.

Algorithm 1: Reconstruction of the Network-Wide Corre-
lation Matrix.

1: for t = 1, 2, . . . each node do
2: Based on the available measurements of its own and

the obfuscated ones received by the collaborating
nodes, computes the corresponding correlation
values.

3: Reconstructs the full correlation matrix from the
known subset of the estimated values.

4: end for

Conventionally, to construct the entire correlation matrix in
the instantaneous autocorrelation evaluation unit, each node
has to receive, at each time instant t, K measurements m(t)
and evaluate (K − 1)2/2 +K multiplications. In this work, we
assume that each node may have incomplete knowledge of the
set of measurements [e.g., in Fig. 1(b)], node k receives only
measurements from a subset of neighboring nodes {k1, k2, k3}),
since many data packets may be lost during network trans-
missions or due to energy depletion of the nodes or because
there may not be direct links with all other nodes (which is
actually the case in most networks). Hence, each node is re-
quired to reconstruct the entire correlation matrix R(t), at each
time instance, based on incomplete measurements. Algorithm
1 presents the basic steps executed by the instantaneous auto-
correlation evaluation unit for estimating PΩ(M) and by the
correlation completion and data PC estimation module for esti-
mating matrixM and its principal nonzero eigenvectoruk, from
a subset of obfuscated measurements received from other nodes,
without having knowledge about the measurements of the entire
network.

In the following part, we present the scheme for reconstructing
the network-wide correlation matrix and tracking its principal
eigenvector, with the aim of generating the correlated noise. This
type of noise is hard to be filtered out by unauthorized nodes
and does not change the statistical properties of the original
data of nodes in the network. This scheme consists of two
steps executed at each time instant t. In the first step, each

Authorized licensed use limited to: Athena - Research and Innovation Center in Information Communication and Knowledge Technologies. Downloaded on March 24,2022 at 07:46:01 UTC from IEEE Xplore.  Restrictions apply. 



7768 IEEE TRANSACTIONS ON INDUSTRIAL INFORMATICS, VOL. 16, NO. 12, DECEMBER 2020

node computes the correlation between its own measurements
and the raw obfuscated measurements that receives from the
collaborating nodes, evaluating some of the entries of the kth
row and column of the network correlation matrix PΩ(M). In
the second step, a sparse matrix is being formed at each node. To
obtain the missing entries, MC techniques can be successfully
employed, since at each time update, the rank of the correlation
updating term M(t) is equal to one. The completion steps of the
network-wide correlation matrix are summarized in Algorithm 2
and correspond to the operations executed by the correlation
completion and data PC estimation module. The output of this
module is used: to update the stored network wide correlation
matrix using (1) and to estimate the noise for generating the
obfuscated measurements that have the same statistical proper-
ties with the original data.

The correlated noise n(t) is estimated at the distortion unit
by projecting the generated vector n(t) to the estimated PC
of the estimated data covariance R(t), i.e., if we assume
that R(t) = UΣUT is the eigenvalue decomposition of R(t),
where U = [u1,u2, . . . ,uK ] ∈ RK×K are the K eigenvectors,
whereas Σ = diag(σ1, . . . , σK) are the K eigenvalues in de-
scending order. Then, the proposed projection can be expressed
in matrix form

n(t) = Pu1n(t) with Pu1 = u1u
T
1 (2)

where u1 is the principal eigenvector, which corresponds to the
largest eigenvalue σ1.

The noise n(t) is added to the original samples in order to
generate the obfuscated data. More specifically, the obfuscated
sample in node i at time instant t may be written as

mk(t) = m∗k(t) + u1,ku
T
1 n(t) (3)

where u1,k is the kth entry of the principal eigenvector u1.
As it is also verified in the simulation section, the PCs of

the obfuscated streams m(t) corresponds to a good estimate of
the PCs of data autocorrelation matrix of the process m∗(t).
More importantly, this noise cannot be easily filtered out since
it mirrors the dominant trends in the time series. To further
justify this statement, let us assume that the data stream always
has the same value. The right way to hide this value is to add
the same noise sample through time, since any other noise
can be filtered out by simple averaging. Similarly if the time
series is a sine wave, again it should be hided by adding noise
samples with the same frequency and potentially a different
phase. The approach described earlier is a generalization of the
aforementioned examples.

A. Unauthorized Reconstruction of the Original
Measurements

Any node belonging to Network 2 that would like to recover
the original data recorded by the Network 1 nodes could apply
a linear filtering operation. The linear reconstruction of the
original data M∗(t) can thus be expressed as M̃∗(t) = FM(t)
where the matrix F ∈ RK×K applies a low-pass filter to the
perturbed data matrix. A principled approach that can be applied
for this purpose is to project the data onto the signal (i.e., PC)

subspace, such that most noise is removed while preserving
the original data. More specifically, a PCA-based reconstruction
scheme can be expressed as

M̂∗(t) ≈ Uk(t)U
T
k (t)︸ ︷︷ ︸

F

M(t) (4)

where Uk(t) corresponds to a K × k matrix with the k princi-
pal eigenvectors of the autocorrelation matrix R(t). However,
when the noise is added exactly along the PC direction, the
removed noise tends to zero, whereas additional projection error
is included. In this case, the data obfuscation described earlier
is robust toward this “unauthorized” reconstruction attempt in
the sense that the discrepancy between the two versions of the
data, defined as the normalized squared Frobenious norm, before
‖M∗(t)− M̂(t)‖2

F and after‖M̂∗(t)− M̂(t)‖2
F the reconstruc-

tion attempt will be the same.

III. COMPLETION OF THE NETWORK-WIDE

CORRELATION MATRIX

In this section, we focus on the design of the correlation
completion and data PC estimation module, minimizing the pro-
cessing and communication cost at each node. This is achieved
by a novel low-complexity fast adaptive algorithm for tracking
the evolving network-wide correlation subspace. More specif-
ically, we initially provide details on how we can reconstruct
the unobserved instantaneous correlation values, by utilizing
the MC framework. Then, motivated by the fact that the matrix
we wish to recover at each time step is a rank one matrix, we
utilize fast iterative subspace tracking approaches resulting at
a low complexity scheme, capable of accurately estimating the
obfuscated data covariance PC from a small subset of obfuscated
data values.

A. Reconstruction of the Obfuscated Correlation Matrix

Before presenting the proposed approach, we review some
concepts and terminology related to the MC theory. MC [17]
theory provides an iterative technique to recover a low-rank
matrix given a sampling of its entries. Typically, the completion
of a matrix X ∈ RK×K given a sampling of its entries, i.e.,
PΩ(C), can be expressed as

min
X

rank(X) s. t. PΩ(X) = PΩ(C) (5)

where C ∈ RK×K is the complete correlation matrix, Ω is the
set with the matrix indices (i, j) of the nonzero entries, X is the
unknown variable, and rank(X) denotes the rank of the matrix
X. The problem (5) is computationally intractable (NP-hard),
thus, it cannot be solved in polynomial time.

To solve (5), the following approximation can be em-
ployed [18]:

min
X

κ‖X‖∗ + 1
2
‖X‖2

F subject to PΩ(X) = PΩ(C) (6)

where κ ≥ 0 is a predefined weighting parameter. To proceed,
let us express the Lagrangian of problem (6)

L(X,Y) = κ‖X‖∗ + 1
2
‖X‖2

F + tr(YTPΩ(C−X)) (7)
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Algorithm 2: Completion of Low-Rank Correlation Matrix.
1: for z = 1, . . . , Imax do
2: X(z) = Dτ (Y

(z−1))
3: Y(z) = Y(z−1) + δ(z)PΩ(C−X(z))
4: end for

whereY ∈ RK×K is the dual variable. Therefore, the solution of
(6) can be obtained by obtaining the derivative of the Lagrangian
function. First, with respect to X, we have

∂L(X,Y)

∂X
= κ∂‖X‖∗ +X− PΩ(Y) (8)

which can be solved via the singular-value-thresholding (SVT)
operator Dκ(Y) [18, Th. 2.1]. To be more specific, given that
Y = UΣU∗ is the EVD of a matrix Y, then the SVT operator
is defined as

Dκ(Y) = Udiag
({([Σ]ii − κ)+}1≤i≤r

)
UT

i.e., the singular values with [Σ]ii < κ are replaced by zero.
Thus, it provides the minimizer of (8), assuming a number of
iterations

X(z) = Dκ

(
Y(z−1)

)
(9)

with z = 1, . . . , Imax. Considering now the minimization of the
Lagrangian over Y, we seek the minimizer of the expression

∂L(X,Y)

∂Y
= PΩ(C−X) (10)

which is obtained by

Y(z) = Y(z−1) + δ(z)PΩ

(
C−X(z)

)
(11)

where Y(z−1) denotes the obtained matrix Y of the previous
iteration, and δ(z) > 0 denotes the step-size parameter of the
iterative procedure. In summary, the solution of (6) is provided
by the iterative procedure of Algorithm 2.

It should be noted that in our case [presented in Fig. 1(b)],
matrixM(t) that we wish to recover from a subset of obfuscated
correlation values (i.e., mki

(t),mkj
(t), where i, j = 1, 2, 3), is

a rank one matrix. Therefore, we are interested in estimating only
the principal eigenvector [e.g., index i = 1 of the SVT operation
in step presented in (9)], by deploying computational efficient
approaches as the one presented below.

B. Completion for Rank-1 Correlation Matrix

To impose the rank-1 constraint, we replace (9) with (12)

X(z) = λmaxu
(z)
1

(
u
(z)
1

)T
(12)

where λmax = σ1. Subsequently, Y(z) is updated as follows:

Y(z) = Y(z−1) + δPΩ

(
M−X(z)

)
(13)

where we keep the same step size for all the executed iterations,
i.e., δ(z) = δ. Due to the symmetric property of matrices M
and X(z), matrix Y(z) will also be symmetric, thus, the SVD
operation collapses to eigenvalue decomposition (EVD).

Since (12) uses only the maximum eigenvalue, instead of
executing SVT, we focus on solving a maximum eigenvalue
estimation problem that can be written as follows:

u
(z)
1 = argmax

u

uTY(z−1)u

uTu
. (14)

Note that the complexity of this problem is still high, of the same
order of the SVT, i.e., O(K3). To minimize this computational
cost, several fast iterative approaches for updating the principal
eigenvector u

(z)
1 of the matrix Y(z−1) can be deployed. A

common fast approach is the one proposed in [19], that can
be expressed as follows:

u
(z)
1 =

u
(z−1)
1 + α(z)Y(z−1)u

(z−1)
1

‖u(z−1)
1 + α(z)Y(z−1)u

(z−1)
1 ‖

(15)

where α(z) is a step-size that affects convergence speed and the
estimators variance. Therefore, by adopting the Oja rule, we
derive Algorithm 3, representing the basic operations that are
executed by the correlation completion and data PC estimation
module in Fig. 1(b).

Proposition 1: Algorithm 3 converges to the maximum
eigenvector of matrix E{Y(z)} after a number of iterations Imax,
for the sequence of matrices Y(z) =

∑z
i=1 PΩ(C−X(i)) with

z = 1, 2, . . . , Imax.
Proof: According to the performance analysis of [19], the

convergence of the algorithm (15) is guaranteed if Y(Imax) =
E{Y(Imax)}. To prove this, let us express (11) as

Y(z) = δ

z∑
i=1

PΩ

(
C−X(i)

)
(16)

given that Y(0) = 0, i.e., matrix with all zeros. Then, capital-
izing the properties of the projection operator P(·), we have
that

Y(z) = δzPΩ (C)− δPΩ

(
z∑

i=1

X(i)

)
(17)

which for z = Imax is written as

Y(Imax) = δImaxPΩ (C)− δPΩ

(
Imax∑
i=1

X(i)

)
. (18)

Next, we take the expectation of YImax

E{Y(Imax)} = δImaxPΩ (C)− δPΩ

(
Imax∑
i=1

E{X(i)}
)

(19)

= δImaxPΩ (C)− δImaxPΩ(E{X}). (20)

Thus, assuming that the expected value of X(i) is approximated
by

E{X} ≈ 1
Imax

Imax∑
i=1

X(i) (21)

then we have that Y(Imax) = E{Y(Imax)}. �
Complexity: The overall complexity of Algorithm 3 is
O(KLImax), where Imax is the maximum number of iterations.
By increasing the number of iterations Imax, we achieve a higher
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Algorithm 3: Rank One Matrix Completion.
1: for z = 1, . . . , Imax do
2: u(z) ← u(z−1) + α(z)Y(z−1)u(z−1)

3: u(z) ← u(z)

‖u(z)‖
4: X(z) = λmaxu

(z)(u(z))T

5: Y(z) = Y(z−1) + δPΩ(M−X(z))
6: end for

estimation accuracy, though, the value of Imax seems to be
independent of the number of nodes in the network K, whereas
for a large-scale network, it could be K 
 Imax. Thus, the
complexity of the proposed algorithm increases linearly with
the number of the nodes, given that Imax � K and L� K.

IV. SIMULATION RESULTS

In this section, we initially evaluate the performance of the
proposed technique based on Monte Carlo simulations and then
we perform a practical evaluation to a realistic simulation en-
vironment of a resource constrained, IIoT system (6LoWPAN
Contiki nodes and Cooja) and to real hardware nodes (Tmote
Sky and Zolertia ReMote).

A. Simulation Setup and Algorithmic Evaluation

The efficiency of the proposed approach is evaluated by
executing a large number of independent experiments, where
a new scenario of a network is created with K sensor nodes. A
number ofL = |Ω| edges are randomly generated, whereas in all
the executed scenarios, the topology graph is always a connected
graph. We assume that the communication links between the
sensor nodes are noiseless. The measurements m(t) are gener-
ated according tom(t) = Cd(t), in order to impose correlations
between the monitored parameters. The matrix C ∈ RK×K is
a fixed, symmetric matrix that represents the correlation among
the sensor measurements. Its entries are drawn from a uniform
distribution, i.e., [C]i,j = [C]j,i ∼ U(0, 1). The vectord(t) rep-
resents the underlying random process, and its entries are normal
random variables, i.e., [d(t)]i ∼ N (0, 1), for i ∈ [1, . . . ,K].

Our goal is initially to evaluate privacy preservation of two
different streaming scenarios where the obfuscated measure-
ments are generated by adding : (i) i.i.d. noise and (ii) correlated
additive noise. For the (ii) case, we evaluate the effect of both the
number of missing entries in the correlation updating term and
the executed iterations Imax in the privacy preservation. The goal
of data obfuscation is to ensure that the introduced distortion can-
not be filtered out with the PCA-based reconstruction approach.
Thus, to measure the privacy, we have to consider the ability of
an unauthorized node, in reconstructing the original data. More
specifically, suppose that M∗

s = [m∗(1), . . . ,m∗(t)] ∈ RK×t

and Ms = [m(1), . . . ,m(t)] ∈ RK×t are the original and ob-
fuscated data generated at the nodes of Network 1 presented in
Fig. 1(a), during the time instances 1, 2, . . . , t and that M̂s are
the corresponding data reconstructed by any of the unauthorized
nodes in Network 2, by following the approach described in
Section II-A, e.g., M̂s = Uk(t)U

T
k (t)Ms. Then, privacy is the

Fig. 2. Privacy evaluation with respect to the known entries of the
correlation matrix. The number of nodes is K = 20. Discrepancy is 0.1.

discrepancy (e.g., squared Frobenius norm) between the origi-
nal and reconstructed streams, whereas privacy preservation is
evaluated by the PD metric defined as the privacy normalized
by the discrepancy between the original and obfuscated streams,
e.g., PD = ||Ms

∗ − M̂s||22/||Ms
∗ −Ms||22.

The step size αk in (15) is selected to be equal to αk = 1/k,
ensuring convergence according to the analysis that is provided
in [19]. Moreover, the step size δ in (13) is selected to be
fixed across iterations and equal to one, since according to
[18, Th. 4.2], the convergence for the reconstruction scheme is
guaranteed when 0 < δ < 2. In the following part of this section,
we study the impact of the Algorithm iterations, the missing en-
tries, and the number of network nodes in privacy preservation,
as well as the utility of the obfuscated data. Considering the
obfuscated versus the original data, the larger the variance of
the added noise, the larger the distortion of the data. In other
words, a larger distortion hides the original data, though we
are interested in investigating whether it hides also information
about the relations of the data. To this end, we define as utility,
the discrepancy between the covariance of the original and the
obfuscated data.

1) Impact of Algorithm Iterations and Missing Entries in
Privacy Preservation: In Fig. 2, we provide the evolution of
privacy versus discrepancy ratio with respect to the known
correlation values that occur in various WSN network setups
with K = 20 nodes. Each curve corresponds to the average of
100 realizations, executing the same number of Imax iterations
for completing the missing entries. From the figure, it is obvious
that the privacy preservation is significantly increased with the
number of iterations executed during the reconstruction of the
rank-1 matrix. More importantly, by inspecting this figure, it
is obvious that a small number of iterations (e.g., 5) affects
significantly the privacy preservation metric as compared to the
conventional AWGN case (e.g., 400% increase assuming 10%
of known correlation values).

2) Impact of the Number of Nodes: In Fig. 3, we present the
evolution of the privacy versus discrepancy ratio versus the num-
ber of nodes in various WSN setups. The discrepancy is fixed to
0.3. The number of connections in the network corresponds on
average to 25% of connections of a fully connected network and
the number of executed iterations Imax of Algorithm 2 is set to
25. The privacy metric for the correlated additive case remains
almost unaffected with the number of nodes in the network K,
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Fig. 3. Privacy evaluation with respect to the number of the IoT nodes.
The discrepancy is 0.3.

Fig. 4. NMSE with respect to the iteration index of Algorithm 2. The
number of nodes is K = 20 and the discrepancy is 0.1.

whereas in the AWGN case, the privacy preservation reduces
linearly with K.

3) Obfuscated Versus Original Stream Covariance: To eval-
uate the effect of using the obfuscated measurements for the
estimation of the data correlation matrix, we make use of the
normalized mean square error (NMSE), which is defined as
NMSE = 1/Imax

∑Imax
r=1 ‖C∗ −R(r)‖2

F /‖C∗‖2
F where the sup-

per r denotes the MC iteration index, with r = 1, 2, . . . , Imax.
C∗ = 1/T

∑Imax
t=1 m

∗(t)m∗(t)T is the data covariance matrix
and R(r) is the estimation of the obfuscated data covariance
at iteration r. Fig. 4 presents this NMSE with respect to the time
index assuming WSNs with 20 nodes, with different number of
mean connections per node. The number of executed iterations
is fixed to 20. By inspecting this figure, it can be seen that the
covariance estimation using obfuscated data is accurate even in
very sparse networks.

B. Practical Evaluation in Real IoT Nodes

For the feasibility and efficiency assessment of the proposed
method, an automated simulation and testing platform have been
developed, in order to seamlessly transfer the same parametric
environment from the algorithmic development and testing tools
(Julia and Juno IDE [20]) to a realistic environment on a resource
constrained, IIoT system that uses the Contiki 3.0 OS [21]
(6LoWPAN Contiki nodes and Cooja). The tests on the IoT
nodes consisted of two different approaches, a simulation-based
approach using the Contiki Cooja simulator on a TI MSP430
based embedded system for measurements related to the energy

consumption of the proposed solution and a real hardware
based approach using two different hardware nodes (Tmote
Sky and Zolertia ReMote) for evaluating the time delay of the
MC operation in comparison to the number of involved nodes.
Thus, we can evaluate the solution in a WSN node in terms of
energy consumption for motes that focus explicitly on low power
consumption (Tmote Sky) and also to evaluate how the solution
behaves in terms of time delay (that is related to the practicality
of the solution) as the number of connected nodes increases, for
typical higher performance but still constrained motes (such as
the Zolertia ReMote).

The Contiki Cooja simulator provides a very good simulation
solution since it supports assembly level system simulation for
the TI MSP430 processor that was adopted in our experiments.
More specifically, we studied a Contiki 3 OS implementation
of the Tmote Sky embedded mote featuring a TI MSP430 16 b
CPU with 48 KB of Flash memory, 10 KB of RAM, and a TI
CC2420 2.4 GHz IEEE 802.15.4 RF interface. On this processor,
we were interested in evaluating the power consumed: at the
ON and LPM CPU states during the MC operations, as well
as at the CC2420 wireless communication subsystem during
transmit (Tx), receive (Rx), and idle states. The Energest module
is supported for the specific platform and it was selected to
be used in order to collect energy consumption measurements
during Cooja simulations. By using current consumption data
from the manufacturer datasheet of each of the system on chips
(SoCs) under test for every state, we collected measurements
through Energest on the time spent in each state and were able
to calculate the energy spent on each state using the formula
E(j) = tstate · Vin · Istate, where tstate represents the time spent
in a state and Vin and Istate are the supply voltage and cur-
rent, respectively, which are selected as reported in each SoC’s
datasheet.

The networking testing platform that was used is gener-
ated through a number of initializing Julia functions that cre-
ate different WSN topologies with varying characteristics, ex-
porting these concurrently to the appropriate graph objects
in Julia, as well as to automatically generated Cooja simula-
tion (.csc) and C header (.h) files. These files are compiled
and linked with the C code implementation of the proposed
method and the networking code for the data exchange in the
WSN.

A use case example of such a WSN topology is presented
in Fig. 5, where the generated graph plot in Julia at the left
has been transferred to Cooja, with a one-to-one mapping of
node coordinates, relationships, and initial conditions. Nodes
exchange obfuscated data packets, according to the graph links,
representing application level relationships, and broadcast their
limited correlation knowledge under the constraints of a noisy ra-
dio environment that allows only 1% of data to reach the furthest
nodes. This results into a sparse WSN with few connections.
Thus, there are several missing entries for the correlation matrix
that is formulated at each node.

Regarding the Cooja simulation itself per mote, in terms of
CPU and radio power consumption, Fig. 3 depicts these values
in a specific mote (with 16 collaborating WSN nodes) as they
evolve in time, during the operation of the network. In the figure,
there are observable peak values of energy consumption for radio
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Fig. 5. WSN topology example. The subfigure on the right presents
a simulation example, where each percentage assigned to the corre-
sponding node represents the successful packet reception rate from
a node that is selected by the user. In this case node, 16 located at
the center of the green circle is the sender, whereas the green circle
highlights the Tx range for this specific transmitting node.

Fig. 6. CPU and radio power consumption evolution (mW) in time (ms).

Fig. 7. Processing requirements in real constraint hardware (TI’s
CC2538 in Zolertia ReMote).

transmission and CPU energy consumption, whenever there is a
receipt of a new obfuscated measurement by a collaborating
node followed by a trigger of a new MC function and then
a broadcast transmission of a new obfuscated measurement
(collected from the mote’s sensors). It can be remarked that
the energy consumption footprint of the radio transactions is
considerably higher from the CPU energy consumption due to
the MC operation.

In the isolated, core processing time delay evaluation (that
complements the CPU-only related power consumption of
Fig. 6), Fig. 7 presents the CPU time measurements of the main
MC routine, as a function of the nodes number, for a repre-
sentative constrained node CPU, namely the Texas Instruments
CC2538,1 as this is utilized by the Zolertia ReMote. As it can be

1[Online]. Available: http://www.ti.com/product/CC2538

observed from the figure, the execution time of the MC function
falls under practically affordable values for typically expected
node populations.

V. CONCLUSION

In this article, we considered the problem of privacy preser-
vation in IIoT platforms where the raw data measurements are
obfuscated with additive noise with statistical properties similar
to the statistical properties of the data. To achieve that, the
measurement correlation matrix has been decomposed into a
time-sequence of rank-one matrices, which is partially known
at each node. Thus, a rank one correlation completion problem
is solved at each node via a novel low-complexity technique.
The proposed approach converges in a number of iterations to
the full-rank data correlation matrix, which is later used for data
obfuscation. The complexity cost of the proposed privacy pre-
serving algorithm (ideally suited for correlated data streams) can
be linear over the number of the sensor nodes as the density of the
network increases. Extensive evaluation studies in the Contiki
Cooja WSN simulator validate the robustness and efficiency of
our approach in terms of both computational complexity and
privacy preservation on constrained IIoT devices.
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P. Jozinović, “Industry 4.0-potentials for creating smart products: Empir-
ical research results,” in Proc. Int. Conf. Bus. Inf. Syst., 2015, pp. 16–27.

[3] Z. Sheng, C. Mahapatra, C. Zhu, and V. C. Leung, “Recent advances in
industrial wireless sensor networks toward efficient management in IoT,”
IEEE Access, vol. 3, pp. 622–637, 2015.

[4] A. Z.-k. K. Q. Fung and C. Hardwick, “Smart cities and sustainability
initiative,” Amer. Planning Assoc., Chicago, IL, USA, Tech.
Rep., 2015. [Online]. Available: https://planning-org-uploaded-
media.s3.amazonaws.com/legacy_resources/leadership/agendas/2015/
spr/pdf/SmartCitiesSustainabilityFinal.pdf

[5] P. Paillier, “Public-key cryptosystems based on composite degree resid-
uosity classes,” in Proc. Int. Conf. Theory Appl. Cryptographic Techn.,
1999, pp. 223–238.

[6] T. Graepel, K. Lauter, and M. Naehrig, “ML confidential: Machine learning
on encrypted data,” in Proc. Int. Conf. Inf. Secur. Cryptology, 2012,
pp. 1–21.

[7] L. J. Aslett, P. M. Esperança, and C. C. Holmes, “Encrypted sta-
tistical machine learning: New privacy preserving methods,” 2015,
arXiv:1508.06845.

[8] V. Nikolaenko, U. Weinsberg, S. Ioannidis, M. Joye, D. Boneh, and N. Taft,
“Privacy-preserving ridge regression on hundreds of millions of records,”
in Proc. IEEE Symp. Secur. Privacy, 2013, pp. 334–348.

[9] Y. Lindell, “Secure multiparty computation for privacy preserving
data mining,” in Proc. Encyclopedia Data Warehousing Mining, 2005,
pp. 1005–1009.

[10] D. Kifer and J. Gehrke, “Injecting utility into anonymized datasets,” in
Proc. ACM SIGMOD Int. Conf. Manag. Data, 2006, pp. 217–228.

[11] Z. Huang, W. Du, and B. Chen, “Deriving private information from
randomized data,” in Proc. ACM SIGMOD Int. Conf. Manag. Data, 2005,
pp. 37–48.

[12] F. Li, J. Sun, S. Papadimitriou, G. A. Mihaila, and I. Stanoi, “Hiding in
the crowd: Privacy preservation on evolving streams through correlation
tracking,” in Proc. IEEE 23rd Int. Conf. Data Eng., 2007, pp. 686–695.

[13] R. Mendes and J. P. Vilela, “Privacy-preserving data mining: Methods,
metrics, and applications,” IEEE Access, vol. 5, pp. 10562–10582, 2017.

[14] Z. Xiao, X. Fu, and R. S. M. Goh, “Data privacy-preserving automation
architecture for industrial data exchange in smart cities,” IEEE Trans. Ind.
Informat., vol. 14, no. 6, pp. 2780–2791, Jun. 2018.

Authorized licensed use limited to: Athena - Research and Innovation Center in Information Communication and Knowledge Technologies. Downloaded on March 24,2022 at 07:46:01 UTC from IEEE Xplore.  Restrictions apply. 

https://planning-org-uploaded-media.s3.amazonaws.com/legacy_resources/leadership/agendas/2015/spr/pdf/SmartCitiesSustainabilityFinal.pdf


LALOS et al.: PRIVACY PRESERVATION IN INDUSTRIAL IoT VIA FAST ADAPTIVE CORRELATION MATRIX COMPLETION 7773

[15] R. Agrawal and R. Srikant, “Privacy-preserving data mining,” SIGMOD
Rec., vol. 29, no. 2, pp. 439–450, May 2000. [Online]. Available: http:
//doi.acm.org/10.1145/335191.335438

[16] H. Kargupta, S. Datta, Q. Wang, and K. Sivakumar, “On the privacy
preserving properties of random data perturbation techniques,” in Proc.
3rd IEEE Int. Conf. Data Mining, 2003, p. 99. [Online]. Available:
http://dl.acm.org/citation.cfm?id=951949.952160

[17] E. Candès and B. Recht, “Exact matrix completion via convex optimiza-
tion,” Found. Comput. Math., vol. 9, no. 6, pp. 717–772, 2009.

[18] J.-F. Cai, E. J. Candès, and Z. Shen, “A singular value thresholding
algorithm for matrix completion,” SIAM J. Optim., vol. 20, no. 4, pp. 1956–
1982, 2010.

[19] E. Oja and J. Karhunen, “On stochastic approximation of the eigenvectors
and eigenvalues of the expectation of a random matrix,” J. Math. Anal.
Appl., vol. 106, pp. 69–84, 1985.

[20] J. Bezanson, A. Edelman, S. Karpinski, and V. B. Shah, “Julia: A fresh
approach to numerical computing,” SIAM Rev., vol. 59, no. 1, pp. 65–98,
2017. [Online]. Available: https://doi.org/10.1137/141000671

[21] A. Dunkels, B. Gronvall, and T. Voigt, “Contiki—A lightweight and
flexible operating system for tiny networked sensors,” in Proc. 29th Annu.
Int. Conf. Local Comput. Netw., 2004, pp. 455–462. [Online]. Available:
https://doi.org/10.1109/LCN.2004.38

Aris S. Lalos (M’19) received the Diploma,
M.A.Sc., and Ph.D. degrees in signal process-
ing and communications from the Computer En-
gineering and Informatics Department (CEID),
School of Engineering (SE), University of Patras
(UoP), Rio Patras, Greece, in 2003, 2005, and
2010, respectively.

He was a Research Fellow with the Signal
Processing and Communications Laboratory,
CEID, SE, UoP, from 2005 to 2010; the Sig-
nal Theory and Communications Department,

Technical University of Catalonia, Barcelona, Spain, from October 2012
to December 2014; and with the Visualization and Virtual Reality Group
from January 2015 to 2018. From October 2011 to October 2012, he
was a Telecommunication Research Engineer with Analogies S.A, Pa-
tras, Greece, an early stage start up. In May 2018, he was an elected
Principal Researcher (Associate Research Professor Level with tenure)
with the Industrial Systems Institute, “ATHENA” Research Center. His
general research interest include digital communications, adaptive filter-
ing algorithms, geometry processing, wireless body area networks, and
biomedical signal processing. He is an author of 94 research papers in
international journals (33), conferences (53), and book chapters (4). He
received the best demo award in IEEE CAMAD 2014, the Best Paper
Award in IEEE ISSPIT 2015, the World’s FIRST 10K Best Paper Award
in IEEE ICME 2017 in January 2015, he was nominated as Exemplary
Reviewer for the IEEE Communications Letters.

Evangelos Vlachos received the Diploma de-
gree in computer engineering and informat-
ics, the M.Sc. degree in signal processing and
telecommunications, and the Ph.D. degree in
signal processing for wireless communications
from the University of Patras (UoP), Patras,
Greece, in 2005, 2009, and 2015, respectively.

From 2015 to 2016, he was a Postdoctoral
Researcher with the Laboratory of Signal Pro-
cessing and Telecommunications, UoP, in Com-
puter Engineering and Informatics, working on

distributed signal processing over networks. During 2016, he was
a Postdoctoral Researcher with the Visualization and Virtual Reality
Group, UoP, on graph signal processing. From 2017 to 2019, he was a
Postdoctoral Researcher in Signal Processing for Communications. He
is currently with the Institute for Digital Communications, The University
of Edinburgh, Edinburgh, U.K. In 2019, he was an elected Research
Associate with the Industrial Systems Institute, “ATHENA” Research
Centre, Marousi, Greece. His general research interest include wireless
communications, machine learning and optimization, adaptive control,
and filtering algorithms.

Dr. Vlachos was the recipient of the Best Paper Award from the IEEE
International Conference on Multimedia and Expo in 2017.

Kostas Berberidis (S’87–M’90–SM’07) re-
ceived the Diploma degree in electrical en-
gineering from the Democritus University of
Thrace, Komotini, Greece, in 1985, and the
Ph.D. degree in signal processing and commu-
nications from the University of Patras, Patras,
Greece, in 1990.

During 1991, he was with the Signal Pro-
cessing Laboratory, National Defense Research
Center. From 1992 to 1994 and from 1996 to
1997, he was a Researcher with the Computer

Technology Institute, Patras. From 1994 to 1995, he was a Postdoc-
toral Fellow with the Centre Commun d’Études de Télévision et Télé-
communications, Centre National d’Études des Télécommunications,
Rennes, France. Since December 1997, he has been with the Computer
Engineering and Informatics Department, University of Patras, where
he is currently a Professor and Head of the Signal Processing and
Communications Laboratory. Also, since 2008, he has been the Director
of the Signal Processing & Communications Research Unit, Computer
Technology Institute and Press “Diophantus,” Patras. His research in-
terests include distributed signal and information processing and learn-
ing, adaptive signal processing, signal processing for communications,
wireless communications and sensor networks, array signal processing,
smart grid, etc.

Apostolos P. Fournaris (M’09) received the
Ph.D. degree in public key cryptography sys-
tems design from the Electrical and Computer
Engineering Department, University of Patras,
Patras, Greece, in 2008.

He was with the Sophia Antipolis Hitachi
Europe SAS R-D Centre for two years as a
Researcher. He is currently a Principal Re-
searcher (Research Associate Professor) with
the Industrial Systems Institute, Research Cen-
ter ATHENA, Marousi, Greece. He was also a

Visiting Sessional Lecturer with Monash University, Melbourne, VIC,
Australia, where he lectured courses on cryptography, computer, and
network security. He is the author of more than 80 research papers.
His research interests include asymmetric cryptography, side channel
attacks and analysis, hardware attack resistance, security–privacy, and
trust in IoT systems.

Dr. Fournaris is a Member of the International Association for Crypto-
logic Research, IEEE Computer Society, and IEEE Circuits and System
Society.

Christos Koulamas (M’06–SM’18) received
the Engineering Degree in computer engineer-
ing and informatics and the Ph.D. degree in
electrical and computer engineering from the
University of Patras, Patras, Greece, in 1994
and 2004, respectively.

He is currently a Research Director with the
Industrial Systems Institute, ATHENA Research
and Innovation Center, Marousi, Greece. He
has more than 25 years of experience in R&D,
in the areas of real-time distributed embedded

systems, industrial networks, wireless sensor networks, and their appli-
cations in various industry sectors. He is the author or coauthor of more
than 70 scientific publications in international journals, conferences, and
books, and more than 110 publicly available or confidential technical
reports. His current research interests include cyber–physical systems
and industrial Internet of Things technologies, and their applications in
smart environments.

Dr. Koulamas has served as a Guest Editor for the MDPI Electronics
and Sensors Journals, as a PC/TPC member in many IEEE and other
conferences and workshops, and as a member of the board of European
Research Consortium for Informatics and Mathematics.

Authorized licensed use limited to: Athena - Research and Innovation Center in Information Communication and Knowledge Technologies. Downloaded on March 24,2022 at 07:46:01 UTC from IEEE Xplore.  Restrictions apply. 

http://doi.acm.org/10.1145/335191.335438
http://dl.acm.org/citation.cfm{?}id$=$951949.952160
https://doi.org/10.1137/141000671
https://doi.org/10.1109/LCN.2004.38


<<
  /ASCII85EncodePages false
  /AllowTransparency false
  /AutoPositionEPSFiles true
  /AutoRotatePages /None
  /Binding /Left
  /CalGrayProfile (Gray Gamma 2.2)
  /CalRGBProfile (sRGB IEC61966-2.1)
  /CalCMYKProfile (U.S. Web Coated \050SWOP\051 v2)
  /sRGBProfile (sRGB IEC61966-2.1)
  /CannotEmbedFontPolicy /Warning
  /CompatibilityLevel 1.4
  /CompressObjects /Off
  /CompressPages true
  /ConvertImagesToIndexed true
  /PassThroughJPEGImages true
  /CreateJobTicket false
  /DefaultRenderingIntent /Default
  /DetectBlends true
  /DetectCurves 0.0000
  /ColorConversionStrategy /sRGB
  /DoThumbnails true
  /EmbedAllFonts true
  /EmbedOpenType false
  /ParseICCProfilesInComments true
  /EmbedJobOptions true
  /DSCReportingLevel 0
  /EmitDSCWarnings false
  /EndPage -1
  /ImageMemory 1048576
  /LockDistillerParams true
  /MaxSubsetPct 100
  /Optimize true
  /OPM 0
  /ParseDSCComments false
  /ParseDSCCommentsForDocInfo true
  /PreserveCopyPage true
  /PreserveDICMYKValues true
  /PreserveEPSInfo false
  /PreserveFlatness true
  /PreserveHalftoneInfo true
  /PreserveOPIComments false
  /PreserveOverprintSettings true
  /StartPage 1
  /SubsetFonts true
  /TransferFunctionInfo /Remove
  /UCRandBGInfo /Preserve
  /UsePrologue false
  /ColorSettingsFile ()
  /AlwaysEmbed [ true
    /Algerian
    /Arial-Black
    /Arial-BlackItalic
    /Arial-BoldItalicMT
    /Arial-BoldMT
    /Arial-ItalicMT
    /ArialMT
    /ArialNarrow
    /ArialNarrow-Bold
    /ArialNarrow-BoldItalic
    /ArialNarrow-Italic
    /ArialUnicodeMS
    /BaskOldFace
    /Batang
    /Bauhaus93
    /BellMT
    /BellMTBold
    /BellMTItalic
    /BerlinSansFB-Bold
    /BerlinSansFBDemi-Bold
    /BerlinSansFB-Reg
    /BernardMT-Condensed
    /BodoniMTPosterCompressed
    /BookAntiqua
    /BookAntiqua-Bold
    /BookAntiqua-BoldItalic
    /BookAntiqua-Italic
    /BookmanOldStyle
    /BookmanOldStyle-Bold
    /BookmanOldStyle-BoldItalic
    /BookmanOldStyle-Italic
    /BookshelfSymbolSeven
    /BritannicBold
    /Broadway
    /BrushScriptMT
    /CalifornianFB-Bold
    /CalifornianFB-Italic
    /CalifornianFB-Reg
    /Centaur
    /Century
    /CenturyGothic
    /CenturyGothic-Bold
    /CenturyGothic-BoldItalic
    /CenturyGothic-Italic
    /CenturySchoolbook
    /CenturySchoolbook-Bold
    /CenturySchoolbook-BoldItalic
    /CenturySchoolbook-Italic
    /Chiller-Regular
    /ColonnaMT
    /ComicSansMS
    /ComicSansMS-Bold
    /CooperBlack
    /CourierNewPS-BoldItalicMT
    /CourierNewPS-BoldMT
    /CourierNewPS-ItalicMT
    /CourierNewPSMT
    /EstrangeloEdessa
    /FootlightMTLight
    /FreestyleScript-Regular
    /Garamond
    /Garamond-Bold
    /Garamond-Italic
    /Georgia
    /Georgia-Bold
    /Georgia-BoldItalic
    /Georgia-Italic
    /Haettenschweiler
    /HarlowSolid
    /Harrington
    /HighTowerText-Italic
    /HighTowerText-Reg
    /Impact
    /InformalRoman-Regular
    /Jokerman-Regular
    /JuiceITC-Regular
    /KristenITC-Regular
    /KuenstlerScript-Black
    /KuenstlerScript-Medium
    /KuenstlerScript-TwoBold
    /KunstlerScript
    /LatinWide
    /LetterGothicMT
    /LetterGothicMT-Bold
    /LetterGothicMT-BoldOblique
    /LetterGothicMT-Oblique
    /LucidaBright
    /LucidaBright-Demi
    /LucidaBright-DemiItalic
    /LucidaBright-Italic
    /LucidaCalligraphy-Italic
    /LucidaConsole
    /LucidaFax
    /LucidaFax-Demi
    /LucidaFax-DemiItalic
    /LucidaFax-Italic
    /LucidaHandwriting-Italic
    /LucidaSansUnicode
    /Magneto-Bold
    /MaturaMTScriptCapitals
    /MediciScriptLTStd
    /MicrosoftSansSerif
    /Mistral
    /Modern-Regular
    /MonotypeCorsiva
    /MS-Mincho
    /MSReferenceSansSerif
    /MSReferenceSpecialty
    /NiagaraEngraved-Reg
    /NiagaraSolid-Reg
    /NuptialScript
    /OldEnglishTextMT
    /Onyx
    /PalatinoLinotype-Bold
    /PalatinoLinotype-BoldItalic
    /PalatinoLinotype-Italic
    /PalatinoLinotype-Roman
    /Parchment-Regular
    /Playbill
    /PMingLiU
    /PoorRichard-Regular
    /Ravie
    /ShowcardGothic-Reg
    /SimSun
    /SnapITC-Regular
    /Stencil
    /SymbolMT
    /Tahoma
    /Tahoma-Bold
    /TempusSansITC
    /TimesNewRomanMT-ExtraBold
    /TimesNewRomanMTStd
    /TimesNewRomanMTStd-Bold
    /TimesNewRomanMTStd-BoldCond
    /TimesNewRomanMTStd-BoldIt
    /TimesNewRomanMTStd-Cond
    /TimesNewRomanMTStd-CondIt
    /TimesNewRomanMTStd-Italic
    /TimesNewRomanPS-BoldItalicMT
    /TimesNewRomanPS-BoldMT
    /TimesNewRomanPS-ItalicMT
    /TimesNewRomanPSMT
    /Times-Roman
    /Trebuchet-BoldItalic
    /TrebuchetMS
    /TrebuchetMS-Bold
    /TrebuchetMS-Italic
    /Verdana
    /Verdana-Bold
    /Verdana-BoldItalic
    /Verdana-Italic
    /VinerHandITC
    /Vivaldii
    /VladimirScript
    /Webdings
    /Wingdings2
    /Wingdings3
    /Wingdings-Regular
    /ZapfChanceryStd-Demi
    /ZWAdobeF
  ]
  /NeverEmbed [ true
  ]
  /AntiAliasColorImages false
  /CropColorImages true
  /ColorImageMinResolution 150
  /ColorImageMinResolutionPolicy /OK
  /DownsampleColorImages false
  /ColorImageDownsampleType /Bicubic
  /ColorImageResolution 900
  /ColorImageDepth -1
  /ColorImageMinDownsampleDepth 1
  /ColorImageDownsampleThreshold 1.00111
  /EncodeColorImages true
  /ColorImageFilter /DCTEncode
  /AutoFilterColorImages false
  /ColorImageAutoFilterStrategy /JPEG
  /ColorACSImageDict <<
    /QFactor 0.76
    /HSamples [2 1 1 2] /VSamples [2 1 1 2]
  >>
  /ColorImageDict <<
    /QFactor 0.40
    /HSamples [1 1 1 1] /VSamples [1 1 1 1]
  >>
  /JPEG2000ColorACSImageDict <<
    /TileWidth 256
    /TileHeight 256
    /Quality 15
  >>
  /JPEG2000ColorImageDict <<
    /TileWidth 256
    /TileHeight 256
    /Quality 15
  >>
  /AntiAliasGrayImages false
  /CropGrayImages true
  /GrayImageMinResolution 150
  /GrayImageMinResolutionPolicy /OK
  /DownsampleGrayImages false
  /GrayImageDownsampleType /Bicubic
  /GrayImageResolution 1200
  /GrayImageDepth -1
  /GrayImageMinDownsampleDepth 2
  /GrayImageDownsampleThreshold 1.00083
  /EncodeGrayImages true
  /GrayImageFilter /DCTEncode
  /AutoFilterGrayImages false
  /GrayImageAutoFilterStrategy /JPEG
  /GrayACSImageDict <<
    /QFactor 0.76
    /HSamples [2 1 1 2] /VSamples [2 1 1 2]
  >>
  /GrayImageDict <<
    /QFactor 0.40
    /HSamples [1 1 1 1] /VSamples [1 1 1 1]
  >>
  /JPEG2000GrayACSImageDict <<
    /TileWidth 256
    /TileHeight 256
    /Quality 15
  >>
  /JPEG2000GrayImageDict <<
    /TileWidth 256
    /TileHeight 256
    /Quality 15
  >>
  /AntiAliasMonoImages false
  /CropMonoImages true
  /MonoImageMinResolution 1200
  /MonoImageMinResolutionPolicy /OK
  /DownsampleMonoImages false
  /MonoImageDownsampleType /Bicubic
  /MonoImageResolution 1600
  /MonoImageDepth -1
  /MonoImageDownsampleThreshold 1.00063
  /EncodeMonoImages true
  /MonoImageFilter /CCITTFaxEncode
  /MonoImageDict <<
    /K -1
  >>
  /AllowPSXObjects false
  /CheckCompliance [
    /None
  ]
  /PDFX1aCheck false
  /PDFX3Check false
  /PDFXCompliantPDFOnly false
  /PDFXNoTrimBoxError true
  /PDFXTrimBoxToMediaBoxOffset [
    0.00000
    0.00000
    0.00000
    0.00000
  ]
  /PDFXSetBleedBoxToMediaBox true
  /PDFXBleedBoxToTrimBoxOffset [
    0.00000
    0.00000
    0.00000
    0.00000
  ]
  /PDFXOutputIntentProfile (None)
  /PDFXOutputConditionIdentifier ()
  /PDFXOutputCondition ()
  /PDFXRegistryName ()
  /PDFXTrapped /False

  /CreateJDFFile false
  /Description <<
    /CHS <FEFF4f7f75288fd94e9b8bbe5b9a521b5efa7684002000410064006f006200650020005000440046002065876863900275284e8e55464e1a65876863768467e5770b548c62535370300260a853ef4ee54f7f75280020004100630072006f0062006100740020548c002000410064006f00620065002000520065006100640065007200200035002e003000204ee553ca66f49ad87248672c676562535f00521b5efa768400200050004400460020658768633002>
    /CHT <FEFF4f7f752890194e9b8a2d7f6e5efa7acb7684002000410064006f006200650020005000440046002065874ef69069752865bc666e901a554652d965874ef6768467e5770b548c52175370300260a853ef4ee54f7f75280020004100630072006f0062006100740020548c002000410064006f00620065002000520065006100640065007200200035002e003000204ee553ca66f49ad87248672c4f86958b555f5df25efa7acb76840020005000440046002065874ef63002>
    /DAN <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>
    /DEU <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>
    /ESP <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>
    /FRA <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>
    /ITA (Utilizzare queste impostazioni per creare documenti Adobe PDF adatti per visualizzare e stampare documenti aziendali in modo affidabile. I documenti PDF creati possono essere aperti con Acrobat e Adobe Reader 5.0 e versioni successive.)
    /JPN <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>
    /KOR <FEFFc7740020c124c815c7440020c0acc6a9d558c5ec0020be44c988b2c8c2a40020bb38c11cb97c0020c548c815c801c73cb85c0020bcf4ace00020c778c1c4d558b2940020b3700020ac00c7a50020c801d569d55c002000410064006f0062006500200050004400460020bb38c11cb97c0020c791c131d569b2c8b2e4002e0020c774b807ac8c0020c791c131b41c00200050004400460020bb38c11cb2940020004100630072006f0062006100740020bc0f002000410064006f00620065002000520065006100640065007200200035002e00300020c774c0c1c5d0c11c0020c5f40020c2180020c788c2b5b2c8b2e4002e>
    /NLD (Gebruik deze instellingen om Adobe PDF-documenten te maken waarmee zakelijke documenten betrouwbaar kunnen worden weergegeven en afgedrukt. De gemaakte PDF-documenten kunnen worden geopend met Acrobat en Adobe Reader 5.0 en hoger.)
    /NOR <FEFF004200720075006b00200064006900730073006500200069006e006e007300740069006c006c0069006e00670065006e0065002000740069006c002000e50020006f0070007000720065007400740065002000410064006f006200650020005000440046002d0064006f006b0075006d0065006e00740065007200200073006f006d002000650072002000650067006e0065007400200066006f00720020007000e5006c006900740065006c006900670020007600690073006e0069006e00670020006f00670020007500740073006b007200690066007400200061007600200066006f0072007200650074006e0069006e006700730064006f006b0075006d0065006e007400650072002e0020005000440046002d0064006f006b0075006d0065006e00740065006e00650020006b0061006e002000e50070006e00650073002000690020004100630072006f00620061007400200065006c006c00650072002000410064006f00620065002000520065006100640065007200200035002e003000200065006c006c00650072002e>
    /PTB <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>
    /SUO <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>
    /SVE <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>
    /ENU (Use these settings to create PDFs that match the "Suggested"  settings for PDF Specification 4.0)
  >>
>> setdistillerparams
<<
  /HWResolution [600 600]
  /PageSize [612.000 792.000]
>> setpagedevice


