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Version: 2.1
Year Source Title (Click to follow hyperlink to source) Baseline (B) Version (V)
1988 |FAA AC 25.1309-1A System Design and Analysis 7009 1.0
1990 |The Public Inquiry into the Piper Alpha Disaster 7009 241
1992 |Authentication in distributed systems: theory and practice 7009 2.1
1993 |The Consensus Problem in Fault-Tolerant Computing 7009 1.0
1996 |Ariane 5 Flight 501 Failure Report 7009 21
1996 |How did software get so reliable without proof? 7009 21
2002 |A Review of Selected Aviation Human Factors Taxonomies, Accident/Incident Reporting Systems, and Data Collection Tools 9.1 2.0
2003 |IEC 60300-3-1:2003 Dependability management - Part 3-1: Application guide - Analysis techniques for dependability - Guide on methodology 7009 1.0
2003 |Parachute use to prevent death and major trauma related to gravitational challenge: systematic review of randomised controlled trials 7009 1.0
2003 |A review of process fault detection and diagnosis Part I: Quantitative model-based methods 7009 1.0
2003 |A review of process fault detection and diagnosis Part II: Qualitative models and search strategies 7009 1.0
2003 |A review of process fault detection and diagnosis Part Ill: Process history based methods 7009 1.0
2004 |Basic concepts and taxonomy of dependable and secure computing 7009 1.0
2004 |A Taxonomy and Catalog of Runtime Software-Fault Monitoring Tools 7009 1.0
2004 |Design for Timing Predictability 7009 1.0
2005 |Methods for Fault Detection, Diagnostics, and Prognostics for Building Systems— A Review, Part | 7009 1.0
2005 |Execution monitoring in robotics: A survey 7009 1.0
2005 |WHO Draft Guidelines for Adverse Event Reporting and Learning Systems 9.1 2.0
2006 |Safety in design — Can one industry learn from another? 9.1 2.0
2007 |IEC 60300-3-4:2007 Dependability management - Part 3-4: Application guide - Guide to the specification of dependability requirements 7009 1.0
2007 |Software for Dependable Systems: Evidence? 7009 1.0
2007 _|Argumentation in artificial intelligence 7009 21
2008 |A review of current defeasible reasoning implementations 7009 21
2008 |The Worst-Case Execution-Time Problem — Overview of Methods and Survey of Tools 7009 1.0
2008 |Bibliographical review on reconfigurable fault-tolerant control systems 7009 1.0
2009 |Asy ic review of search-based testing for non-functional system properties 7009 1.0
2009 |A systematic review of software fault prediction studies 7009 1.0
2009 |Anomaly Detection: A Survey 7009 1.0
2009 |The Nimrod Review 7009 21
2009 |Learning From Process Safety Incidents 9.1 2.0
2009 |IEC 60300-3-15:2009 Dependability management - Part 3-15: Application guide - Engineering of system dependability 7009 1.0
2009 |Software Model Checking 7009 1.0
2009 |Aleatory or epistemic? Does it matter? 7009 21
2009 |A brief account of runtime verification 7009 1.0
2009 |Towards an International Classification for Patient Safety: key concepts and terms 9.1 2.0
2009 |Self-Adaptive Software: Landscape and Research Challenges 7009 1.0
2009 |A systematic literature review to identify and classify software requirement errors 7009 1.0
2009 |Reliability engineering: Old problems and new challenges 7009 1.1
2010 |IEC 61508-1:2010 Functional safety of electrical/electronic/programmable electronic safety-related systems — Part 1: General requirements 7009 1.0
2010 |IEC 61508-2:2010 Functional safety of electrical/electronic/programmable electronic safety-related — Part 2: Requirements for electrical/electronic/programmable electronic safety-related systems 7009 1.0
2010 |IEC 61508-3:2010 Functional safety of electrical/electronic/programmable electronic safety-related systems — Part 3: Software requirements 7009 1.0
2010 |IEC 61508-4:2010 Functional safety of electrical/electronic/programmable electronic safety-related — Part 4: Definition and abbreviations 7009 1.0
2010 |IEC 61508-5:2010 Functional safety of electrical/electronic/programmable electronic safety-related systems — Part 5: examples of methods for the determination of safety integrity levels 7009 1.0
2010 |IEC 61508-6:2010 Functional safety of electrical/electronic/programmable electronic safety-related systems — Part 6: Guidelines on the application of IEC 61508-2 and IEC 61508-3 7009 1.0
2010 |IEC 61508-7:2010 Functional safety of electrical/electronic/programmable electronic safety-related systems — Part 7: Overview of techniques and measures 7009 1.0
2010 |Requirements engineering for software product lines: A systematic literature review 7009 1.0
2010 |Monitoring Distributed Real-Time Systems: A Survey and Future Directions 7009 1.0
2010 |Software safety: relating software assurance and software integrity 7009 21
2010 |An analysis of computer-related patient safety incidents to inform the development of a classification 9.1 2.0
2010 |Improving Software Dependability Using System-Level Virtualization: A Survey 7009 1.1
2010 |A Survey of Online Failure Prediction Methods 7009 1.0
2011 |An introduction to argumentation semantics 7009 21
2011 |Runtime Verification for LTL and TLTL 7009 1.0
2011 |Software fault prediction: A literature review and current trends 7009 1.0
2011 |Principles of remote ion 7009 1.2
2011 |RTCA DO-178C Software Considerations in Airborne Systems and Equipment Certification 7009 1.0
2011 |A Systematic Review of Goal-oriented Requirements Management Frameworks for Business Process Compliance 7009 1.0
2011 |A Template for Predictability Definitions with Supporting Evidence 7009 1.0
2011 |Method for evaluating learning from incidents using the idea of “level of learning” 7009 11
2011 |A ic Review and Taxonomy of Runtime Invariance in Software Behaviour 7009 11
2011 |Model-based fault diagnosis for aerospace systems: a survey 7009 1.0
2011 |Building Safety indicators: Part 1 — Theoretical foundation. 9.1 2.0
2011 |The challenge of collective learning from event analysis. 9.1 2.0
2011 |A review of medical error taxonomies: A human factors perspective. 9.1 2.0
2012 |ISO Guide 78:2012 Safety of machinery — Rules for drafting and presentation of safety standards 7009 1.0
2012 |AF447 Accident Final Report (English Version) 7009 21
2012 |Dependability Modeling and Analysis of Software Systems Specified with UML 7009 1.0
2012 |Processing Flows of Information: From Data Stream to Complex Event Processing 7009 1.0
2012 |A Comprehensive Overview of Medical Error in Hospitals Using Incident-Reporting Systems, Patient Complaints and Chart Review of Inpatient Deaths. 9.1 2.0
2012 |A ic Literature Review on Fault Prediction Performance in Software Engineering 7009 1.0
2012 |Proof Testing ... the Challenges 7009 1.3
2012 |Terms used in patient safety related to medication: a literature review. 9.1 2.0
2012 |MIL-STD-882E: Department of Defense Standard Practice System Safety 7009 1.0
2012 |Learning from adverse events in the nuclear power industry: Organizational learning, policy making and normalization. 9.1 2.0
2012 |Is time predictability quantifiable? 7009 1.0
2013 |ISO/IEC/IEEE 29119-1:2013 Software and systems engineering -- Software testing -- Part 1: Concepts and definitions 7009 1.0
2013 |ISO/IEC/IEEE 29119-2:2013 Software and systems engineering -- Software testing -- Part 2: Test processes 7009 1.0
2013 |ISO/IEC/IEEE 29119-3:2013 Software and systems engineering -- Software testing -- Part 3: Test documentation 7009 1.0
2013 |Run-Time Monitoring of Timing Constraints: A Survey of Methods and Tools 7009 1.0
2013  |Separation of concerns in feature diagram languages: A ic survey 7009 1.0
2013 |Resilience Principles for Engineered Systems 7009 1.0
2013 |Intrusion detection system: A comprehensive review 7009 1.0
2013 |Classification of Fault Diagnosis Methods for Control Systems 7009 1.0
2013 |Software fault prediction metrics: A systematic literature review 7009 1.0
2013 |A systematic review of software robustness 7009 1.0
2014 |ISO/IEC Guide 51:2014 Safety aspects — Guidelines for their inclusion in standards 7009 1.0
2014 |IEC 60300-1:2014 - Dependability management - Part 1: Guidance for management and application 7009 1.0
2014  |Building Timing Predictable Embedded Systems 7009 1.0
2014 |How experts deal with novel situations: A review of adaptive expertise 7009 1.0
2014 |What Is Learning? A Review of the Safety Literature to Define Learning from Incidents, Accidents and Di 9.1 20
2014 |An extended systematic literature review on provision of evidence for safety certification 7009 1.0
2014 |A review of novelty detection 7009 1.1
2014 |Adverse events in healthcare: learning from mistakes. 9.1 2.0
2014 _ |Patient complaints in healthcare syst: :a ic review and coding taxonomy. 9.1 2.0
2014  |Bridging control and artificial intelligence theories for diagnosis: A survey 7009 1.0
2014 |Classifying errors in preventable and potentially preventable trauma deaths: a 9-year review using the Joint Commission's standardized methodology. 9.1 20
2014 |Quality of reporting in systematic reviews of adverse events: systematic review. 9.1 2.0
2015 |ISO/IEC/IEEE 15288:2015 System and software engineering — System life cycle process 7009 1.0
2015 |ISO/IEC/IEEE 29119-4:2015 Software and systems engineering -- Software testing -- Part 4: Test techniques 7009 1.0
2015 |IEC 60050-192:2015 International Electotechnical Vocabulary (IEV) — Part 192: Dependability 7009 1.0
2015 |Learning from patient safety incidents in incident review meetings: Organisational factors and indicators of analytic process effectiveness. 9.1 2.0
2015 |Implications of black swans to the foundations and practice of risk assessment and management 7009 1.3
2015 |The Multiple Facets of Software Diversity: Recent Developments in Year 2000 and Beyond 7009 1.0
2015 |Fault detection, diagnosis and recovery using Artificial Inmune Systems: A review 7009 1.0
2015 |On the rationale of resilience in the domain of safety: A literature review 7009 1.0
2015 |A Review of Prognostics and Health Management Applications in Nuclear Power Plants 7009 1.0
2015 |Assessing propensity to learn from safety-related events 7009 11
2015 |Emerging risk — Conceptual definition and a relation to black swan type of events 7009 1.3
2015 _|A Survey of Fault Diagnosis and Fault-Tolerant Techniques Part |: Fault Diagnosis with Model-Based and Signal-Based Approaches 7009 1.0
2015 |Maritime transportation risk analysis: Review and analysis in light of some foundational issues 7009 1.0
2015 |The missing evidence: a systematic review of patients' experiences of adverse events in health care. 9.1 2.0
2015 |Reporting and Recordkeeping Requirements: Their Influence on Safety Management in the U.S. and the U.K 9.1 2.0
2015 |Identifying patient safety problems associated with information technology in general practice: an analysis of incident reports. 9.1 2.0
2015 |Evaluating Computer Intrusion Detection Systems: A Survey of Common Practices 7009 1.0
2015 |Systems of Systems Engineering: Basic Concepts, Model-Based Techniques, and Research Directions 7009 2.0
2015 |Asy ic literature review of resilience engineering: Research areas and a research agenda proposal 7009 1.0
2015 |How Effective Are Incident-Reporting Systems for Improving Patient Safety? A Systematic Literature Review 7009 1.1
2015 |Designing Resilient Systems-of-Systems: A Survey of Metrics, Methods, and Challenges 7009 11
2015 |Improving the risk assessments of critical operations to better reflect uncertainties and the unforeseen 7009 1.3
2016 |IEEE Std 1012-2016/Cor1-2017 Standard for System, Software, and Hardware Verification and Validation 7009 1.0
2016 |Formal Dependability Modeling and Analysis: A Survey 7009 1.0
2016 |Risk assessment and risk management: Review of recent advances on their foundation 7009 1.0
2016 |BS8611:2016 Robots and robotic devices. Guide to the ethical design and application of robots and robotic systems 7009 2.1
2016 |Exploring Language Support for Immutability 7009 21
2015 |Argumentation for Machine Learning: A Survey 7009 21
2016 _ |Prognostics: a literature review 7009 1.0
2016 |Robots and robotic devices. Guide to the ethical design and application of robots and robotic systems 7009 21
2016 |The Healthcare Complaints Analysis Tool: development and reliability testing of a method for service monitoring and organisational learning. 9.1 2.0
2016 |Reporting of Adverse Events in Published and Unpublished Studies of Health Care Interventions: A Systematic Review. 9.1 2.0
2016 |Asy ic review on the engineering of software for ubiquitous systems 7009 1.0
2016 |A review of definitions and measures of system resilience 7009 1.0
2016 |IET Code of Practice: Competency for Safety-Related Systems Practitioners 7009 21
2016 |Data quality in internet of things: A state-of-the-art survey 7009 1.0
2016 |The Probabilistic Model Checking Landscape 7009 1.0
2016  |Application of Human Factors Analysis and Classification System (HFACS) to UK rail safety-of-the-line incidents. 9.1 2.0
2016 |Requirements engineering for safety-critical systems: A ic literature review 7009 1.0
2016 |A survey of techniques for approximate computing 7009 1.0
2016 |Learning from major accidents to improve system design. 9.1 2.0
2016 |Assessing Dependability with Software Fault Injection: A Survey 7009 1.0
2016 |A Study of Security Isolation Techniques 7009 1.0
2016  |Definitions of predictability for Cyber Physical Systems 7009 1.0
2016 |Process safety indicators, a review of literature. 9.1 2.0
2016 |An Industrial Survey of Safety Evidence Change Impact Analysis Practice 7009 21
2016 |Requirements monitoring frameworks: A systematic review 7009 1.0
2016 |Use Cases for Autonomous Driving 7009 21
2016 |A Survey on Software Fault Localization 7009 1.0
2016 |Engineering Resilience Quantification and System Design Implications: A Literature Survey 7009 1.0
2017 |ISO/IEC/IEEE 12207:2017 Software and systems engineering — Software life cycle process 7009 1.0
2017 |ISO/IEC/IEEE 24765:2017 System and software engineering — Vocabulary 7009 1.0
2017 |The impact of health information technology on patient safety 9.1 2.0
2017 |Toward Artificial Argumentation 7009 21
2017 |Mobile Agents System Security: A Systematic Survey 7009 1.0
2017  |A Survey of Research into Mixed Criticality Systems 7009 1.0
2017 |A Survey of Runtime Monitoring Instrumentation Techniques 7009 1.0
2017 |Reasoning About Confidence and Uncertainty in Assurance Cases: A Survey 7009 1.0
2017 |The FAA and Industry Guide To Product Certification 7009 1.2
2017 |Near-miss management systems and observability-in-depth: Handling safety incidents and accident precursors in light of safety principles 9.1 2.0
2017 |Validity and validation of safety-related quantitative risk analysis: A review 7009 1.2
2017 |An investigation of proposed techniques for quantifying confidence in assurance arguments 7009 2.1
2017 |The application of the Global Trigger Tool: a systematic review . 9.1 2.0
2017 |Patient Safety Learning Systems: A Systematic Review and Qualitative Synthesis 7009 1.1
2017 |Imitation Learning: A Survey of Learning Methods 7009 1.0
2017  |Software Standards and Software Failures: A Review With the Perspective of Varying Situational Contexts 7009 1.1
2017 |Problems with health information technology and their effects on care delivery and patient outcomes: a systematic review. 9.1 2.0
2017 |Hardware-Based Trusted Computing Architectures for Isolation and Attestation 7009 2.1
2017 |A sy ic literature review on methods that handle multiple quality attributes in architecture-based self-adaptive systems 7009 1.0
2017 |Research and development agenda for Learning from Incidents 7009 1.1
2017 Review of Software Behavioral Model Consistency Checking 7009 1.0
2017 |A comparison framework for runtime monitoring approaches 7009 1.0

The 7009X Evidence Base is licensed under CC BY-SA 4.0. To view a copy of this license, visit https://creativecommons.org/licenses/by-sa/4.0/. EB Compiler: Ken Wallace
For further information on this Evidence Base, including Disclaimers, refer to IEEE Standard for Fail-Safe Design of Autonomous and Semi-Autonomous - A Brief Introduction to the Evidence Base.

Page 10of 3


https://www.faa.gov/documentLibrary/media/Advisory_Circular/AC_25_1309-1A.pdf
https://www.hse.gov.uk/offshore/piper-alpha-disaster-public-inquiry.htm
https://doi.org/10.1145/138873.138874
https://doi.org/10.1145/152610.152612
https://esamultimedia.esa.int/docs/esa-x-1819eng.pdf
https://doi.org/10.1007/3-540-60973-3_77
http://www.air.org/sites/default/files/downloads/report/review_of_sel_aviation_0.pdf
https://webstore.iec.ch/publication/1294
https://doi.org/10.1136%2Fbmj.327.7429.1459
https://doi.org/10.1016/S0098-1354(02)00160-6
https://doi.org/10.1016/S0098-1354(02)00161-8
https://doi.org/10.1016/S0098-1354(02)00162-X
https://doi.org/10.1109/TDSC.2004.2
https://doi.org/10.1109/TSE.2004.91
https://doi.org/10.1023/B:TIME.0000045316.66276.6e
https://doi.org/10.1080/10789669.2005.10391123
http://doi.org/10.1016/j.robot.2005.09.004%20
https://www.who.int/publications/i/item/WHO-EIP-SPO-QPS-05.3
https://doi.org/10.1016/j.ssci.2006.08.004
http://www.nap.edu/catalog/11923.html
https://doi.org/10.1016/j.artint.2007.05.001
https://doi.org/10.1017/S0269888908001318
http://doi.acm.org/10.1145/1347375.1347389
https://doi.org/10.1016/j.arcontrol.2008.03.008
https://doi.org/10.1016/j.infsof.2008.12.005
https://doi.org/10.1016/j.eswa.2008.10.027
http://doi.acm.org/10.1145/%201541880.1541882
https://assets.publishing.service.gov.uk/government/uploads/system/uploads/attachment_data/file/229037/1025.pdf
https://www.icheme.org/media/9644/xxi-paper-016.pdf
https://doi.org/10.1145/1592434.1592438
https://doi.org/10.1016/j.strusafe.2008.06.020
https://doi.org/10.1016/j.jlap.2008.08.004
https://doi.org/10.1093/intqhc/mzn057
http://doi.acm.org/10.1145/1516533.1516538
https://doi.org/10.1016/j.infsof.2009.01.004
dx.doi.org/10.1016/j.ress.2008.06.002
https://webstore.iec.ch/publication/5515
https://webstore.iec.ch/publication/5516
https://webstore.iec.ch/publication/5517
https://webstore.iec.ch/publication/5518
https://webstore.iec.ch/publication/5519
https://webstore.iec.ch/publication/5520
https://webstore.iec.ch/publication/5521
https://doi.org/10.1016/j.infsof.2010.03.014
https://ntrs.nasa.gov/citations/20100027427
https://doi.org/10.1504/IJCCBS.2010.036605
https://doi.org/10.1136/jamia.2009.002444
https://doi.org/10.1109/WAINA.2010.78
http://doi.acm.org/10.1145/1670679.1670680
https://doi.org/10.1017/S0269888911000166
http://doi.acm.org/10.1145/2000799.2000800
https://doi.org/10.1016/j.eswa.2010.10.024
https://doi.org/10.1007/s10207-011-0124-7
http://www.rtca.org/
https://doi.org/10.1109/RELAW.2011.6050270
https://doi.org/10.4230/OASIcs.PPES.2011.22
http://dx.doi.org/10.1016/j.jlp.2011.01.011
http://www.iariajournals.org/software/tocv4n34.html
http://doi.org/10.1177/0954410011421717%20
http://dx.doi.org/10.1016/j.ssci.2010.05.012
http://dx.doi.org/10.1016/j.ssci.2010.03.019
https://doi.org/10.1016/j.ssci.2010.12.014
https://www.iso.org/standard/57206.html
https://bea.aero/fileadmin/documents/docspa/2009/f-cp090601.en/pdf/f-cp090601.en.pdf
https:://doi.acm.org/10.1145/2379776.2379778
http://doi.acm.org/10.1145/2187671.2187677
https://doi.org/10.1371/journal.pone.0031125
http://doi.org/10.1109/TSE.2011.103
https://scsc.uk/r116/20:1
https://doi.org/10.1002/pds.3296
https://ac.cto.mil/sse/
http://dx.doi.org/10.1016/j.techsoc.2012.07.002
https://doi.org/10.1109/SAMOS.2012.6404196
https://doi.org/10.1109/IEEESTD.2013.6588537
https://doi.org/10.1109/IEEESTD.2013.6588543
https://doi.org/10.1109/IEEESTD.2013.6588540
https://www.researchgate.net/profile/Mehrdad-Saadatmand/publication/296467453_Run-Time_Monitoring_of_Timing_Constraints_A_Survey_of_Methods_and_Tools/links/56d5a6aa08ae477421151724/Run-Time-Monitoring-of-Timing-Constraints-A-Survey-of-Methods-and-Tools.pdf
http://dx.doi.org/10.1145/2501654.2501665
http://doi.org/10.1002/sys.21228
http://dx.doi.org/10.1016/j.jnca.2012.09.004
https://doi.org10.1177/002029401351047
https://doi.org/10.1016/j.infsof.2013.02.009
https://doi.org/10.1016/j.infsof.2012.06.002
https://www.iso.org/standard/53940.html
https://webstore.iec.ch/publication/1293#additionalinfo
http://dx.doi.org/10.1145/2560033
http://dx.doi.org/10.1016/j.edurev.2014.03.001
https://doi.org/10.1111/1468-5973.12039
https://doi.org/10.1016/j.infsof.2014.03.001
http://dx.doi.org/10.1016/j.sigpro.2013.12.026
https://doi.org/10.1093/qjmed/hcu145
https://doi.org/10.1136/bmjqs-2013-002437
https://doi.org/10.1016/j.engappai.2013.09.018
http://dx.doi.org/10.1016/j.amjsurg.2014.02.006
https://doi.org/10.1136/bmj.f7668
https://doi.org/10.1109/IEEESTD.2015.7106435
https://doi.org/10.1109/IEEESTD.2021.9591574
https://webstore.iec.ch/publication/21886
http://dx.doi.org/10.1016/j.ssci.2015.07.012
http://dx.doi.org/10.1016/j.ress.2014.10.004
https://doi.org/10.1145/2807593
http://dx.doi.org/10.1016/j.engappai.2015.08.006
http://dx.doi.org/10.1016/j.ress.2015.03.008
https://doi.org/10.36001/ijphm.2015.v6i3.2271
http://dx.doi.org/10.1016/j.ssci.2014.02.024
http://dx.doi.org/10.1016/j.ress.2015.07.008
https://doi.org/10.1109/TIE.2015.2417501
http://dx.doi.org/10.1016/j.ress.2015.01.025
https://doi.org/10.1093/intqhc/mzv075
https://onepetro.org/PS/article-abstract/60/08/34/33371/Reporting-and-Recordkeeping-Requirements-Their
http://dx.doi.org/10.1136/bmjqs-2015-004323
http://dx.doi.org/10.1145/2808691
https://doi.org/10.1145/2794381
https://doi.org/10.1016/j.ress.2015.03.007
https://doi.org/10.1111%2F1468-0009.12166
https://doi.org/10.1002/sys.21325
http://dx.doi.org/10.1016/j.ssci.2015.06.012
https://doi.org/10.1109/IEEESTD.2017.8055462
https://doi.org/10.1007/978-3-319-42547-4_10
http://dx.doi.org/10.1016/j.ejor.2015.12.023
https://doi.org/10.3403/30320089
http://dx.doi.org/10.1145/2884781.2884798
https://doi.org/10.3233/978-1-61499-686-6-219
http://doi.org/10.1007/s40747-016-0019-3
https://knowledge.bsigroup.com/products/robots-and-robotic-devices-guide-to-the-ethical-design-and-application-of-robots-and-robotic-systems?version=standard
http://dx.doi.org/10.1136/bmjqs-2015-004596
https://doi.org/10.1371/journal.pmed.1002127
http://dx.doi.org/10.1016/j.jss.2016.05.024
https://doi.org/10.1016/j.ress.2015.08.006
https://shop.theiet.org/code-of-practice-competence-for-safety-related-systems-practitioners
http://dx.doi.org/10.1016/j.jnca.2016.08.002
http://dx.doi.org/10.1145/2933575.2934574
https://doi.org/10.1016/j.aap.2016.08.023
https://doi.org/10.1016/j.infsof.2016.04.002
https://doi.org/10.1145/2893356
http://dx.doi.org/10.1016/j.ssci.2015.11.022
http://dx.doi.org/10.1145/2841425
http://dx.doi.org/10.1145/2988545%0A
https://doi.org/10.1016/j.sysarc.2016.01.007
http://dx.doi.org/10.1016/j.jlp.2015.12.020
https://doi.org/10.1109/TSE.2016.2553032
https://doi.org/10.1016/j.infsof.2016.08.005
https://doi.org/10.1007/978-3-662-48847-8_2
http://doi.org/10.1109/TSE.2016.2521368%0A
https://doi.org/10.1115/1.4034223
https://doi.org/10.1109/IEEESTD.2017.8100771
https://doi.org/10.1109/IEEESTD.2017.8016712
https://doi.org/10.15537/smj.2017.12.20631
https://doi.org/10.1609/aimag.v38i3.2704
http://dx.doi.org/10.1145/3095797
https://doi.org/10.1145/3131347%0A
http://doi.org/10.4204/EPTCS.254.2
https:://doi.org/10.1007/978-3-319-63194-3_5
./The%20FAA%20and%20Industry%20Guide%20To%20Product%20Certification
http://dx.doi.org/10.1016/j.ssci.2016.08.012
https://doi.org/10.1016/j.ssci.2016.08.023
http://dx.doi.org/10.1016/j.ssci.2016.09.014
https://doi.org/10.1093/intqhc/mzw115
http://www.ncbi.nlm.nih.gov/pmc/articles/pmc5357133/
http://dx.doi.org/10.1145/3054912
https://doi.org/10.1109/ACCESS.2017.2738622
https://doi.org/10.1093/jamia/ocw154
https://doi.org/10.1109/TC.2017.2647955
http://dx.doi.org/10.1016/j.infsof.2017.03.013
http://dx.doi.org/10.1016/j.ssci.2016.09.004
http://doi.org/10.1145/3037755
https://doi.org/10.1016/j.jss.2016.12.034
https://webstore.iec.ch/publication/59797
https://webstore.iec.ch/publication/1299
https://doi.org/10.5281/zenodo.13292022
https://creativecommons.org/licenses/by-sa/4.0/
https://orcid.org/0000-0001-7232-0511

7009X Evidence Base

Version: 2.1
2017 _ |Industrial Process Monitoring in the Big Data/Industry 4.0 Era: From Detection, to Diagnosis, to Prognosis 7009 1.0
2017  |Detection and resolution of normative conflicts in multi-agent systems: a literature survey 7009 1.0
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