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Why did we create SATRE?
1. TREs are the future for sensitive/health data research in 
the UK



Why did we create SATRE?

Infrastructure 
choices

Cloud
On-prem

Development models
Community-driven

Commercial

Governance & 
Accreditation

Regulatory requirements
ISO27001, CE+, DSPT...

Risk appetites

2. There are currently a large number of TRE implementations in the UK, 
with many different approaches



Transparency and Openness – Core Principle

Everything was open from the start

All discussions were and continue to be 
public
https://github.com/sa-tre/satre-specification/i
ssues
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A UK-wide Community-Led Specification
• 60+ organisations engaged

• Content, direction and delivery shaped 
by the community
• E.g. Information Governance

• Feature Survey – 105 responses

• 14 Collaboration Cafés

• 25 contributors making direct (GitHub) 
changes to the content

• Public involvement workshops:
• Transparency is a key requirement
• Reflected in SATRE
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What is it?
• A guide on how to build and run a TRE

• Four Pillars
• Information Governance

• Computing Technology

• Data Management

• Supporting Capabilities

• 29 Capabilities
• 160 statements

• 75 mandatory

• Applicable to almost all UK TREs

https://satre-specification.readthedocs.io

https://satre-specification.readthedocs.io/
https://satre-specification.readthedocs.io/


Evaluation: Scoring system
Statements are either

Mandatory
Recommended
Optional

Each statement is scored
0 – requirement not met
1 – sufficient (could be better)
2 – satisfied
N/A – not applicable

TREs should score 1+ on mandatory statements
1 or 2: An optional way to identify improvements/gaps





Example (HIC-TRE)

Section: Information governance
Item: 1.5.3
Statement: You must have a set of services 
to manage access to resources based on 
identity.
Guidance: This will include a security model 
for role based access with technical controls 
to ensure the principle of least privilege is 
enforced.
Importance: Mandatory

HIC-TRE
Score: 2
Response: Identity 
management, Active 
Directory, Keycloak



Example (HIC-TRE)

Section: Data management
Item: 3.1.2
Statement: You should keep records of data 
handling decisions.
Guidance: Decisions that are made as part of 
the process discussed above should be 
recorded and made available for inspection 
by all stakeholders.
Importance: Recommended

HIC-TRE
Score: 1
Response: Everything 
is in project 
management system. 
Could make it easier 
to search old 
decisions. 



How is SATRE being adopted in the UK?

Scotland: All Scottish TREs 
are evaluating themselves 
against SATRE

England: SDE network using 
SATRE as a baseline

Involvement of the community from the beginning 
means everyone feels ownership of SATRE

• Open discussions ensure transparency and 
trust

• Public engagement reassures data controllers

Industry: Several commercial TRE providers 
are using SATRE



Supporting ENTRUST
SATRE

• A robust reference point for comparison
• May or may not be ideal for European environment(s)
• Relatively quick to apply to identify requirements & capabilities

• Help provide bounds for the blueprint plans
• What capabilities exist within consortium?

• A good test of SATRE in a new community
• Identify improvements



Links

SATRE specification
https://satre-specification.readthedocs.io

GitHub organisation
https://github.com/sa-tre

Specification on GitHub
https://github.com/sa-tre/satre-specification
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www.eosc-entrust.eu /company/eosc-entrust@eosc_entrust


