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Details on PID Policy
Expectations
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Current Collaboration Blueprint



Three threads …

The PID Policy and Implementation Task Force (PID TF) is dedicated to identify the gaps in 
the PID ecosystem that has been mentioned in the current SRIA version, especially to 
highlight mature and recognised PID infrastructures for emerging resource types, to 
standardise the PID graph, to integrate PIDs into FAIR data management, and to address PIDs 
and sensitive data (among others). It will provide different kinds of recommendations on PIDs 
management and will set up criteria and certification of PIDs
. 

The Compliance Assessment Toolkit will support the EOSC PID policy with services to 
encode, record, and query compliance with the policy. It delivers a conceptual model for 
assessment together with vocabularies, API services, and user interfaces whereby actors 
can assess compliance with PID policy applicable to their context.

● Setting up a coordination mechanism for EOSC PID service providers
● Ensuring end user needs are met when the EOSC PID landscape and solutions are 

developed
● Ensuring alignment with EOSC policies and architecture of the PID infrastructures
● Delivering support instruments for facilitating uptake (best practices, assessment 

toolkit, user documentation).



ABCD..FG..X..Z

Knowledge Base

fg

Process

ABCD…

abcd…

Hugo, W., Steinhoff, W., Turner, 

D., Buys, M., & Zamani, T. 

(2023). D2.1 Compliance 

Assessment Specification. 

Zenodo. 

https://doi.org/10.5281/zenod

o.10067253 

European Commission, 

Directorate-General for 

Research and Innovation, 

Hellström, M., Heughebaert, A., 

Kotarski, R., et al., A Persistent 

Identifier (PID) policy for the 

European Open Science Cloud 

(EOSC), Publications Office, 

2020, 

https://data.europa.eu/doi/10.

2777/926037  

fg

abcd…

xyz

Work in Progress: FAIR-IMPACT 

WP3

Community Expectations

Use Cases

Workflows

PID Policies

Best Practices

Best Practices

Work in Progress: FAIR-IMPACT 

WP3, FC4E WP2

PID Knowledge Base 

integrated with CAT

Testing
Services

Guidance

Custom 
Policies

https://doi.org/10.5281/zenodo.10067253
https://doi.org/10.5281/zenodo.10067253
https://data.europa.eu/doi/10.2777/926037
https://data.europa.eu/doi/10.2777/926037


Compliance Assessment 
Toolkit
EOSC PID Policy compliance for all actors in the 
ecosystem.
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Conceptual Model
EOSC PID Policy Mapping to the Model
Knowledge Base Development



Entities (Actors and Roles)
The actors in the PID ecosystem are related in 
specific ways, and this is already partly captured by 
the EOSC PID Policy. FC4E has made some specific 
recommendations for amendments and extension 
of the actor definitions, and this is being refined in 
F-I WP3.

Introduce the concept of a ‘PID Stack’:

Scheme Standards Body Authority MPA Provider Manager

Handle IETF DONA DOI Foundation DataCite Zenodo

Handle IETF DONA DOI Foundation DataCite DANS

Handle IETF DONA DOI Foundation IGSN e.g GeoScience Aus

Handle IETF CNRI DOI Foundation CrossRef …

URN IETF URN:NBN N/A URN:NBN-NL KB



Realisation 
(Criteria)

Motivations 
(Principles, Objectives)

Implementations (Metrics, Benchmarks, Assessment)

Elaboration (Best Practice, Guidelines, …)

Full Story

https://docs.google.com/presentation/d/1RiDsImztkip30DOURXfuXbBIZwprNjFDnT-gYvD2Ii0/edit?usp=sharing


Principles, Criteria, Metrics, and Benchmarks
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Criteria and Actors
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Tests
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Guidance
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Detailed guidance for Managers being developed by FAIR-IMPACT Task 
3.3, available end May 2024



Compliance Assessment 
Toolkit
EOSC PID Policy compliance for all actors in the 
ecosystem.
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Workflows, Use Cases, Best Practices, Entities, …

(René van Horik, Wim Hugo, DANS)



12

Use Cases, PID Stacks, and Desirable Features
Analysis of the landscape to generate a structured body of knowledge

Reference copy

https://atlas.mindmup.com/scientilla/f43_4_1_pid_essential_elements/index.html
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Use Cases, Elements, and Workflows



Research Life 
Cycle Activities

Grant Application 
Processes

Research Execution 
Processes

Curation, Publication,  
and Preservation 

Processes

Contextualisation and 
Compliance Processes

Value Addition and 
Reuse

Search and 
Discovery Processes

Citation and 
Attribution

Reporting, Monitoring, 
and Evaluation 

Processes

Domain
Workflows 

and 
Protocols

Research Management 
Processes

Record of 
Research Activity
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Entities Currently being integrated with FABIO

https://sparontologies.github.io/fabio/current/fabio.html#toc
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Stakeholders



Compliance Assessment 
Toolkit
Best Practices for Managers
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Sources of Best Practice
• EOSC PID Policy

• FAIR-IMPACT
• Review of Data and PID Policies 

(National, Institutional)

• RDA Outputs and 
recommendations

• Review of PID Stack 
documentation (recommended 
practices from providers, …)

• Published use of PIDs in 
workflows and specific use 
cases

Elements, 
Characteristics, and 

Attributes of PID 
Stacks

Workflows, Use 
Cases, and Benefits 

of PIDs

Best Practices: 
Authorities

Best Practices: 
Providers and 

Agencies

Best Practices: 
Managers

Best Practices: 
Owners

Institutional and National Policy Advice

https://atlas.mindmup.com/scientilla/f43_4_1_pid_essential_elements/index.html
https://atlas.mindmup.com/scientilla/f43_4_1_pid_essential_elements/index.html
https://atlas.mindmup.com/scientilla/f43_4_1_pid_essential_elements/index.html
https://atlas.mindmup.com/scientilla/f43_4_1_pid_essential_elements/index.html


• EOSC PID Policy

• FAIR-IMPACT
• Review of Data and PID Policies 

(National, Institutional)

• RDA Outputs and 
recommendations

• Review of PID Stack 
documentation (recommended 
practices from providers, …)

• Published use of PIDs in 
workflows and specific use 
cases

Elements, 
Characteristics, and 

Attributes of PID 
Stacks

Workflows, Use 
Cases, and Benefits 

of PIDs

Best Practices: 
Authorities

Best Practices: 
Providers and 

Agencies

Best Practices: 
Managers

Best Practices: 
Owners

Institutional and National Policy Advice

Focus on mainstream, 
object-referencing 

identifiers. Many use cases 
require PIDs that have 

different characteristics and 
features

Sources of Best Practice

https://atlas.mindmup.com/scientilla/f43_4_1_pid_essential_elements/index.html
https://atlas.mindmup.com/scientilla/f43_4_1_pid_essential_elements/index.html
https://atlas.mindmup.com/scientilla/f43_4_1_pid_essential_elements/index.html
https://atlas.mindmup.com/scientilla/f43_4_1_pid_essential_elements/index.html


Elements, Characteristics and Attributes of PID Stacks

This inventory and classification is 
in development by the 
FAIR-IMPACT project. It 
consolidates the expectations of 
the community, assertions and 
features advertised by PID Stacks, 
and the content of the EOSC PID 
Policy into a multi-level hierarchy.

Live version

https://atlas.mindmup.com/scientilla/f43_4_1_pid_essential_elements/index.html


Compliance Assessment 
Toolkit
Design

21
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Main 
Components 
and Services



Compliance Assessment 
Toolkit
Demonstration
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FAIRCORE4EOSC Compliance Assessment Toolkit 

24

 landscape of compliance 
assessment

An easy to use Toolkit to measure compliance (ex. with PID Policy - 1st version) based 
on the results of  Conceptual Model (definitions, relationships)  

 set of definitions for the concepts 
involved and the relationships 
between them
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Compliance Assessment Toolkit for EOSC: a set 
of concepts,  accessible via APIs, and supported 
by user interfaces via the APIs. 

The Compliance Assessment Toolkit will support 
the EOSC PID policy with services to encode, 
record, and query compliance with the policy. To 
do so, a wide range of compliance requirements ( 
TRUST, FAIR, PID Policy, Reproducibility, GDPR, 
Licences) have been  evaluated as use cases for 
definition of a conceptual model.

CAT at a glance 



The Fundamentals 

Users: The user that is using the Service  

Actors: Different actors that perform specific actions on behalf of 
the Organization they belong to. 

Validations: Request to be a specific type of actor on behalf of 
your Organization 

Assessment : Assess and document the current state of 
compliance of your object based on rules extracted from  the 
policy you want (ex. the PID Policy) 

Roles: The different types of Roles the user can have in the 
Service (Identified, Validated)  

Subject : The subject that the User wants to access  (service, 
infrastructure , url etc) 

Template of assessment: A way to create different types of 
assessments based on specific policies (using principles, criteria, 
tests) , on specific actors and on compinatioon. 
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The Connections 

Users: The user that is using the Service  

Actors: Different actors that perform specific actions on behalf of 
the Organization they belong to. 

Validations: Request to be a specific type of actor on behalf of 
your Organization 

Assessment : Assess and document the current state of 
compliance of your object based on rules extracted from  the 
policy you want (ex. the PID Policy) 

Roles: The different types of Roles the user can have in the 
Service (Identified, Validated)  

Subject : The subject that the User wants to access  (service, 
infrastructure , url etc) 

Template of assessment: A way to create different types of 
assessments based on specific policies (using principles, criteria, 
tests) , on specific actors and on compination. 

● Follows the assessment methodology (principles, criteria, tests) 
● Json schema to support the relationships of the principles, criteria, tests 
● Library of different types of tests 

○ binary,  value
○ working on automated tests (fetching results from external sources) 

● Benchmarks, metrics supporting the calculation of required results. 

Assessments 

● Everyone can log in (identified) 
● Multiple validation requests 

○ different actors
○ different organizations 

Requirement for an assessment 

Validations  

● Different types of actors based on PID Policy
● A user can request different types  actors

Requirement for a validation

Actors  

27



A user
logins 
via AAI

The User Experience
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A user
logins 
via AAI

Identified 

automatically 
gets the role

The User Experience
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A user
logins 
via AAI

Identified 

automatically 
gets the role

id:c0f15711b0f26749734
003ca3c….194f5819@einf
ra.grnet.gr
Type: Identified
Registered on: 
2023-07-02T14:48:28.000
+03:00

Profile

The User Experience
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A user
logins 
via AAI

Identified 

automatically 
gets the role

id:c0f15711b0f26749734
003ca3c….194f5819@einf
ra.grnet.gr
Type: Identified
Registered on: 
2023-07-02T14:48:28.000
+03:00

Profile

requests a validation

The User Experience
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A user
logins 
via AAI

Identified 

automatically 
gets the role

id:c0f15711b0f26749734
003ca3c….194f5819@einf
ra.grnet.gr
Type: Identified
Registered on: 
2023-07-02T14:48:28.000
+03:00

Profile

requests a validation

on behalf of an Organization 

as a specific type of Actor

The User Experience
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A user
logins 
via AAI

Identified 

automatically 
gets the role

id:c0f15711b0f26749734
003ca3c….194f5819@einf
ra.grnet.gr
Type: Identified
Registered on: 
2023-07-02T14:48:28.000
+03:00

Profile

requests a validation

on behalf of an Organization 

as a specific type of Actor

PID Standards Body
PID Authority
PID Service Provider
Multi-Primary Administrator
PID Manager
PID Owner
End User
Compliance Monitoring
PID Scheme

Actor options 

The User Experience
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A user
logins 
via AAI

Identified 

automatically 
gets the role

id:c0f15711b0f26749734
003ca3c….194f5819@einf
ra.grnet.gr
Type: Identified
Registered on: 
2023-07-02T14:48:28.000
+03:00

Profile

requests a validation

on behalf of an Organization 

as a specific type of Actor

validation is moderated by 
the administrators 

Admin 

PID Standards Body
PID Authority
PID Service Provider
Multi-Primary Administrator
PID Manager
PID Owner
End User
Compliance Monitoring
PID Scheme

Actor options 

The User Experience
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A user
logins 
via AAI

Identified 

automatically 
gets the role

id:c0f15711b0f26749734
003ca3c….194f5819@einf
ra.grnet.gr
Type: Identified
Registered on: 
2023-07-02T14:48:28.000
+03:00

Profile

requests a validation

on behalf of an Organization 

as a specific type of Actor

validation is moderated by 
the administrators 

Name: Bob
Surname: Loran 
Email: bob@org.net
id:c0f15711b0f267497
3…….@einfra.grnet.gr
Type: Validated 
Registered on: 
2023-07-02T14:48:28.0
00+03:00

Position: Project Manager
Actor:  PID Manager 
Organization: Youth Repository 
Organization type: 
Organization website: 
www.org.net

Profile

Validation 1
Position: Project Manager
Actor:  PID Authority  
Organization: MyPID 
Organization type: 
Organization website: 
www.mypid.net

Validation 2

Validated 

Admin 

PID Standards Body
PID Authority
PID Service Provider
Multi-Primary Administrator
PID Manager
PID Owner
End User
Compliance Monitoring
PID Scheme

Actor options 

The User Experience
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A user
logins 
via AAI

automatically 
gets the role

requests a validation

Identified 

Admin 

validation is moderated by 
the administrators 

The User Experience / In Action
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A user
logins 
via AAI

Name: Bob
Surname: Loran 
Email: bob@org.net
id:c0f15711b0f267497
3…….@einfra.grnet.gr
Type: Validated 
Registered on: 
2023-07-02T14:48:28.0
00+03:00

Position: Project Manager
Actor:  PID Manager 
Organization: Youth Repository 
Organization type: 
Organization website: 
www.org.net

Profile

Validation 1
Position: Project Manager
Actor:  PID Authority  
Organization: MyPID 
Organization type: 
Organization website: 
www.mypid.net

Validation 2

Validated 

The Assessment Experience 
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A user
logins 
via AAI

Name: Bob
Surname: Loran 
Email: bob@org.net
id:c0f15711b0f267497
3…….@einfra.grnet.gr
Type: Validated 
Registered on: 
2023-07-02T14:48:28.0
00+03:00

Position: Project Manager
Actor:  PID Manager 
Organization: Youth Repository 
Organization type: 
Organization website: 
www.org.net

Profile

Validation 1
Position: Project Manager
Actor:  PID Authority  
Organization: MyPID 
Organization type: 
Organization website: 
www.mypid.net

Validation 2

Validated 

manages his subjects 

The Assessment Experience 
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A user
logins 
via AAI

Name: Bob
Surname: Loran 
Email: bob@org.net
id:c0f15711b0f267497
3…….@einfra.grnet.gr
Type: Validated 
Registered on: 
2023-07-02T14:48:28.0
00+03:00

Position: Project Manager
Actor:  PID Manager 
Organization: Youth Repository 
Organization type: 
Organization website: 
www.org.net

Profile

Validation 1
Position: Project Manager
Actor:  PID Authority  
Organization: MyPID 
Organization type: 
Organization website: 
www.mypid.net

Validation 2

Validated 

manages his subjects creates an assessment 

private 
public 

The Assessment Experience 
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A user
logins 
via AAI

Name: Bob
Surname: Loran 
Email: bob@org.net
id:c0f15711b0f267497
3…….@einfra.grnet.gr
Type: Validated 
Registered on: 
2023-07-02T14:48:28.0
00+03:00

Position: Project Manager
Actor:  PID Manager 
Organization: Youth Repository 
Organization type: 
Organization website: 
www.org.net

Profile

Validation 1
Position: Project Manager
Actor:  PID Authority  
Organization: MyPID 
Organization type: 
Organization website: 
www.mypid.net

Validation 2

Validated 

manages his subjects creates an assessment 

As a specific actor 
(validations) 

for a specific subject 

private 
public 

The Assessment Experience 
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A user
logins 
via AAI

Name: Bob
Surname: Loran 
Email: bob@org.net
id:c0f15711b0f267497
3…….@einfra.grnet.gr
Type: Validated 
Registered on: 
2023-07-02T14:48:28.0
00+03:00

Position: Project Manager
Actor:  PID Manager 
Organization: Youth Repository 
Organization type: 
Organization website: 
www.org.net

Profile

Validation 1
Position: Project Manager
Actor:  PID Authority  
Organization: MyPID 
Organization type: 
Organization website: 
www.mypid.net

Validation 2

Validated 

manages his subjects creates an assessment 

As a specific actor 
(validations) 

for a specific subject 

get the results 

private 
public 

The Assessment Experience 
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manages his subjects creates an assessment 

As a specific actor 
(validations) 

for a specific subject 

private 
public 

A user
logins 
via AAI

automatically 
gets the role

The Assessment Experience / In Action 
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based on templates 

tests

criteria

principles

● binary
● value
● automated tests 

PID Policy

PID Owner

Type

Actors

Type

Actors

schema validated 

metrics

The Assessment Experience / In Action 
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Here you will see the 
list of validated actors 
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The Assessment Experience / In Action 
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The Assessment Experience / In Action 
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The Assessment Experience / In Action 
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The Assessment Experience / In Action 



The Core: Assessment In Action / Guidance  
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The Core: Assessment In Action 

Here is the main bar of information 

From here you can see the final result of the 
assessment 

The actual Ranking

And will you are typing you get informed about 
the number of mandatory and optional 
remaining criteria 



Technologies Used 
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UI
AUTH

SERVER
APIUI

https://cat.argo.grnet.gr/ https://api.cat.argo.grnet.gr/

https://fc4e-cat.github.
io/fc4e-cat-doc/ 

https://fc4e-cat.github.io/fc4e-cat-doc/
https://fc4e-cat.github.io/fc4e-cat-doc/
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Test and send us your feedback 
Test the service Send Feedback

https://forms.gle/gmCr1xhv7VbK4GAF9 https://cat.argo.grnet.gr 

https://forms.gle/gmCr1xhv7VbK4GAF9
https://cat.argo.grnet.gr


New Features / Ideas - Next Steps 

● Give the ability to users to create their own Policy and associated templates
○ Support templates of policies 
○ Either copy an existing one 
○ Create a new one based on a library of principles, metrics, tests

● More Guidance 
○ General Guidance 
○ Help topics menu

● Use of a Vocabulary service 
● Support a Providers Registry 
● Monitor the PID ecosystem → coming next :) 
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Next Steps 



Compliance Assessment 
Toolkit
Automated Monitoring of the PID Ecosystem
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Automated Monitoring: Link Rot Checker Specification
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Eve, M. P., (2024) “Digital Scholarly Journals Are Poorly Preserved: A Study of 7 Million Articles”, Journal of Librarianship and 
Scholarly Communication 12(1). doi: https://doi.org/10.31274/jlsc.16288

Klein M, Van de Sompel H, Sanderson R, Shankar H, Balakireva L, Zhou K, et al. (2014) Scholarly Context Not Found: One in Five 
Articles Suffers from Reference Rot. PLoS ONE 9(12): e115253. https://doi.org/10.1371/journal.pone.0115253

https://doi.org/10.1371/journal.pone.0115253
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Enquiries: Anu Märkälä (CSC) <anu.markala@csc.fi> (Programme Office)

Testing CAT: Themis Zamani (GRNET) <themis@admin.grnet.gr >

Using CAT, Policy Alignment, Model, Survey: Wim Hugo (DANS) <wim.hugo@dans.knaw.nl>

mailto:anu.markala@csc.fi
mailto:themis@admin.grnet.gr
mailto:wim.hugo@dans.knaw.nl

