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Who is responsible for IRUS-UK? 

• Funded by Jisc 

• Team Members: 

– Jisc – Service Management & Host  
– Cranfield University – Service Development & Maintenance 
– Evidence Base, Birmingham City University – User Engagement & Evaluation 

Bringing together key 

repository services to 

deliver a connected 

national infrastructure to 

support OA 



What is IRUS-UK? 

A national aggregation service for UK Institutional Repository Usage Statistics: 

• Collects raw download data from UK IRs for *all item types* within repositories 

• Processes raw data into COUNTER-conformant statistics - so produced on the same 
basis as ‘traditional’ scholarly publishers 



About COUNTER 

• Counting Online Usage of Networked Electronic Resources 
– an international initiative serving librarians, publishers and 

intermediaries 
– setting standards that facilitate the recording and reporting of 

online usage statistics 
– consistent, credible and comparable 

• COUNTER Codes of Practice: 
– Release 4 of the COUNTER Code of Practice for e-Resources 

• Books, databases , journals and multimedia content 

– Release 1 of the COUNTER Code of Practice for Articles 
• Journal articles 

• The Codes specify: 
– How raw data should be processed into statistics 

– How statistics reports should be formatted and delivered 

 
 

https://www.projectcounter.org/code-of-practice-sections/general-information/
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The Tracker Protocol 

• To enable repositories to participate in IRUS-UK a small piece 
of code is added to repository software, which employs the 
‘Tracker Protocol’ 
– http://irus.mimas.ac.uk/documents/TrackerProtocol-V3-2017-03-

22.pdf   

– Patches for DSpace (4.x,5.x,6.x) and Plug-ins for Eprints (3.2-3.3.x) 

– Implementation guidelines for Fedora 

– Implementations developed for PURE portal and figshare 

• The Tracker Protocol was devised in collaboration with and is 
endorsed by COUNTER 

• Gathers basic data for each raw download and sends to IRUS-
UK server 
– Raw download data is stored in daily logfiles before being processed 

and ingested into IRUS-UK database 
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IRUS-UK ingest procedures 

• The IRUS-UK daily ingest follows processing rules specified in 
the COUNTER Code of Practice 
• Processes entries from recognised IRs 
• Sorts and filters entries following COUNTER rules to remove 

robot entries using the COUNTER User Agent Exclusion List 
– regarded as a minimum requirement for excluding bots, etc. 

• Filters entries using additional IRUS-UK filters 
• Filters entries by applying the COUNTER 30 second double-

click rule 
• Consolidates raw usage data for each item into daily statistics 
• At the end of each month, daily statistics are consolidated into 

monthly statistics 
 

https://github.com/atmire/COUNTER-Robots


Robots & rogue usage – IRUS-UK current approach 

• As stated, the COUNTER Robot Exclusion list is a minimum 
requirement for eliminating robots and rogue usage 
– It worked well for traditional scholarly publishers with resources behind 

a subscription barrier 
– As we move to an OA world and newer players – repositories – more 

needs to be done 
• So in addition IRUS-UK: 

– excludes several IP ranges that are associated with some known robots 
and spiders, which don’t identify themselves in their User Agent string 

– And based on several years of empirical evidence: 
• exclude downloads from IP addresses with 40+ downloads in a day 
• Exclude downloads from IP address/User Agent where a single item is 

downloaded 10+ times a day 
• Though we are aware that more can still be done 

• More on robots later, but next a diagrammatic summary 
of the ingest . . . 
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Monthly-Update yyyy-mm 
Consolidate daily stats for yyyy-mm 
into monthly stats (required 
COUNTER granularity) and update 
Monthly Stats table 
 
Consolidate daily stats for yyyy-mm 
into monthly summary stats and 
update Monthly Summary Stats 
table (for performance in UI) 
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Viewing/retrieving IRUS-UK statistics 

• Web User Interface - The IRUS-UK Portal 

– Access currently behind Shibboleth authentication/authorisation  

– Wide range of views, slicing and dicing stats from the IRUS-UK database 

– Reports available for download as TSV/CSV/Excel spreadsheet files 

• SUSHI service 

– XML SOAP service 

– for more info see: http://www.niso.org/workrooms/sushi/   

• SUSHI Lite API 

– Under development by the NISO SUSHI Lite Technical Report Working 
Group (http://www.niso.org/workrooms/sushi/sushi_lite/)  

– Allows retrieval of stats reports and snippets as JSON to be embedded into 
Repository (and other) web pages, or ingested into other services 

– Example client: http://www.irus.mimas.ac.uk/api/sushilite/v1_7/Client/  
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IRUS-UK: Home 



IRUS-UK: Repository Report 1 



IRUS-UK: Item Report 1 



What next – COUNTER and IRUS-UK? 
• IRUS-UK follows the COUNTER Code of Practice for its ingest . . .  

• But reports we produce are not covered by the existing R4 
– So, they are COUNTER-like rather than official reports 

– We are COUNTER-conformant rather than COUNTER-compliant 

• We’ve worked with COUNTER and the COUNTER auditors to define 
requirements for additional reports to cater for 
– Repositories and other new services 

– An OA landscape 

• COUNTER has developed a new R5 Code of Practice, which comes 
into force in 2019 
– Simplifies and harmonises reporting requirements 

– Fewer reports with increased flexibility 

– Integrates requirements for repositories 

• We will undergo an official audit and become COUNTER-compliant 
in 2019 

https://www.projectcounter.org/code-of-practice-five-sections/abstract/


What next – COUNTER and robots? 

• Static lists of IPs and UAs, while useful to a certain extent, 
are not sufficient to eliminate ‘bad’ robots and rogue usage 

• A better approach is to look at dynamic filtering based on 
observed behaviour of IPs and UAs  

• The COUNTER Robots Working Group 
– Working to identify the most practical and generally applicable robot 

detection techniques  

– Attempting to determine and agree various thresholds for 
elimination of non-human usage (with a justifiable statistical basis) 

• Caveat: At certain levels of activity machine/non-genuine 
usage is practically indistinguishable from genuine human 
activity. 

• COUNTER intends to incorporate the results of this work into 
the R5 Code of Practice 

 

 
 



IRUS-UK: other services and pilots 

• Other statistics services we run: 
– IRUS-CORE  

• CORE’s “mission is to aggregate all open access research outputs from 
repositories and journals worldwide and make them available to the public.” 

– IRUS-OAPEN 
• The OAPEN Library contains freely accessible academic books, mainly in the 

area of humanities and social sciences. OAPEN works with publishers to 
build a quality controlled collection of open access books, and provides 
services for publishers, libraries and research funders in the areas of deposit, 
quality assurance, dissemination, and digital preservation. 

– IRUS-UvA 
• University of Amsterdam’s repository DARE 

• Statistics pilots: 
– IRUS-USA 

– IRUS-ANZ, coming soon! 
 

https://core.ac.uk/
http://www.oapen.org/home


IRUS-UK: involvement and collaboration 

• We’re actively involved in: 
– COUNTER 

• Executive Committee, Technical Advisory Group, Robots Working 
Group 

– NISO SUSHI Committee 

– OpenAIRE Usage Statistics 
• Our API feeds into the (coming soon) OpenAIRE OA stats 

dashboard 

– COAR Interest Group on Usage Data and Beyond 
• https://www.coar-repositories.org/activities/repository-

interoperability/usage-data-and-beyond/  
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Contacts & Information 

IRUS-UK web site: 

– http://irus.mimas.ac.uk/  

Contact IRUS-UK:  

– irus@jisc.ac.uk 

– @IRUSNEWS 

COUNTER web site: 

– http://www.projectcounter.org/ 

Contact COUNTER:  

– http://www.projectcounter.org/contact.html  

– @projectCOUNTER 
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