![](data:image/jpeg;base64,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)![](data:image/jpeg;base64,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)

Software Risks for Critical Infrastructure towards 2040: Dataset: Highlighted Comments and Revised Statements

|  |  |  |
| --- | --- | --- |
| **C. Loureiro-Koechlin** Lancaster University | **L. Dennis** University of Manchester | **C. A. F. A. Weir** Lancaster University |

Copyright © 2024 Lancaster University, University of Manchester

**2 September 2024**

# Introduction

This document was created by the researchers as part of the Delphi Study. It contains the anonymised participant comments on each statement from the Round 1 report, along with the rewritten statements for the next version of the report.

# What is CNI?

1. **Definition of CNI**: Definitions of CNI have varied considerably, from ‘sufficient infrastructure to recover from nuclear attack’ in the UK in the 1950s, to ‘anything politically sensitive’ as appears to be current in the USA; definitions vary as technology changes. The current official UK definition is of services in thirteen sectors where incidents could lead to major loss of life, casualties, economic or social impacts; or impact national security or state functioning[[1]](#footnote-2). Much of CNI is in the private sector, and services making up the supply chain to CNI are therefore themselves critical.

|  |
| --- |
| * Definitions of CNI vary constantly. New things are being added than taken away. * CNI is driven by issues and or events which are critical of ministers. * CNI - what we expect and rely upon and changes constantly. Currently it is network technology, in the future it could be networks information systems. * The text does not describe, explain what CNI is. The CNI description should come before discussion of technology and systems. We should also look at other countries’ descriptions. * CNI should be defined as series of interlinked functions as opposed to static sectors. * The list of sectors is not good. Organisations part of CNI supply chain are not classified as CNI but their failure can have significant impact. * CNI definition should be dynamic not static. * Debate/Conflict between how much do we include in CNI definition and the impracticality to manage, regulate, etc. wider definitions. * In the US CNI is mostly in the private sector. However the most important/dominant ones are public sector and should get more attention. |

1. **Longevity of software**: much CNI software and infrastructure is long lived: up to many decades. It is hard to preserve developer knowledge over those timeframes; that and safety concerns can hinder modernisation and the removal of vulnerabilities.

|  |
| --- |
| * Longevity of Software hinders modernisation. * Software is not as hard to change as hard infrastructure. Not updating software is a choice. Reasons can be safety or other development reasons. * Longevity of Software should go first in the list. * Today there are more programming languages than we had 50 years ago, but we are still using those old languages like Cobol. Software lifespan is between 40 and 50 years. * Well-designed software can be maintained for a long period of time. * Depends on functionality, but Software, by nature, is not static. It is/should be easily updated and modified. * People are aware of vulnerabilities, so new iterations are needed to remove weaknesses. * Any type of knowledge is hard to preserve if there is not proper management change/control. |

1. **Commercial drivers**: CNI are operated by public and private sector organizations; commercial visions may impact technology strategies and their implementation. However, innovation is mainly led by government discourse, often through spin out companies of people that understand CNI.

|  |
| --- |
| * Industry isn’t that influential - it is hard to share tacit knowledge about CNI. * Legacy systems demonstrate little to no influence of industry innovation. * Industry is driven by innovation. Industry innovation should be promoted. * Industry Visions/innovations are derived from Government discourse. * Industry innovate in response to government prompts. Innovation -> State driven. * Industry in CNI are not innovators. Lack of accountability -> Lack of Commercial Drivers. * Innovation comes from people who understand CNI. E.g. CNI Spin Outs. * In CNI there are issues more important/essential than commercial drivers |

1. **Use regulation to coordinate CNI response to risk**: Organisations in highly regulated sectors, such as nuclear, energy and health, work together with government to provide regulatory bodies, forming an industry consensus on defining their response to risks.

|  |
| --- |
| * Regulation drives, or at least guides or steers. Some operators are conservative and wait for clear signalling to invest. They do not want to move until the regulation is clear, e.g. to not waste money. * Standards are reached by Industry consensus. Some government people might participate but it is an Industry-led thing. However, regulations are needed because Industry cannot be trusted to work on its own on everything and because some agents might try to subvert the rules. * Most Industry sectors prefer to wait for government to regulate so they do not make mistakes and get penalised. An exception would be cybersecurity where they are being more proactive as they understand issues better. * Regulation is a two-way communication where government tell industry their expectations but where industry also proactively goes to the government to speak. * Sometimes standards can clash with commercial drivers/interest of stakeholders, no one wants to take the risk. Government is needed to intervene and regulate. * However more important than regulation is the nature of CNI. CNI cannot fail. Its demand is inelastic. So anything is done, at any cost, to keep it floating. Even at the expense of the stakeholders (?). * Commercial sector waits (needs?) to be regulated. CNI are almost self-regulating. They do not wait for regulation. They know what is at stake. Integrity rather than commercial interests. * Risk of regulatory Infraction is considered Top Risk. * Straightforward, formal compliance to regulation does not do much for resilience improvement. * Outcome based response to regulation - understand letter and spirit of regulation. Stay ahead of the game. * In the west not everyone understand the law and not necessarily everyone has to fulfil it. CNI is compliance-led and not as proactive as expected. * Nuclear is proactive in understanding where innovation might happen and what the regulator needs to do about it. * It varies across sectors. * CNI is fairly regulated. * Does not agree with “Only” in Only Respond to Regulation. It depends on the nature of CNI. There is security awareness and implementation of mitigations in telecommunications for example. |

# Expert Forecasts - Trends

The experts identified a range of trends affecting the potential for major incidents related to software, as follows.

1. **IoT and other next generation technologies**: by 2040 there will be extensive use of Internet of Things (IoT) technology such as smart sensors and edge sensors, as well as Digital Twin and Cloud based technologies. Rates of adoption will vary by sector; for example, transport is already adopting all of these technologies, whereas utilities and nuclear will take much longer.

|  |
| --- |
| * Difficult to predict what we will be talking about in 2040. Advanced can be defined differently depending on the sector. In nuclear tech from mid 90s could be considered new. In others much less, but there will always be a lag. It could be that by 2040 we are still talking about digital twins and cloud technologies but that would be because of the decisions we make now. * IoT is coming and growing, we will have to deal with it. * Definitely. We are already doing it in transport. It would be true in 2040 maybe before that. * IoT is already here. * Don’t know about Digital Twins. We need to provide examples of use in CNI. * It will increase. Not sure how much especially for traditional infrastructure where things might not be that different by 2040. |

1. **System complexity and interconnectivity**: by 2040, CNI systems will have increased software complexity and interconnectivity, though less so in highly regulated sectors. This will make it more difficult to understand the complex sociotechnical interactions involved and will in some cases make systems more vulnerable to human error and to attacks.

|  |
| --- |
| * It would be true if we look broadly across the sectors but for certain sectors like nuclear it will not. Failures in security/safety have significant consequences. * Do not agree with “increased complexity”. Don’t think complexity will go up that much. Regulators would not accept something if they do not understand it. * Yes, and we will be more vulnerable in terms of human error and attacks. * Complexity and interconnectivity might make things easier to design and manage if we outsource it, but difficult to understand. * Systems are already complex and interconnected sociotechnical assemblages. Wording: are we suggesting things are not going now but will in 2040? Those things are already happening. Wording: Systems. We need to use the word systems to set out boundaries so we can talk about them but in reality there are no boundaries. * Complexity increases as more disciplines need to work together in areas in which they are not experts. IT and cyber working in engineering settings. Building IT systems for OT. * Yes but a lot of these risks can be avoided with proper engineering/design. * Systems that are not designed to work together form a complex system that people don’t understand. * Should not be that difficult if we put in place effective management processes. * Systems will be a bit more difficult but there will not be a huge difference. * Software dominates the reliability agenda and complexity and interconnectivity drives the agenda. |

1. **Increase in digitisation**: Towards 2040, most infrastructure will become software-controlled, to simplify control, increase efficiencies, decrease costs, and provide data accessibility.

|  |
| --- |
| * Not sure if it would be software or software controlled hardware. What is the definition of software nowadays? Also, wording Systems are something different. Use “Infrastructure”? * Yes, but it is not necessarily that conclusive. Digitalization will come with increased deployment of physical systems and with new mechanisms of simplification and management. * Not an expert in these systems but I understand why CNI strategy would be to move towards more digitalisation. * Clarify what “physical space” is? The statemen suggest digitalisation is a mechanism to free space. Could be true for transport for example, but not for many others. |

1. **Decentralisation of services**: Towards 2040, digitisation will enable decentralisation of the operation and delivery of CNI services. Remote communications, wireless and radio technologies will allow the dispersal of functions like electricity generation, perhaps including nuclear in the form of Small Nuclear Reactors. Centralised control will still be the default in most cases.

|  |
| --- |
| * Edge devices and sensors are getting smarter and smarter everyday. In terms of nuclear, though, as SMR will be a first of a kind, they are a bit defensive. * Improve wording. Yes, especially in railways. Not sure about small nuclear reactors. * Too much in the statements. Needs to be analysed in bits. Agree with dispersion of electricity but not with SNR. Don’t think decentralisation will be a consequence of remote communications and wireless. * Not sure if fragmentation/decentralisation is a good thing for CNI. Central coordination and oversight is safety critical. SNR should not be a thing. Don't think decentralisation will happen: the costs are too high, there are no incentives. It won't be aligned with commercialisation and external investment. It could happen in extreme cases like water where the government cannot allow it to fail. If it fails gov will pick up the pieces. * Not sure remote communications will enable decentralisation, particularly in nuclear. Electricity is already dispersed. Doubt things like waste management could even be decentralised. It’s too difficult to do on a small scale. * With distribution each individual asset/infrastructure/system will be less important, but collectively still important. So for risk analysis we need to understand the risk across all of them and how they function together. * On paper, architecture may seem decentralised but in reality, if we look at the providers, the systems are very centralised. It won’t be about decentralisation but consolidation of big companies like Microsoft, Amazon, etc. * Current mentality is, if we are worried about it, we centralise it. Core CNI will be centralised. Don’t think this mentality will change in 15 years (maybe in 50 years?). * NO to SNR for safety and security reasons. For others, questions need to be asked: can decentralisation be done in a safe and secure way? Is resilience considered? |

1. **System operators working through software, not directly**: By 2040 humans’ participation in CNI processes will increasingly be through complex software systems rather than directly with hardware or simple software controls; however, analogue systems and direct human participation will still remain, especially in safety-critical systems.

|  |
| --- |
| * Can sort of see it coming. There is some potential for these things to happen, for political or commercial reasons. * Ultimately you're never going to be able to completely remove people. These things are not going to be completely automated. * Operators rely on analogue systems where safety is concerned, This is the mentality now. Maybe it will change in 15 years but do not see it as a trend. * Agree but transport is behind. There is an awful lot that is not through software. * CNI value humans in the loop. The acceleration of advanced technologies, like chatgpt or transformer platforms make people more hesitant. They are prone to errors. There is uncertainty. * Put this trend together with Increased Digitisation.- DONE * Will move towards that. New generations getting into that field will have grown up with more technology than we did when we were starting out. * It’s happening now. * There will be a combination of human + machine. We will create Digital Twins and Virtual Systems but there will be some direct contact. * I talk to people who try to avoid full digitisation. * Need for human participation. It won’t be entirely automated. Letting software systems run themselves is not the proper pathway. |

1. **Increased end-user dependency on technology**: 2040 will continue to see increased reliance by consumers on software, data and machines to plan and carry out activities. In CNI, humans will be kept in the loop for critical functions.
2. **Changing geopolitical context:** may impact the Internet and the information it holds by segregating it into separate blocs with differing values and standards, though telecommunications standards will remain global.

|  |
| --- |
| * Technology is more reliable now but I wouldn’t say it has changed fundamentally the way I work. * Yes up to 2040, but afterwards we’ll have to find how to do this differently with data, etc. It will go over the roof. * Problem with "Reliance". There must be humans in the loop. Most of new software is buggy. People in the sector are too smart to hand over stuff to something they know is buggy. (Digital security by design exacerbates software issues, P10 will send Charles reading about Morello.) * Clarify who the end user is. Clarify if this is a dominant problem and peculiar to CNI. Society considers the Internet an essential service a human right. (This might be because people are too dependent on it? CLK) * We can see shifts about this socially. * We are already there. We will do it better and reliance will be the same amount. * Put this after point 6 - as 3, 6 and 5 are all about human interactions with CNI software.  NO, 3 WASN’T. MOVED TWO HUMAN ONES TOGETHER.. * We depend on technology, on data. Data is used as a point of reflection to see where we are and what we are doing. |
| * Busy question. There are different parts to it. |
| * Somewhat disagree. Geopolitics has an impact now. There will always be state/nation interests. There will not be any substantive change. * Not sure about the first statement. * There is balkanisation at the level of information but not telecommunications. Telecommunications still works on the same global standards so everyone is able to interconnect to the same things. At information level, different language population get different norms and information sets. * There is a division in the world with Russia, China and other countries on one side, with different values, e.g. protecting people by controlling the internet. CNI may become polarised if the world becomes geopolitically polarised. * Agree with separation of internet. * Agree with both. Solar panels have been driven by climate change. * The world has been divided into blocks for centuries. Do not think there will be a separation of the internet: having private spaces for CNI - General Internet. * Internet segregation has been predicted for 20 years but still has not happened. |

1. **Climate change:**  will continue to drive digitisation and automation to provide solutions to mitigate harms, such as distributed systems to support greener energy.

|  |
| --- |
| * What does “CNI to implement changes to mitigate harm” mean? What are the changes? Distributed energy generation is already happening. * In terms of climate change we are already doing it. We are providing requirements, planning for the future. * In terms of climate, CNI is already doing that. People working in CNI want to make those changes. * Do not understand the second part of the statement. * Not convinced with climate statement. * Regarding climate there will be an increase in OT infrastructure as we will need distributed systems, renewables, etc. to support greener energy. * Agree with both. Solar panels have been driven by climate change. * Climate change and green energy will drive and implement standards but not convinced that it will guarantee the mitigation of harms in the sector. It will be a factor but there are other important factors like government regulation and corporate responsibility for mitigation. |

1. **New CNI**: Aspects of the internet (‘the cloud’) have already become critical infrastructure, even if they are not defined as such; this trend will continue with increasing digitisation towards 2040.

|  |
| --- |
| * We're already seeing this. We're seeing more and more movement to the cloud all the time. * We already live in that world. * Can understand that it is going to happen but do not know the timescales. * Communications and Internet related infrastructure are already CNI. * Digitisation will increase in OT: Internet to Cloud, but don’t think these systems will become CNI. No benefit in classifying too many things under CNI. * Seems to be saying that a guy from the White House said that telecoms was not in the list of most important CNI. (Bad quality audio and transcript CLK.) * There are already countries which treat the Internet as CNI, but not the US and UK. - UK has communications, not sure if Internet falls under communications. * Internet is already CNI. Nuclear will change radically, from big legacy systems to SNR. They will be more like the communications, energy and health sectors. Outsourcing and getting rid of legacy software faster is good for resilience. * Internet is already critical. |

1. **Artificial intelligence**: Towards 2040, advances in Artificial Intelligence (AI) will open doors to increased and improved automation, better situational awareness, and better data interpretation; as well as the development of safer, more efficient, and more effective systems. However, it will also bring increased risks, such as deep fakes and unpredictability.

|  |
| --- |
| * Don’t see much positive use of AI now but the trend is moving towards. * Situational awareness is important for human factors. Example of robots and AI for maintenance and data collection. Add “safe” to “efficient and effective”. * There is much more to AI than ChatGPT and LLMs. There is powerful work on AI being done that we don’t see because it is doing something useful. There is potential for AI and ML to play a massive role in dealing with complex systems. * Sceptical about how much AI can contribute. AI has failed 2 times before, e.g. self-driving cars. * Not the universal solution. It can open doors but can also bring dangers in. * Include additional security risks with deep fakes. * With AI integration we are increasing the attack surface. People want to see the benefits and do not see the whole business case. Bad benefits are worse than moderate goods. * Question mark around efficiency and effectiveness but there is a strong trend towards their improvement. |

1. **Quantum computing**: will not have a major impact by 2040; it will be only for a few international companies and nation states and will be supported by AI techniques. Quantum breaking of cryptographic encryption might be possible then, though easily mitigated by algorithm changes. Quantum techniques for secure communication will be used in some cases.

|  |
| --- |
| * We are putting money on Quantum because there are applications for it. However it is not mature enough, not for cryptographic problems, and those problems can be solved by doubling the key size. Maybe in 20 to 30 years but don’t think even then. * 2040 is not that far down the line but we may see developments then. * Confident we are building quite big quantum computers in the near future. However, more research is needed into quantum mathematics and quantum computation rather than computers to unlock their potential. * Explain what we mean by Quantum. Is it quantum techniques for secure communication and other activities or quantum computing for resistant encryption? Both are different things, and maybe not related to the other trends. * Not quantum computing but quantum communication and sensing. * 2040 is too early for such a big challenge, to achieve any kind of scale. * Quantum will support solutions but 2040 is too early. * I would not formulate this statement with such certainty. AI took 75y to develop, since the 1950s. Following the same logic, it could take Quantum another 50 years. Although AI can help accelerate it. * Quantum won’t be around by 2040. Quantum on its own won’t solve problems but if it is combined with AI it will. * Quantum is not mature yet. It is less advanced than AI. There are difficulties in making it robust and usable. * 2040 is too early. One has to be very optimistic to thing that something useful will come up from this. * Disagree. People keep predicting Quantum will be commercial in “5 years”. They do not explain why 5 years. |

1. **Off-the-shelf hardware and software**: Towards 2040, some CNI systems will increasingly be made from off-the-shelf hardware and software components. However, this will bring risks where they are not built to a high enough standard. Many CNI operators will still prefer to develop bespoke systems or to strengthen their off-the-shelf components.

|  |
| --- |
| * CNI has higher demands and uses comparatively more expensive software than the one you can download from the App Store. Off-the-shelf is not entirely off-the-shelf, there is pre-existing hardware, firmware and board support packages. You/CNI cannot buy off-the-shelf and start using it right away. It needs to be customised. * Strongly agree. It is already happening. There are CNI vendors promoting this service paradigm and with the kinds of contracts they get they can do anything. * It will happen but we prefer systems to be designed from scratch and off-the-shelf is very problematic. Hardware and software are the biggest problems as users do not come in one box and they are changing all the time. * However we will also build systems out off-the-shelf components and then suddenly realise that 30% of the economy depends on a commercial provider. We will hope we'd built the system properly. Risks will emerge when systems never intended to be CNI become CNI and are using off-the-shelf. For systems we know will be CNI we will strengthen their off-the-shelf components. New things that we know are CNI we will build properly and will be expensive but built to the right standards. * I think like almost everything is and has always been plugging together stuff that already exists. But often I think it's the loo (Code? CLK) that you write in house that actually matters. * There will be increase in off-the-shelf but there will be some bespoke as well. For example, in defence, because of the security implications, they make their own thing to keep baddies away. * Disagree because they are already doing it. E.g. NHS uses crappy Windows software. |

# Expert Forecasts - Risks of Major Incidents

This section explores the factors that might lead to a major incident. Software-related risks vary enormously in probability and likely impact; and may relate to malicious actors, human error or both. There will also be ‘unknown’ risks, yet to be identified.

1. **Poor response to accidents or attacks:** The response to adverse events is key part of what makes them ‘major’ or otherwise. Though much of CNI is run by well-prepared mature large companies, towards 2040 we shall see increasing difficulty in identifying and responding due to:

|  |
| --- |
| * Poor response will still happen but it won’t increase exponentially. * Poor response means people do not do what they are supposed to do. * The UK is not well prepared. There is poor preparation. This comes under Resilience. * Those three things listed there could happen. * Poor response is already happening. * Pandemic disruption response shows CNI systems worked. We should pay attention to the people and resources already working on tackling this problem. We need research to measure the quality of responses. * Failures occur when systems are not designed properly. * There is still a lot of poor responses but a lot of CNI are mature large companies - they are well trained to respond to accidents and attacks. * We have tons of data from attacks to train machine learning. * The statement is too catastrophic. It depends on how much we address the issues beforehand. |

1. Poor human response due to lack of government-led preparation, lack of training, lack of sharing of key information, trust in bad quality data and poor human factor aspects of systems;

|  |
| --- |
| * Not enough people with the right skills. There is no direction towards development of new capabilities. * There are changes in norms, occupational health. There is much better response and security operations. * People are not trained as much as they should be. * Disagree with A. Systems do not take into account human limitations. We cannot train for everything. We cannot train for bad design. We cannot programme humans. Hackers study human psychology, more than engineers and designers do. * Things will happen if there will be a lack of training. But, will there be lack of training? No. So A. and B are covered. * No knowledge or intel is shared. Human factor is key. |

1. New forms of malicious activity as actors become more sophisticated; or

|  |
| --- |
| * Is it additional or different malicious activity? Worries about state aligned threat actors. * Agree with B. and C. * Things will happen if there will be a lack of training. But, will there be lack of training? No. So A. and B are covered. * The problem is when attacks are so sophisticated that there is no response planned/possible. |

1. Issues with AI-based situational awareness and guidance.

|  |
| --- |
| * We will probably get better at automation. * The more AI gets into society the more glitches we’ll see. * Agree with B. and C. * People are being careful about AI at the moment. |

1. **Attacks via Humans**: Towards 2040, most cyberattacks will continue to involve humans and machines: both insider threats and external attackers focusing on human vulnerabilities such as taking advantage of weak passwords or manipulating people into taking inappropriate actions, even when the software works as specified. Improvements in social engineering techniques and deep fake technology will exacerbate this problem.

|  |
| --- |
| * Technologists shortcoming -> humans are stupid, the weakest link. Adversaries have an advantage as long as there are humans in the loop. Technologists blame users for their bad job. * Contention with the word Increasingly. Systems will evolve to adapt. * Humans are very vulnerable. In terms of cybersecurity, people put their best resources on People, rather than technology and processes. * It’s already happening. Main attacks on CNI happen through social engineering. * It's called social engineering. They are doing it very well. * We're increasing the opportunity, but we might also be increasing the resilience at the same time and therefore managing that. * The human factor is still quite a key one. * Deep Fake is a problem. There is work done on better methods for authentication and to detect falsification. |

1. **Cascading Problems**: Towards 2040, increased interconnectivity, due to extensive use of IoT, will mean that minor problems or failures in non-essential elements will sometimes escalate and affect wider, vital aspects of a system. The complexity of systems will make it difficult to identify such vulnerabilities in advance.

|  |
| --- |
| * The problem exists but not sure if it will be bigger in 2040. * We know where the risks are. Resilience will put this act together at some point. * Hard to decide what are the functions that are most important to protect. Chain reactions can happen from non-essential to vital aspects of a system. * We are increasing resilience to manage this. * Are trophic cascades relevant? CLK * This can be controlled in design by not designing these systems completely open. Isolating systems avoids cascading effects. * The more things are connected through the Internet of Things the more likely we have system of systems failures and problems. * Cascading problems already exist. * Some people are developing software to try to map those dependencies. |

1. **Software and hardware supply chain problems**: 2040 will continue to see increasing issues with the provision of software components, software services, hardware supplies, system maintenance and related services. This will be exacerbated by the international nature of such supply chains, despite work being done to map and understand them. Further obstacles will include the disconnect between technology users and developers, the disconnect between procurement and technical specialists, as well as conflicts with the commercial interests of suppliers.

|  |
| --- |
| * Re SC: Nuclear isn't mature, banking, finance are much better. There are people doing SC mapping, understanding critical suppliers (tier 1, tier 2....), the challenges they face, and understanding who owns the problem. They would like this to become business as usual. The SC issue is not a technical but an organisational and cultural challenge with possible some technical solutions to support them. * Things will get better rather than worse. From a market perspective, healthy, robust SC are important because they give us competitive advantage a nation. Anything that gets on the way should be investigated. * SC is an issue now. Hopefully it will get better in 15y as a lot of people are working on it. * Problem is the international aspect of the SC, particularly for low level devices and services. We are not sure if our SC is UK based. * We're seeing that being beefed up. * SC are comprised of developers, software, users, data centres, all of them are different. This makes SC complex and subject to vulnerabilities. * It's about procurement and technical specialists. * SC can be scary. We cannot trust some suppliers. |

1. **Sociotechnical problems**: By 2040, digitisation, increased complexity and poor human factors in design of systems (a term that includes the operators and users), will lead to increasing disruptions even when all the participants are working in good faith[[2]](#footnote-3).

|  |
| --- |
| * It is a risk but it’s disruptions rather than accidents. Maintain skilled workforce to handle these issues. * We already live in a complex world of systems. Don’t think complexity is to blame for increase in accidents. * There is also organisational and job design factors. There is good faith in systems but also in other humans. We should look into this sector by sector. * We're increasing the opportunity, but we might also be increasing the resilience at the same time and therefore managing that. * Yes, sociotechnical is important but it is probably at the bottom of the list. This is from a strategic and political point of view. * Almost everyone works in good faith. * Disagree. Optimistic that people understand the risks and design the systems appropriately without increasing complexity beyond our capabilities to understand it. * It’s already happening but don’t know if it is going up or down. * No opinion but do not agree with “all participants working in good faith”. There can be malicious activity, but also people who are doing the wrong thing because it is not possible to do the right thing. E.g. when protocols are contradictory. * Sociotechnical problems are evident issue. They are the more common form of attack. * Issue isn't necessarily attacks but about social engineering. * Incidents like Mile Island and Chernobyl are good examples of why to implement security operations. Not sure if increase in interconnectivity is the source of the risk. * Not sure if digitisation is the problem. |

1. **Breakdown of electricity, telecommunications or internet**: By 2040, much of CNI will not be able to function without these. Electricity in particular is easy to disrupt, and failure may cause cascading problems. For example, a widespread loss of electricity supply would prevent delivery of all of transport, communications, health services, food, and other critical services.

|  |
| --- |
| * Electricity failure wouldn’t be so disruptive. There are backups for these things. * We are highly dependent on electricity, telecommunications and the internet. * If we didn't do anything about it, this would definitely be a big risk. * CNI can only function at best for a limited timeframe without those things. This is a current risk it is not something new. * Operators know the structure is fragile but they make efforts to adapt, to shift resources quickly. * We have identified risks. These systems should be safety critical with enough redundancy. * Electricity systems are easy to disrupt. * It depends whether contingencies and resilience are built into the system. Electricity systems are designed with resilience in mind. * Agree but I talk to people who are working on more independence from these things and resilience. * Too many systems rely on electricity and we do not have enough generators. Even generators can only provide a few minutes help. * Electricity failure is an example of a cascading problem. |

1. **OT attacks**: Operational Technology (OT) used to be relatively safe because of the obscurity of its programming and the isolation of OT systems. However, towards 2040, OT will increasingly be integrated with Information Technology and IoT technology, making it easier for cyber attackers, especially nation states, to connect and disrupt electromechanical systems.

|  |
| --- |
| * Back in 2010 the feeling was: why would people care? And an attacker would need advanced, non-trivial knowledge. These views have changed now. The attacks are going to be there but the actual OT software stack would take longer to be integrated and therefore still would need stronger attacks. * It’s happening now and will continue to happen. * OT attacks are an issue. * We live in that world. * It is possible, but there is mitigation: good design and being aware of types of attacks. * Sophisticated attackers like state nations are already doing it, and they will continue. Amateur hackers: maybe if they are using AI tools, but there might be other less complicated attack options like attacking companies instead. * Disagree. OT have (need to have) data diodes which are physically impossible to break. * Problem with “destroy”. Better use interrupt, disable, disrupt. * True, but launching an cyber attack on OT is not super easy. It is quite a challenge. |

1. **AI-based phishing, whaling and similar attacks**: Towards 2040, generative AI will be widely used in fraudulent communication, by video, email and voice, leading to damaging incidents, the installation of malware, and other issues.

|  |
| --- |
| * Phishing and whaling will be widely used in fraudulent communication. |

1. **Common mode failures**: Towards 2040, widely dispersed systems will increasingly have monoculture technologies (systems, components and vendors) for portions of their operations, which will thus share the same vulnerabilities. These will allow mass replicated attacks or lead to cascading problems.

|  |
| --- |
| * Disagree. It is a concern, but people are talking about this, thinking about strategies to sort this: resilience, diversity, monitoring. * It is easier to use the same provider for everything. Safety and security guides go for diversity of vendors but it adds cost. It is happening today and it will remain the same in 15 years. * Wouldn’t think that CNI systems are vulnerable as they are fairly bespoke . It would take a lot of effort to design an attack that cannot be replicated elsewhere. * This would be a risk if we did not do anything about it. (The real risks are the ones we don’t know about/ cannot imagine? CLK.) Common failures, cascading and complexity failures are very hard to fix because we don’t think in systems terms very often. * Disagree. It will happen but we have to consider our capacity to response and recover. * Disagree. OT markets are getting bigger with a diverse range of technologies. * Agree with everything. If you have everything with the same system everything is vulnerable to the same failure. * Yes, there are not completely bespoke systems operating across areas. Clarify: “geographically dispersed” Is it same company operating in multiple countries, or different organisations using the same technology? * The National Preparedness Commission is worried about this. * Already happening. Common failure is cascading failure. |

# Risk Mitigation Strategies

Our experts suggested a range of complementary approaches to address the future risks they identified. Such ‘mitigation approaches’ address and reduce the wider problem in addition to improving defences and the response to incidents.

1. **Systems Resilience approach**: Designing and organising to provide *resilience* in addition to cybersecurity: the capacity to endure and adapt to disruptions. Resilience is a feature of an entire system (of systems); addressing it might involve incident planning, red teaming, redundancy in provision, design for gradual degradation and enforcement of systems diversity. Resilience research can include systems thinking and actor network theory.

|  |
| --- |
| * Resilience has to be a key property of a system . Resilience is connected to sociotechnical. * Resilience approaches are not new. In the 2000’s no one paid much attention. But now a lot of people are looking at resilience and sociotechnical. * Suggested resilience practices: systems thinking, systems engineering, adversarial red teaming and from the design point of view: decoupling error detection and correction, graceful failure and duplication. There are complexities that create fragile conditions, there are complexities that create anti-fragile conditions, we should seek the second. * Resilience has two aspects: resistance to perturbation and restitution to status quo/new acceptable state. It is difficult to distinguish between kinds of attacks. Resilience has to account for both, for perturbation and restitution. We should start from Resilience, not from incident prediction, etc. * Personal opinion: systems diversity is the means to systems resilience. Antitrust action, trust busting data can help Systems. Resilience * If people have been taking the sorts of actions we're recommending to increased resilience and reduce vulnerability, then it's not such a big deal. * We need to define Resilience, Systems Resilience and Systems Approach (we do not mention systems approach or systems thinking in the report, CLK). Suggest a systems thinking/holistic perspective of problems. And actor network theory to talk about systems of systems. * With resilience, we can respond and recover. We can deflect attacks and those attacks won’t be that severe, we could tolerate them more. * We need all kinds of controls not only resilience. * There's a whole big literature on resilience. I'm not a massive fan of the concept, but it's important. * Systems resilience and secure systems by design should be built into the cloud. The scope for individual infrastructure organisations is in a way quite small. * The key thing is that it's a systems problem. |

1. **Secure systems by design (SSBD)**: Incorporating systems security, privacy and safety analysis—including human interaction analysis—from the earliest stages of design in creating and modifying software systems. By focusing on individual products and components, SSBD delivers layers of security and provides a path for upgrades.

|  |
| --- |
| * Free open source vs Commercial. For open source it is not clear whether the OS community provides high security. It could be a security risk. If the community is large and active, and have low, medium and high security standards I could assume high OS is usable. With commercial you can take OS and add engineering work, design work, check, test and verify the code. You need more expertise for that. It is no longer writing code only. It becomes a product. * Secure by design focuses on products, individual components, not on the overall system. A secure component cannot be used anywhere this is why whole system design is more important than component system design. * We need systems to be secure by design but do not agree with Cheri Morello and RISC-V architecture. * Secure by design is better than no secure by design but it will not solve all the problems. * Secure systems by design is about making sure there are enough layers of defence. The more layers the higher the cost. There could also be human layers. Aim is an affordable mitigation. We have to look a the overall problem and see what applies best. It could be education of people or policy. * Secure by design has a direct impact on resilience. * Secure by design is important but don’t know if it will happen. * US approach: to make secure by design binding. UK: lots of efforts, more voluntary than legally binding. Secure by design impactful way to mitigate. * Most people’s environment nowadays is the cloud. Systems resilience and secure systems by design happens in the clouds. (Most if which not design in the UK.) The negotiation has to be with the suppliers. * Thinks resilience is the aim but when talking to computer scientists they think secure systems by design is the key, that it is possible to write secure code up to the microkernel level. |

1. **Improved risk management**: Supporting organisations to systematically identify, understand, and assess potential threats, integrating these practices into both system design and ongoing processes, to support focusing on risks with a high expectation of loss rather than just high probability. While well-established in finance and healthcare, risk management needs broader adoption in other industries to enhance cybersecurity resilience, with an appropriate light touch to avoid it becoming costly and unwieldy.

|  |
| --- |
| * Did some work on quantitative risk management. It was pretty good. We can measure risk to the nth degree and use fancy models but not sure how to make it cost effective. * Risk features heavily in governments secure by design principles. Risks is a vehicle to talk about resilience. Risk management should be employed more widely and from a design perspective. * People should be doing it now. We are not good at it. * Companies cannot work like the secret service. Companies use excel files to write and assess potential risks. Do not think it works, but at least companies can claim they are doing it. Companies focus on the high probability risks, looking at everything won't support the daily way of working. It could become overwhelming or complex and expensive. When the system is complex, risks, consequences, counter measures have to be visible to the system architecture, to the designer to the management level. It has to be a risk management process included in the system design. There is a difference between everyday work/risk and risks which are unusual not part of the business process. * Risk management is costly, time consuming and very unreliable/we can’t predict everything. * Risk management needs to happen. It will be a lot of work. Civil services are risk ignorant and take risks no commercial organisation would take because they do their numbers. There are certain areas of proper engineering where you get to do risk management, but commercial risk management is “sacrificing chickens”. * Risk management is pretty mature in the financial sector. But it isn’t mature everywhere else. * They are already doing ‘risk management’ but what is needed is a better understanding and identification of new risks, as well as how those risks accumulate across an industry or sector. * Risk management is quite poor in CNI. Education is needed. * Is investment in risk management: putting things in place or management systems for risk? We can do all risk assessments but it will only work if we implement it in practice. * Risk management includes the human factor. * Tracking attacks and failures allows to do risk management. Tracking gives us the numbers for risk management which allows resilience. |

1. **Training of professionals:** ensuring consistent education of software and domain expert professionals in both theoretical and practical aspects of security and resilience across all levels, including the implications for software contracts to define responsibilities and liabilities around cyber risks

|  |
| --- |
| * Lots of problems will go away if there was proper training. In CNI there are different areas of knowledge. There is knowledge asymmetry. This is a big problem. Education will help with awareness. * Agree with statement but it is not enough. We need to design good from scratch from the beginning. * “Education of Stakeholders” and “Training of professionals” are two parts of the same thing. Certain professionals will be stakeholders in other people’s stuff. Wording: some people are “trained” whereas others are “educated”. Does it mean that we push stuff onto them so they understand and know what to do? * Training does not reduce the risk. It is only when people who are trained do something about it. |

1. **Research into Sociotechnical approaches**: Research and research dissemination covering the human, non-technological, aspects of CNI system security, software design and user interfaces. Though this research is difficult for traditional cybersecurity researchers, and subject to bias and replication problems.

|  |
| --- |
| * Sociotechnical is linked to resilience and can expand into managerial, cultural and organisational issues. * I think there's going to be a very real risk that we focus on the Infrastructure and technical design of these systems and ignore the fact that they're a human machine complex system. * Research needs to be done, and needs to be better communicated. Problem is lack of investment, lack of interest from seniors, and the fact that this space is dominated by techies. * Research is important but I would prefer to build systems which include sociotechnical bits, which are easier to use the right way and harder to use the wrong way. Design a system that involves the human. * “Research into sociotechnical approaches” is too vague. Also, “… aspects of CNI system security” is too specific. It is more than system security. It is many aspects like software design, security, user interfaces. It is those technologies in the CNI sites. * Sceptical about this type of research because of psychological bias and replication problems. |

1. **Adversarial systems testing including red teaming**: Promoting adversarial testing for entire systems including their human users and support staff. Techniques include both ethical hacking, and social engineering approaches.

|  |
| --- |
| * Red teaming is an important resilience approach. * Feel like verification has not helped that much yet. It is taking too long for it to work. * Red teaming is a specific military term. Try using a more generic term like testing and exercising. Include ethical hacking. This is about checking how systems work and finding weak points in security. * UK is falling behind. There are no resources. More work needs to be done. * Testing and red teaming are successful ways to prepare for ransomware attacks. * It’s definitely is going to be important. |

1. **Legislation, regulation and government support for resilience:** to motivate organisations to invest in systems resilience, secure by design approaches and adversarial systems testing.

|  |
| --- |
| * Legislation is important but taxpayer can't do everything. Tax to help businesses be more resilient? Is it not the business's job to do that? The market runs the economy not the government. * What are the “commercial dangers” and what specific support do we need? * We are still regulating for security not resilience. The UK is 5 to 10 years ahead in legislation for resilience. It is regulation rather than legislation. E.g. anti fraud strategies - financial institutions are held responsible. Their regional resilience centres are enabled by legislation but it is really Regulation. * Government support for resilience means that you have to invest in testing, and you have to invest in systems resilience and security by design process. Legislation for resilience is super important. Training and education are important but not the solution to the lack of support at the top. * Powerful tech companies are not likely to agree to government led templates for contracts. Software suppliers have standard contracts (terrible or not) and procurement organisations do not have the power to modify that. * There are incentive problems. Fixing the incentives will fix a lot. |

1. **Education of end users:** Training for end users at all levels about the dangers of AI-enhanced ‘phishing’ and about what digitalisation means for their roles. While no substitute for appropriate human factors and system design, this can reduce the immediate risk.

|  |
| --- |
| * In CNI there are different areas of knowledge. There is knowledge asymmetry. This is a big problem. Education will help with awareness. * We need to educate people on AI. * Education is important but it is not enough. We need to design good from scratch. * If education was going to help, it would have happened already. Education is important, but focus should be on design. E.g. why is phishing possible? Because of broken authentication mechanisms. A lot of what education tries to do should be done by secure by design. * Training of professionals and education of stakeholders are the same point. Do we use the word stakeholder for “other people” we want to understand things? * Biggest issue is not the technical individuals but, senior stakeholders/management, the procurement, directors, engineer managers. They have not been educated in the dangers, etc. Education should be number1 but this should be a combination of efforts, e.g. systems resilience approach is multimodal. * Training does not reduce the risk. It is only when people who are trained do something about it. * I'm not sure we can educate our way out of this problem. We can educate, run public awareness campaigns, etc. but there will be lots of exploitable vulnerabilities. * Training and education go hand in hand but education is more important. (Tech) professionals already have baseline understanding, but stakeholders do not. Educating stakeholders would eliminate human weakness. |

1. https://www.npsa.gov.uk/critical-national-infrastructure-0 [↑](#footnote-ref-2)
2. As happened in the Three Mile Island and Chernobyl incidents. [↑](#footnote-ref-3)